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Abstract: This contribution discusses the MCPTT SIP core capabilities and functions necessary for supporting the MCPTT Application.
1. Introduction

The high level architectural model has been adopted. The detail design of each part of the architecture requires further discussion. This contribution is mainly focussed to discuss on the SIP core capabilities and functions.
2. Discussion

As it defined in section 6 of TR 23.779, the main function of SIP provides rendezvous (contact address binding and URI resolution) and service control (application service selection) functions. To enable this function there are multiple functionalities to be implemented by SIP as it is proposed as following.

SIP core is the main domain to implement the Signalling Plane, so it can be assumed that Signalling plane defined in 6.5.3 is mapped to SIP core.
As it already indicates in section 6.5.3, Local inbound / outbound proxy, Registrar finder, Registrar / application service selection are the main functionalities which may needs to be supported by core. 
Among them, Local inbound / outbound proxy and Registrar / application service selection are the two basic functionalities to support the rendezvous (contact address binding and URI resolution) and service control (application service selection) functions defined for SIP core. However, registrar finder seems not a necessary function for MCPTT deployment due to the reasons indicated in S6-150213 and also the following reason: Unlike carrier IMS, only one or few SIP cores are sufficient for MCPTT service. In that case, the SIP core selected to serving a specific user can based on user’s domain. If I-CSCF is used, there are multiple signalling round trip between I-CSCF and HSS which are needed before the signalling is being transmitted to the SIP registrar which will introduce time delay.  Even though IMS implements the I-CSCF functionality and also it can be reused for MCPTT deployment,  it cannot be concluded that it is necessary for MCPTT service. SIP Core can have it, but not required by MCPTT service. So it is optional function for SIP Core.
Besides above, there are many sub-functions for each functional entities indicated above (take IMS as example, it will seen if it necessary for MCPTT SIP core as table 1.)   

	SIP Logical Functional Entity
	Capabilities and Functions
	Is Required for SIP Core for MCPTT service?

	Proxy
	Route/Forward requests and responses to the user agents
	Yes

	
	Authenticate and authorize users for services
	Yes

	
	Call Initiation/Termination - MO/MT
	No - Handled by MCPTT Client and Server

	
	User privacy
	Yes (Optional)

	
	SIP signalling security
	Yes

	Registrar
	Registers the user and maintains the association of the location and identity of the user in a location service (database).
	Yes

	
	Provides notifications of the registration states.
	Yes

	
	Performs AS selection.
	Yes

	
	Perform signalling security
	Yes

	
	Interworking with other systems
	Yes

	
	Depending on operator policy, Discovery and Address Resolution, including E.164 numbers
	Yes - Need to convert E.164 to SIP URI to IP addresses

	Registrar Finder
	Registrar selection
	No - Public safety deployment is usually not large scale.

	
	Address Resolution, including E.164 numbers
	Yes - Need to convert E.164 to SIP URI to IP addresses


As the deployments are not large the main focus of SIP core need not be divided into 3 functional entities. It is better to maintain a single functional entity to describe the necessary SIP core functions.

MCPTT will take support from operator deployed SIP Core (IMS) or will implement its own SIP core for the SIP Application part. Hence dividing SIP core functional entity into Proxy, Registrar and Registrar finder may not be necessary.
3. Proposal
It is proposed SA6 only define the capabilities and functionalities of the SIP core without the need to define the internal implementation.  Accordingly, request SA6 to discuss and approve the following P-CR to TR 23.779 . 

************************Begin of the change - 1******************************
6.3.1.3
SIP Core

The SIP core provides rendezvous (contact address binding and URI resolution) and service control (application service selection) functions. To further meet the architectural requirements in section 4.1 of TR 23.779 and TS 22.179, MCPTT SIP core would have following basic functionalities and capabilities:

· It provides SIP proxy function which provides the entry point and exit point for all SIP requests from/to UE (origination and termination).
· It provides SIP request and response routing from MCPTT client to MCPTT server and vice-versa.
· It provides interworking with other systems, such as MCPTT application system, IMS, PSTN system, etc.

· It performs authentication and authorization of the MCPTT UE based on the MCPTT UE's service profile.
· It provides SIP registration and maintains the association of location (such as IP address of MCPTT client) and identity of the SIP client. 
· It provides notifications of the registration states.
· It provides discovery and address resolution functions, including E.164 address resolution.
· It provides service selection for selecting the MCPTT AS based on the service request.
· SIP Core is based on IP protocol. However IP network is prone to security attacks. In order to ensure the SIP signalling security of MCPTT network, it provides security protection of SIP signalling.
· It may provide user privacy protection by not allowing access to user identity information outside the trust domain.
******************************End of change*****************************

************************Begin of the change - 2******************************

6.5.3.2
Local inbound / outbound proxy

The local inbound / outbound proxy functional entity acts as both an inbound proxy and an outbound proxy for all SIP transactions. This functional entity can provide the following functions:

· NAT traversal

· Resource control

· Route/Forward requests and responses to the user agents

· Authenticate and authorize users for services

· SIP signalling security
· Depending on the operator policy, it provides discovery and address resolution, including E.164 numbers.
Editor's note: Mechanisms for resource control in MCPTT systems require further study.

Editor's note: In the IM CN subsystem, this is equivalent to the P-CSCF.

6.5.3.3
Registrar finder

The registrar finder functional entity is responsible for:

· Identifying the appropriate registrar / application service selection functional entity, or network providing the registrar / application service selection functional entity, using information provided either by the public network's own subscriber database or the MCPTT service provider's MCPTT user database.
· It provides discovery and address resolution, including E.164 numbers.
NOTE:
The registrar finder functional entity in the home network can either find the registrar / application service selection functional entity in its own network, or, when in the home network use the services of a registration finder in the MCPTT network.

Editor's note: In the allocation of functional entities, this functional entity is allocated to the home public network and / or to the MCPTT network. 

Editor's note: In the IM CN subsystem, this is equivalent to the I-CSCF.

Editor's note: For interoperability the reference point between the registrar finder functional entity and the registrar / application service selection functional entity will have conform to the requirements of the Mw reference point.

6.5.3.4
Registrar / User Serving
The registrar / serving functional entity provides the following functions:

· Registrar function (with integral provision of a location server) and also acts as an inbound proxy (with access to the integral location server), and outbound proxy for all SIP transactions where application service selection is required. It registers the user and maintains the association of the location and identity of the user in a location service. It provides notifications of the registration states.
· It supports authentication for SIP usage. Both the registrar (with integral location server) and authentication functions are supported by access either to the public network's own subscriber database or the MCPTT service provider's MCPTT user database. 
· It can provide the application service selection for all SIP transactions.
· It performs SIP signalling security.
· It provides interworking with other systems like PSTN, etc.
Editor's note: In the allocation of functional entities, this functional entity is allocated to the home public network or to the MCPTT network. 

Editor's note: In the IM CN subsystem, this is equivalent to the S-CSCF.

Editor's note: For interoperability the reference point between the registrar / application service selection functional entity and the application functional entity will have conform to the requirements of the ISC reference point.

******************************End of change*****************************
