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Abstract: This document provides comments on 23.779 in order clarify the text.  
*** FIRST MODIFICATION ***
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Direct Mode Operation: DMO is characterised by application layer UE clients utilizing MCPTT service and communicating via only ProSe direct communication paths.

Direct Mode Operation via Relay: DMO-R is characterised by an application layer UE client interacting with a centralised application layer server communicating via a Prose UE-to-UE Relay using only ProSe direct communication paths.

Floor control: An arbitration system in an MCPTT Service that determines who has the authority to transmit (talk) at a point in time during an MCPTT call.

Group Call: A mechanism by which an MCPTT user can make a one-to-many MCPTT transmission to other users that are members of MCPTT Group(s).
MCPTT Service: A Push To Talk communication service supporting applications for Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g., utilities, railways) with fast setup times, high availability, reliability and priority handling.
MCPTT system: The collection of applications, services, and enabling capabilities required to provide Mission Critical Push To Talk for a Mission Critical Organization.
Mission Critical Push To Talk: A group communication service with fast setup times, ability to handle large groups, strong security and priority handling.
Network Mode Operation: NMO is characterised by an application layer UE client interacting with a centralised application server communicating via EPS bearers using E-UTRAN to provide the last hop radio bearers.

Network Mode Operation via Relay: NMO-R is characterised by an application layer UE client interacting with a centralised application server communicating via a ProSe UE-to-Network Relay using ProSe direct communication paths to provide the last hop radio bearer(s).

Off-Network MCPTT Service: The collection of functions and capabilities required to provide MCPTT using ProSe Discovery and the ProSe Communication path for MCPTT Users using Public Safety ProSe-enabled Ues as a direct communication between Ues using E-UTRA.

Private Call: A call between a pair of MCPTT Users using the MCPTT Service with or without MCPTT Floor control.

*** NEXT MODIFICATION ***
5.1.2
Solution 1-2: Off-Network MCPTT Service using ProSe UE-UE Relay

5.1.2.1
Functional Description

The solution described in this clause assumes that Off-Network MCPTT Service using ProSe UE-UE Relay (further referred to as Direct Mode Operation via Relay (MCPTT DMO-R)) is supported with a centralised MCPTT server residing in the ProSe UE-UE Relay, as illustrated in Figure 5.1.2.1-1.
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Figure 5.1.2.1-1: High-level architecture view for MCPTT DMO-R

In reference to Figure 5.1.2.1-1, the Remote UEs (UE-1 and UE-2) are out of each other’s transmission range, but are both within the transmission range of the UE-UE Relay (UE-R). UE-1 and UE-2 are able to communicate with each other using the communication service provided by the UE-UE Relay.

The solution for MCPTT DMO-R described in this clause has the following salient features:

-
MCPTT DMO-R (similar to MCPTT NMO and MCPTT NMO-R) relies on a centralised architecture where the MCPTT service is provided to the MCPTT DMO-R client via the MCPTT DMO-R server residing in the Remote UE and UE-UE Relay, respectively.


-
The MCPTT DMO-R server residing in the ProSe UE-UE Relay includes the following functionality:

-
SIP Registrar as defined in IETF RFC 3261 [8].

-
SIP session control for the registered users.

-
Optional SIP Proxy and SIP B2BUA functionality.

-
Support for a SIP-based interface (GC1-dmo-r) towards the Remote UE.

Support for centralised floor control (e.g. with the Binary Floor Control Protocol (BFCP) defined in IETF RFC 4582 [9]).

-
The ProSe UE-UE Relay (including the MCPTT DMO-R server) may be perceived as a Layer-7 relay.

NOTE 1:
The MCPTT DMO-R server function may reside in a Remote UE, noting that this would lead to a suboptimal usage because every GC1-dmo-r hop would involve two PC5 hops. Another reason for collocating the MCPTT DMO-R server function with the Layer-3 Relay (UE-R) is to allow UE-R to advertise the collocated MCPTT DMO-R server capability.

NOTE 2:
The solution is intended for scenarios where there is a suitable candidate that can serve as UE-UE Relay (e.g. high-power vehicle-mounted UE).

NOTE 3:
The PC5 aspects (e.g. relay discovery, PC5-layer authentication and point-to-point link establishment, IP address/prefix assignment) of the Relay are described in TR 23.713 [6]. The present document focuses primarily on GC1-dmo-r aspects.
NOTE 4:
The ProSe UE-UE Relay (in absence of the MCPTT DMO-R server) is a layer-3 relay (i.e. an IP router). It provides basic IP connectivity to the Remote UEs (UE-1 and UE-2).

*** NEXT MODIFICATION ***
5.2.2
Solution 2-2: NGCN-based architecture

5.2.2.1
Functional Description

This solution focuses on the situation where the UE is in contact with the network. It is intended to be complementary to ProSe solutions that describe the out of coverage cases, and, the UE-to-network-relay cases.

Based on the architectural requirements in clause 4.2 and the existing 3GPP architecture for the support of Next Generation Corporate Networks (NGCN), a generic high level architecture is shown in Figure 5.2.2.1-1, below. Only the signalling plane has been represented for simplicity. Media is following a similar path.
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Figure 5.2.2.1-1: Example of NGCN-based architecture for MCPTT applications
Editor’s note:
Details of southbound interface are FFS.

Figure 5.2.2.1-1 represents two MCPTT applications connected to two IMS for PLMN 1 and 2 using the peering mode Application 1 is also directly connected to PLMN 1’ (without intermediate IMS) while application 2 is connected to a corporate Wi-Fi network. 

Figure 5.2.2.1-2 below illustrates the internal architecture of the MCPTT application,
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Figure 5.2.2.1-2 Internal architecture of MCPTT application

Note: The versions of Ici, Izi and Gm in the above figure are assumed to include all the enhancements required for the proper support of MCPTT features
The CN gateway contains a SIP routing function, an HTTP proxy function and a Media gateway. The SIP routing function allows the routing of SIP signalling from/to the MCPTT client in the UE to/from the SIP based functional entities in the MCPTT application. The SIP routing function is complemented by an HTTP proxy function for the proxy-ing of some non-SIP based signalling, for example XML document management through HTTP/xcap.

The media gateway functionality is provided via media (PTT) control and a media distribution function transporting media and associated control from/to the MCPTT client over unicast and broadcast bearers. The media gateway functionality also includes a resource management function interfaced with the PCRF and BM-SC (Rx and MC2-C interfaces) for setup, release and QoS control of the media unicast and broadcast bearers.

The SIP registrar maintains the SIP registrations of the MCPTT clients. It interacts with the User identity function in charge of the management of the appropriate credentials.

The Group management function contains provisioning information related to the groups and the mapping of the users to groups. It is in charge of the distribution of group related information to the MCPTT clients and of group membership to the PTT Services function.

The Security management function is in charge of policy and key management for media, whether individual or group related. It is for example in charge of key distribution.

The PTT services function is the main logic for the MCPTT function and interacts with the other functional entities and the MCPTT client (through the proxy and gateway functions) for the provision of the MCPTT services. It is responsible for call control, routing, timer management, resource control, including priority management, queuing and pre-emption, configuration and settings management, floor arbitration logic, etc.
Northbound and East bound CN GWs have a similar architecture as southbound CN GW towards another MCPTT application or an IMS core, respectively.

EN: Actual routing of media through an IMS core towards a MCPTT client is FFS.
*** NEXT MODIFICATION ***
5.7.1.1.2.1
Call related messages

The basic assumption used in the following clauses is that at least one broadcast bearer has been setup at least for media when several hundreds of users are concentrated in a given cell or at least MBSFN area. In order to be able to setup a call to these users without delay, the setup shall not be transported to these users using a unicast transport, i.e. several hundreds of downlink messages followed by another several hundreds of uplink messages carrying an acknowledgement. The SETUP shall thus be broadcast and repeated several time in order to compensate for the lack of explicit acknowledgement. This message shall be the equivalent of an initial “INVITE” message and carry similar information as detailed in the following clauses.

Other call related messages shall also be broadcast for the same reasons as those described above, i.e. in-call session modification messages (equivalent to re-INVITE or UPDATE) used for example for codec modification or media addition or deletion, and RELEASE message to end a call (equivalent to a BYE) message. All these messages shall also be repeated. Upstream signalling messages (e.g., SIP) from the UE to the MCPTT server shall be correlated to the group call identified in the SETUP and subsequent messages broadcast in the downstream direction.  This presumes that UEs setup a unicast bearer to the MCPTT server in order to be able to send media to the server.
Note: Several configurations may be supported for the relation between TMGI and group. It is possible to have one TMGI par group, in which case the UE after subscription to the group will monitor the corresponding TMGIs to look for a SETUP message when required. It is also possible to have several groups multiplexed on a single TMTGI carrying also the SETUPs for all the groups multiplexed on this TMGI. It is finally possible to have one (or more) TMGI(s) dedicated to signalling only and separate TMGI for media, whether multiplexed or not. These various configurations do not influence the need for broadcast group signalling.

*** NEXT MODIFICATION ***
5.7.1.1.2
Content of broadcast messages

The SETUP message shall contain the “useful” information of the corresponding INVITE and SDP body:

· The identity of the calling party

· The identity of the group

· Call identifier (as several call to the same group may co-exist)

· Priority information

· SDP session information, e.g. SSRC or the (S)RTP flow

· Codec information

· Encryption information

· Initial floor control information, for example, broadcast without the right to request the floor (System call) 

· Optionally, TMGI carrying the media if not the same as the one carrying the call related message

Note: In this clause, SDP is used in a declarative mode, not in an offer/answer mode.

Based on this information, the UE shall be able to setup a unicast bearer to receive the same session in the case where the eMBMS bearer would be lost due to radio conditions or migration and to enable upstream transmission of media.

The UPDATE message shall have a similar content with only the modified elements compared to the SETUP message, which may also for example include the group identity itself as it may change in the case of group merging (Group Regroup).

The RELEASE message contains only the call identification information to ensure the release of the right session in case of multiple simultaneous sessions.

The CEASED message shall contain at least the following information:

· Identity of the user ceasing transmission

· SDP session information to identify the relevant session

· Authorisation to request the floor

The GRANTED and INTERRUPT message shall contain at least the following information:

· Identity of the granted user

· SDP session information to identify the relevant session

· Authorisation to request the floor

· Priority

Additionally, the INTERRUPT message shall also contain additional information to identify the flow containing the overridden flow in the case where loosing audio is supported.
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