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Abstract: In order to move discussions forward, some basic assumptions for the MCPTT architecture are proposed to be agreed, which it is believed can be agreed regardless of whether or not a SIP Core is IMS compliant.
IMS Compatible SIP Core
It is first proposed that protocols on the reference points are IMS compliant. The recent conference call (12th February 2015) seemed to indicate that we are converging in agreement that, regardless of whether the SIP Core is IMS or “Non-IMS”, that the protocols on the reference points between the SIP Core and other entities need to be IMS compliant. This is necessary for MCPTT UEs to be able to interoperate regardless of the deployment/implementation option chosen and to ensure interoperability with commercial operator IMS networks.
SIP Registrar location
It is next proposed that the SIP Registrar is a logical SIP Core function but that deployments and implementations can locate the SIP Registrar function physically within the domain of the MCPTT Application service provider if they so wish. Having the SIP Registrar a logical SIP Core function is also necessary to meet all of the deployment scenarios in TR 23.779, especially the scenario shown in Figure B.7 where commercial carriers deploy MCPTT on top of their commercial IMS core network.
It is accepted by the authors of this document that Public Safety Agencies' security requirements may require that the SIP Registrar be physically located within the domain of the Public Safety Agency using deployment scenarios shown in Figures B.3 or B.4 of TR 23.779. However, it is not accepted that MCPTT deployment options be limited to just those two scenarios, as in our experience and in talking to various government agencies and the operators responsible for carrying and securing their traffic, only a small proportion of those agencies require all of their traffic secured to such absolute highest-levels. Different agencies/public bodies within different countries have different requirements in this regard, so to have a one-size-fits-all solution will be inappropriate, unnecessarily costly, and prevent a wide commercial deployment of MCPTT.
SIP Registrar and SIP routing function collocation
It is next proposed that in 3GPP Rel-13, the SIP Registrar has at least collocated with it part of the SIP Routing function i.e. acts as a serving proxy. That is, when the SIP Registrar is physically located in the domain of the MCPTT Application service provider then there is also a SIP Routing function collocated with it that can forward SIP requests and responses to and from the MCPTT AS.

The reason for this is that if the SIP Registrar function is separated from the SIP Routing function then an additional location service is required (as per IETF RFC 3261). This is unnecessary and something SA6 cannot afford to spend time on in Rel-13 if it is to meet its deadlines.
This therefore means that the AP-8 reference point (as per S6-150013) will not be standardized, at least not in Rel-13. If such non-collocation is to be considered in a future release, then reuse of the IMS ISC interface for AS8/AP2 (as per S6-150013) will be needed for the cases where the SIP Registrar and SIP Routing functions are in a different domain and/or from a different vendor than the MCPTT AS, which is necessary so that deployment options B.2 and B.6 from TR 23.779 remain possible. Thus, AS8/AP2 is not required if the SIP Registrar and SIP Routing functions are collocated.
MCPTT Roaming

It is finally proposed that full MCPTT roaming (i.e. both national and international roaming) shall be possible whilst requiring the MCPTT Application Service Provider to have a business agreement with only a single telecommunications operator. Of course, they can have many more if so desired but the aim is to avoid the MCPTT Application Service Provider needing to have multiple business agreements unnecessarily e.g. for different geographical areas within a country, and for different countries, etc.
Leveraging a telecommunications operator's existing roaming agreements provides a faster deployment for MCPTT roaming. However, this will likely require IMS roaming (also known as "VoLTE Roaming") since many telecommunications operators will not allow roaming for real-time services with dedicated QoS (i.e. something other than "best effort") at the EPC layer.
This therefore means that MCPTT Application Service Providers need only have a single business agreement for interoperability at the IMS layer and that IMS roaming is also supported by the architecture.

Conclusion

It is proposed to add text for the above points as assumptions in section 4.1 of TR 23.779. In accepting these assumptions, the authors of this proposal believe that SA6 then has a good basis to work together on a common architecture.
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Assumptions and Architectural Requirements
4.1
Assumptions
1)
The reference point between the MCPTT UE and the network for establishing MCPTT sessions conforms to the protocol on the 3GPP Gm reference point when connected to a 3GPP IMS (with necessary enhancements to support MCPTT requirements);
Editor's Note: It is FFS whether the above can be used for a non-IMS SIP Core.

Editor's Note:
The reference point between the MCPTT UE and the network for establishing configuration of Groups and User provided configuration is FFS.
2)
Any other reference point that is exposed for MCPTT for interoperability with another IMS or other IMS entities in other systems supports the protocols defined for that reference point in the 3GPP architecture.

3)
The SIP Registrar is a SIP Core function 

NOTE 1:
Deployments can locate the SIP Registrar function physically within the domain of the MCPTT Application service provider.

4)
The SIP Registrar has collocated with it a SIP routing function.

5)
MCPTT roaming shall be possible with roaming agreements with one or more commercial operators and/or one or more MCPTT service providers.
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