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Abstract: This document addresses the Editor’s Note in section 5.2.1.2. It proposes to add an information flow for solution 2-1. This information flow describes registration and user authentication with the MCPTT Service.
5.2.1.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.

5.2.1.2.1
Registration and User Authentication information flow for the MCPTT Service
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Figure 1: Registration and User Authentication
1.
The MCPTT UE performs user authentication with PS Application Identity Management function over a secure TLS connection; user provides credentials (e.g., biometrics, userID/password, etc).
2.
The MCPTT UE requests and receives an Access Token from PS App Identity Management.
3.
After the UE has obtained IP connectivity, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address, Instance Identifier, GRUU Support Indication).
4.
Upon receipt of the registration information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
5.
The I‑CSCF shall determine the S-CSCF name and address and send the registration information to that S-CSCF.
6.
The S-CSCF sends an authentication challenge 401 Unauthorized response to the MCPTT UE.
8. An IPSec tunnel is established between the MCPTT UE and the P-CSCF.
9. The MCPTT UE sends registration information in answer to the authentication challenge.
10. The S-CSCF sends a 200 OK indicating successful registration and authentication.
11.
Based on the filter criteria, the S‑CSCF performs third-party registration with the MCPTT server.
12.
The MCPTT server subscribes to the MCPTT UE’s registration information.
13. The MCPTT server subscribes to the MCPTT UE’s Access Token.

14. The MCPTT UE sends a Notify to the MCPTT server containing the Access Token.

15. The MCPTT server receives the Notify and replies with a 200 OK, indicating that the Access Token has been accepted and the MCPTT user has been authenticated.
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