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Abstract: This contribution discusses the MCPTT SIP/IP Core architecture and SIP Core functions, which the selection of MCPTT SIP/IP core architecture would be based on.
1. Introduction

MCPTT Application architecture can be separated as MCPTT application server and SIP/IP core. There are two kinds of architecture available ( IMS and Non-IMS based) discussed in SA6#1 meeting. And both have real business requirement, e.g. private network and commercial network requirements.  The selection of standard IMS or Non-IMS (maybe better called harmonized IMS) architecture should be based on the SIP/IP core functions and meet both the private network and commercial network requirements. 
2. Discussion

As per the general architecture requirement in section 4.1 of TR 23.779, the MCPTT architecture should enable an Application Signalling and Media Plane split for the provision of the MCPTT service.  A suitable architecture for MCPTT signalling plane is that MCPTT Application is separated to MCPTT AS and MCPTT SIP/IP core. MCPTT AS is in charge of signalling decision and processing, for example PTT control, Qos policy and etc, which is agreed in SA6#1 meeting. The MCPTT SIP/IP core may be separated into MCPTT SIP core and MCPTT HTTP proxy. MCPTT SIP core mainly performs the relay functionalities necessary for supporting the SIP protocol used between MCPTT AS and Client. The SIP core could be standard IMS, or simplified IMS core to meet rigorous performance requirements defined in TS 22.179 and easy-deployment requirement from private networks. 
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To meet the architectural requirements in section 4.1 of TR 23.779 and TS 22.179, MCPTT SIP core would have following basic functionalities and capabilities, which are mainly SIP relay functions.
· SIP proxy

The local inbound/outbound proxy functional entity which acts as both an entry point and exit point for all SIP requests from/to UE.
· SIP routing

SIP routing includes two parts: the request routing from client to server and the response routing from server to client.

· Interworking with other system, such as MCPTT application system, IMS, PSTN system, etc..

And MCPTT SIP Core may have following optional or enhanced functionalities and capabilities.
· User/UE SIP registar and Authentication
As SIP registar, SIP Core should keep relation between user location(such as the IP address of MCPTT client) and user identity. In addition, it should maintains the registration state of MCPTT user.
And there may be an interface between SIP/IP Core and HSS Like entity. Through this interface, SIP Core may be able to download MCPTT user authentication parameters which will be used in authorization of MCPTT user. 

· Security mechanism

SIP Core is based on IP protocol, however IP network is weak and easy to be attacked. In order to ensure the SIP signalling security of MCPTT network, it is necessary to provide security mechanism.
· User privacy protection
MCPTT user may require that its identity could only be known in trust domain and should not to be discovered outside. While MCPTT user identity may be passed outside the trust domain which results in obvious privacy problems. So SIP Core may need to provide privacy protection. 
· QoS relay
As MCPTT AS performs the arbitration of QoS policy,  then it may be one choice that SIP Core provides QoS relay function in order to forward the resource management result to PCRF. In this case, SIP Core may need to translate SIP protocol into AAA protocol.

The following table lists the difference between the IMS functions and MCPTT SIP/IP core function. It is obvious that MCPTT SIP/IP core only need a part of IMS functions. The outside interfaces of MCPTT SIP/IP should be defined on basis of these simplified IMS functions and would be less than outside IMS interfaces.
	IMS Functions
	SIP/IP Core Functions

	SIP Proxy
	Basic

	SIP Registar
	Optional

	SIP routing
	Basic

	Service QoS Control(PCF)
	Optional

	User privacy protection
	Optional

	Security Mechanisms
	Optional

	Media Resource Management
	excluded

	IWF if appropriate
	basic

	SIP Compress/Decompress
	excluded

	Session Control
	excluded

	Emergency Session Detection and Processing
	excluded

	Charging
	excluded

	Network Configuration Hiding
	excluded


3. Conclusion 
 A suitable architecture for MCPTT signalling plane is that MCPTT Application is separated to MCPTT AS and MCPTT SIP/IP core.

******************************Begin of the P-CR********************************

4.2.1
General Architectural Requirements

General MCPTT architectural requirements include:

a)
To develop economies of scale, it will be useful if network operators can reuse the MCPTT architecture for non-public safety customers that require similar functionality. These operators may want to integrate many components of the MCPTT solution with their existing network architecture.

Hence a functional decomposition of MCPTT into a small number of distinct logical functions is required.

b)
The architecture should enable an Application Signalling and Media Plane split for the provision of the MCPTT service. A suitable architecture for MCPTT signalling plane is that MCPTT Application is separated to MCPTT AS and MCPTT SIP/IP core.
c)
To enable parts of the MCPTT solution to be reused for other applications, the architecture should enable the Group Management functions (e.g. admission control; linking of groups; etc) to be implemented on a separate node from the main PTT functions (e.g. ‘call’ setup/termination; allocation of TMGI to UE; floor control; etc).

d)
There is a need to promptly form (and release) groups of users than span multiple Public Safety Network Administrations. To enable this, the architecture should provide the relevant Public Safety Network – Public Safety Network interfaces.
*************************End of the P-CR******************
******************************Begin of the next P-CR********************************

5.2.4
Solution 2-4: Generic High Level Architecture for all possible implementations of SIP core
5.2.4.1
High Level Architecture Description
Editor’s note:  This clause will descript  the high level architecture and interfaces.

5.2.4.1.1
SIP core capabilities and functionalities 
Editor’s note:  This clause will write the necessary capabilities and functionalities

To meet the architectural requirements in section 4.1 of TR 23.779 and TS 22.179, MCPTT SIP core would have following basic functionalities and capabilities, which are mainly SIP relay functions.
· SIP proxy

The local inbound/outbound proxy functional entity which acts as both an entry point and exit point for all SIP requests from/to UE.
· SIP routing

SIP routing includes two parts: the request routing from client to server and the response routing from server to client.

· Interworking with other system, such as MCPTT application system, IMS, PSTN system, etc..

And MCPTT SIP Core may have following optional or enhanced functionalities and capabilities.
· User/UE SIP registar and Authentication
As SIP registar, SIP Core should keep relation between user location(such as the IP address of MCPTT client) and user identity. In addition, it should maintains the registration state of MCPTT user.
And there may be an interface between SIP/IP Core and HSS Like entity. Through this interface, SIP Core may be able to download MCPTT user authentication parameters which will be used in authorization of MCPTT user. 

· Security mechanism

SIP Core is based on IP protocol, however IP network is weak and easy to be attacked. In order to ensure the SIP signalling security of MCPTT network, it is necessary to provide security mechanism.
· User privacy protection
MCPTT user may require that its identity could only be known in trust domain and should not to be discovered outside. While MCPTT user identity may be passed outside the trust domain which results in obvious privacy problems. So SIP Core may need to provide privacy protection. 
· QoS relay
As MCPTT AS performs the arbitration of QoS policy,  then it may be one choice that SIP Core provides QoS relay function in order to forward the resource management result to PCRF. In this case, SIP Core may need to translate SIP protocol into AAA protocol.

Note: The implementation of above functionalities can be carrier IMS, NGCN way, it can also be implemented by single SIP core entity or software module of MCPTT AS. However, it is out of scope of SA6.

5.2.4.1.2
MCPTT AS architecture (except SIP core part) 
Editor’s note:  This clause will describe the MCPTT AS layer architecture (function entities, functionalities of each entity, reference points between two of function entities).

5.2.4.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.

5.2.4.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.

5.2.4.4
Solution Evaluation

Editor’s note:
The fulfilment of requirements in clause 4.2 will be evaluated.
******************************Begin of the next P-CR********************************

