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Abstract: This document addresses the Editor’s Note in section 5.2.3.2. It proposes to add an information flow for solution 2-3. This information flow describes registration and user authentication with the MCPTT Service.
5.2.3.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.

5.2.3.2.1
Registration and User Authentication information flow for the MCPTT Service
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Figure 1: Registration and User Authentication
1.
The MCPTT UE performs user authentication with USC Identity Management function over a secure TLS connection; user provides credentials (e.g., biometrics, userID/password, etc).
2.
The MCPTT UE requests and receives an Access Token from USC Identity Management.
3.  The MCPTT UE establishes a TLS session with the SIP Core (e.g., using both client and server certificates).
4.
The MCPTT UE sends the Register information flow to the SIP Core (Public User Identity, MCPTT UE Contact  address).
5. The SIP Core sends a 200 OK indicating successful registration and authentication.
6.
Based on configuration data (e.g., MCPTT-specific feature tags), the SIP Core performs third-party registration with the MCPTT server.
7.  The MCPTT server subscribes to the MCPTT UE’s registration information.
8.  The MCPTT server subscribes to the MCPTT UE’s Access Token.

9.  The MCPTT UE sends a Notify to the MCPTT server containing the Access Token.

10. The MCPTT server receives the Notify and replies with a 200 OK, indicating that the Access Token has been accepted and the MCPTT user has been authenticated.
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