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Abstract: This document outlines the advantages of using IMS for routing of SIP Signaling for MCPTT and addresses some of the issues raised.

1. Introduction
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Discussion
3GPP IMS Architecture
The 3GPP IMS Architecture is a functional architectural model for a standardised SIP network that meets the requirements for carrier grade SIP based services and is being widely deployed for both next generation fixed networks (PSTN replacement and Cable Telephony) and also for next generation mobile networks  (Voice over LTE (VoLTE) and Rich Communication Suite (RCS)). 
The IMS Core Network is a functional architectural model and does not have to be implemented as a large costly network of multiple hardware platforms, such as those implementations that are designed to support millions of users (as deployed by major Telecommunications Carriers). The minimum functionality that needs to be supported is:
a) the reference point between the MCPTT UE and the IMS core network conforms to the protocol on the 3GPP Gm reference point (which may need enhancing in release 13 to support MCPTT);  and
b)  that any other reference point that is exposed for interoperability with other IMS core networks or other entities in other systems supports the protocols defined for that reference point in the 3GPP architecture. 
Other than that what is actually implemented within the IMS core network is implementation and whether the IMS core network is a separate physical network operated independently of the MCPTT application (e.g operated by a Telecommunications Carrier) or is part of the MCPTT application is a deployment and implementation decision.
This architecture descried in Solution 6 in TR 23.779 that is based on the NGCN architecture (New Generation Corporate Network) that was originally designed to support IMS access to corporate networks where the MCPTT Application can be considered as a NGCN. The proponents of this architecture claim that this is a non-IMS solution. However our analysis is that this is just a deployment option of the IMS based solution. If Gm is supported and the reference points exposed are Mw and IMS NNI. In effect the CN GW performs the role of the P-CSCF and in other cases the role of an IBCF. The IMS functionality may be within the MCPTT application domain but as far as all outside entities are concerned it is IMS.
Advantages of IMS for MCPTT
1. OMA PCPS (which is the only existing PTT over IP standard),  while allowing the possibility that other SIP/IP cores might be used was developed with IMS in mind as the intended deployment core network and utilises most of the capabilities that IMS provides.
The following functionalities and capabilities are expected to be needed for MCPTT and are already provided by IMS:
	-	Registration of the MCPTT UE in the IMS;
	-	Authentication of the MCPTT user in the IMS;
	-	Identity assertion and securing of trust domains;
	-	SIP session control;
	-	QoS support using the PCC framework;
	-	Priority Services (for prioritisation of Public Safety signalling);
	-	Overload Control;
	-	Restoration of IMS core network nodes;
There is little point starting all over again developing another core network from scratch that will need most if not all the capabilities provided by IMS.
2. Other services that will be needed for Public Safety like Multimedia Telephony, text and multimedia Messaging and Presence are already standardised and deployed using IMS. Using IMS ensures that these services can be easily utilised for Public Safety applications. 
3. IMS is scalable. 
It has been claimed by some that IMS is too complex and too costly to implement for Public Safety (especially for smaller agencies). However, the IMS core network can just be software running on a single platform and potentially collocated on the same platform as other functionalities (such as the MCPTT Application Server). Open Source Code for an IMS Core (which is basically free already exists and is in widespread use. 
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Open Source IMS Core
The Open IMS Core is an Open Source implementation of IMS Call Session Control Functions (CSCFs) and a lightweight Home Subscriber Server (HSS), which together form the core elements of all IMS/NGN architectures as specified today within 3GPP, 3GPP2, ETSI TISPAN and the PacketCable intiative. The four components are all based upon Open Source software(e.g. the SIP Express Router (SER) or MySQL).(source [3])
Open Source IMS Core Prerequisites
Hardware requirements
A current Linux desktop class machine should be enough
If you want to get ultimate performance:
Add several Gigabytes of RAM
Have as many CPUs/Cores 
Gigabit Ethernet would help
Network access
A current Linux desktop class machine should be enough
Inter-domain NAT is not something we are interested in, so a public IP address would be great
Controllable DNS server if you don't want to have one on your Linux box
Software requirements
~100 MBytes of disk space to be on the safe side
GCC3/4, make, JDK1.5, ant
MySQL installed and started (or other DBMS if you can deal with it)
bison, flex
libxml2 (> 2.6), libmysql - both with development
Linux kernel 2.6 and ipsec-tools (setkey) if you want to use IPSec security
curl and libcurl4-gnutls-dev for the LoST interface of the E-CSCF 
Optional: openssl if you would like to enable the TLS security
bind installed and running (or other name server if you can deal with it)
Browser on the box or that can connect to the box (for user provisioning)
Note: we consider that you have all this installed, configured and running.
Note: we assume for now that you want to install the whole thing on just 1 box. 

This isn’t to suggest that Public Safety Agencies deploy Open Source Software or that a basic Linux desktop class machine is sufficient to meet Public Safety performance and reliability requirements, (Open Source IMS Core is intended primarily for development & testing). But this disproves the fallacy that IMS necessarily means high complexity and high cost. 
IMS is therefore scalable from very small setups  (potentially just implemented as software on a basic computing platform ) handling a small number of users to large scale carrier networks supporting millions of users.
4. IMS enables MCPTT users to utilize the carrier deployed IMS networks for greater coverage and for national and international response situations. The use of the standardized IMS interfaces means that MCPTT terminals will operate regardless of whether they operating on a “private” MCPTT network or on a carrier IMS network. The use of the carrier’s IMS roaming agreements will ensure virtually worldwide roaming wherever there is commercial LTE coverage. It has been claimed that MCPTT can be fulfilled by direct interface of the MCPTT application to EPC and that proprietary MCPTT clients on terminals operating over EPC fulfil the requirements. However it is unlikely that all (or even most) commercial carriers will allow MCPTT application direct access to EPC whilst also fulfilling the QoS and Prioritisation requirements of MCPTT. Carriers need IMS to ensure that charging, resource and traffic management are handled appropriately. IMS provides the means for carriers to do this and thus provide global support for MCPTT over LTE. Proprietary MCPTT application clients over EPC will not fulfil the needs of responders to regional or international incidents such as natural disasters like earthquakes where responders from  other regions are expected to be able to operate on other networks within hours of an incident occurring. 

5. IMS supports a multitude of IP connectivity Access Networks (IP-CANs) – such as WLAN, UTRAN, Fixed networks as well as LTE. While the scope of MCPTT work item  in release 13 is just MCPTT over LTE using IMS means that MCPTT functionality (other than that which depends on enhancements provided by LTE) should also work over other access networks.

6. IMS will be available on just about every commercial mobile handset. There is wide availability of stacks, development environments and test tools. Carriers also are likely to deploy IMS based MCPTT for commercial customers. Using commercial IMS devices will deliver the economies of scale desired by MCPTT operators.

1. Proposal
It is proposed that it is agreed that:
a) the reference point between the MCPTT UE and the network conforms to the protocol on the 3GPP Gm reference point (which may need enhancing in release 13 to support MCPTT);  and
b)  that any other reference point that is exposed for MCPTT  interoperability with other IMS core networks or other IMS entities in other systems supports the protocols defined for that reference point in the 3GPP architecture. 
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