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Abstract: This contribution is to discuss how to enhance the NGCN to meet the MCPTT application.
1. Introduction
The NGCN based architecture is adopted as one alternative MCPTT solution. However, the internal details of MCPPT application have not been represented and are FFS in the current TR.
This contribution is to discuss some issues which needed to be considered further when considering the internal detail of MCPTT application and propose an enhanced solution.
2. Discussion
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Figure 1 NGCN-based architecture for MCPTT applications
In the existed NGCN specification, there are only 3 entities in application layers (as in Figure 1): CN core, south bound CN-GW, and CN GWs (Corporate Network GateWays) between the core networks. According to the specification, the southbound CN-GW contains SIP proxies with bearer management capabilities (similar to P-CSCF) together with an HTTP proxy. Other SIP functions like SIP registration and user authentication is performed by CN core. Since MCPTT AS is proposed to work as CN core, it is implied that SIP registration, user authentication are implemented by MCPTT AS. 
However, if considering the internal details of MCPPT application (and further the whole public safety ecosystem), the following issues needs to be discussed:
Issue 1): How to share the user registration & user authentication function among different MCPTT function entities?
MCPTT AS contains multiple function entities for group management, PTT management and media processing and may also contain Presence function entities. 
If Presence function is considered as one MCPTT AS function, both function for PTT management and Presence use SIP to interact with UEs. In addition, GMF (interface between group management and user) may also SIP based. All these the function entities need to know the register statues of the user. 
So how to share the user registration & user authentication function among different MCPTT function entities is an issue needed to be considered.

One possible way is that function for PTT management performs the user authentication and the user registration. Other function entities get the information from PTT management function. 
A more natural way is that CN-GW performs this user registration function and all MCPTT function entities connect to CN-GW.

Issue 2): Could the user authentication function for MCPTT AS be reused by other applications?

In addition to MCPTT AS, the public safety ecosystem also contains other application like video Service. These application may also need to perform user authentication before provide service to user. Could the user authentication function for MCPTT AS be reused by other applications?
If both 1) and 2) is considered, it seems more appropriate to put a user authentication function in CN-GW, both the MCPTT function entities and other applications connect to user through CN-GW and share this user authentication function (As figure 2).

[image: image2]
Figure 2   SIP registration &User authentication implemented in CN-GW
Issue 3) Inter-working with legacy system P25/Tetra

To meet this requirement, the inter-system interworking function is needed. This function can be implemented in access gateway, or as a separate entity. It is proposed to add a logic function and it is FFS if this function is merged to other function entity. 
3. Discussion

According to section 2, the following proposal is suggested:

1)
Enhanced the south bound CN-GW to cover the possible to implement user authentication and SIP registration function in the south bound CN-GW. To differentiate it with legacy south bound CN-GW, it can be renamed as Access Gateway.

 Notes: In addition to all the function of GN-GW, the access gateway also contains the user authentication and SIP registration function.
2)
Add the new logic inter-system gateway function

3)
Rename the CN GWs (Corporate Network Gateways) between the core networks to inter-PS gateway to clearly differentiate it with other CN gateway. 

Accordingly, it proposes SA6 agree the following CR:
**************************Begin of the CR**************************
5.X Solution X: NGCN-enhanced based architecture
5.X.1
Functional Description
This solution focuses on the situation where the UE is in contact with the network. It is intended to be complementary to ProSe solutions that describe the out of coverage cases, and, the UE-to-network-relay cases.

 The basic idea of this solution is similar with NGCN, but it differentiates with solution in 5.6 NGCN based solution: 

1)
In addition to the function of legacy southbound CN-gateway, it proposes to keep the possibility that Access gateway (enhanced Southbound CN-gateway) implement user authentication and SIP registration function. 

2)
Add the new logic inter-system gateway function.

3)
Rename the CN GWs (Corporate Network GateWays) between the core networks to inter-PS gateway to clearly differentiate it with other CN gateway. Do not show how two Corporate Networks connect to each other in the architecture.  

4)
The roaming issue will be defined in the roaming part separately.
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Figure 5.x.1  Functions of NGCN-enhanced based architecture
Note: The interfaces between the function elements within public safety domain are not shown.
Editor note: The issue that which interface within public safety domain need to be defined is FFS.
In Functions of NGCN-enhanced based architecture as shown in Figure 5.x.1 , the MCPTT Server supports the control functions for mission critical PTT service, including call control, floor control, Policy &QoS control. 

The Media Resource Function may be merged into MCPTT server to meet certain deployment requirements.
The Inter-PS Gateway supports inter-working and roaming between two different MCPTT management domains. It contain SIP proxies with border control functions similar to ICBF, but with additional security functions. Additionally, HTTP based signalling is to be considered (for example, xcap) and the Inter-PS Gateway shall also contain an HTTP proxy function.
The Inter-System Gateway supports inter-working between MCPTT application domain and other non-MCPTT systems (e.g. P25, Tetra, etc.).

Access gateway is the first MCPTT access point for Non-roaming user. It contain the function of southbound CNGW which specified in NGCN (contain SIP proxies with bearer management capabilities (similar to P-CSCF) together with an HTTP proxy). In additional, it may also support the User authentication and SIP registration function and also HTTP/SIP signalling security protection (encrypted and integrity protection).   

Group Management contains information of group-based MCPTT services (e.g. the relationship between users and groups). 
The User Data Function contains the user-specific data used for MCPTT services. The User Data Function support HSS like function in MCPTT management domain. It is possible that the User Data Function and Group Management Function are implemented in one entity or in two different entities.
Editor’s note:
General description, assumptions, and principles of the solution.
  5.X.2
procedure 
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Figure 5.x.2.1  User Registration Signalling flow
The Signalling flow is largely self-explanatory and needs no step-by-step description. The following assumptions apply:

Access Gateway perform User authentication for user registration.

MCPTT server gets the user register information from access gateway.   
5.X.3
Impact on Existing Entities and Interfaces
Editor's note:
Impacts on existing nodes or functionality will be added.

5.X.4
Solution Evaluation

Editor’s note:
The fulfilment of requirements in clause 4.2 will be evaluated.
**************************End of the CR**************************
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