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Abstract: This document proposes a converged architecture for Mission Critical PTT over LTE based upon the architectures developed in 3GPP MCPTT TR 23.779, OMA PCPS, and ETSI TCCE.

1. Introduction
[bookmark: _Toc300913960][bookmark: _Toc338076264][bookmark: _Toc338076402][bookmark: _Toc338076465][bookmark: _Toc338076767][bookmark: _Toc338079703][bookmark: _Toc338144175][bookmark: _Toc338144385][bookmark: _Toc339280931][bookmark: _Toc339281003][bookmark: _Toc339284909]This contribution builds upon the architectures from 3GPP MCPTT, OMA PCPS, and ETSI TCCE for Mission Critical PTT over LTE networks and proposes a common architecture as a starting point for the specification of the architecture for Mission Critical PTT over LTE networks.
Harmonised Architecture
We propose to start with the Functional Architecture from Solution 2 in 3GPP TR 23.779 which is already supported by a significant group of companies active on MCPTT within 3GPP (Telecom Italia, Nokia Networks, Alcatel-Lucent, Qualcomm Incorporated, Deutsche Telekom, BlackBerry UK Ltd and Vodafone (who drafted the original proposal)) and also is architecturally close to the OMA PCPS 1.0 model. Then within the Public Safety Application map onto that the OMA PCPS 1.0 Functional Architectural entities and the OMA ETSI TCCE workshop output Functional Architectural entities. 
This proposal will allow flexibility for the location of the SIP (IMS) core. The SIP (IMS) core may reside entirely outside the Public Safety Application domain (i.e. in the Carrier domain) or entirely within the Public Safety Domain or parts of it may be split between the Public Safety Application domain (e.g. PS-UDF and S-CSCF) and the Carrier domain. 
The S-CSCF in Figure 1 is shown straddling the IMS Core and the Public Safety Application. This is because using the PS-UDF the S-CSCF can either be assigned in the IMS Core or in the Public Safety Application.
The location of Resource Management and Rx is for further study. It is currently shown as part of the P-CSCF where it is currently in the IMS Architecture. It is FFS whether it is possible to support Resource Management and Rx at the Public Safety Application. This would need discussion with PCC experts in 3GPP SA2. RM* is also shown which is used for multicast resource reservation.

Figure 1 Harmonised Architecture for MCPTT
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BLUE OMA PCPS Terminology
RM = Resource Management
RM* = Resource Management for Multicast
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Overview of proposed harmonised reference points
GMF-1:	Is the reference point between UE and Group Management Function. It handles the UE’s requests to join and leave groups
GMF-2:	Is a reference point that allows an arbitrary application server to communicate with the Group Management Function to check the group related permissions of a UE.
GMF-3:	Is the reference point between two Group Management Functions that e.g. are in different administrations. It can be used when a user-group involves users from multiple administrations.
GMF-4:	Is the reference point between the Group Management Function and the IMS/SIP Core. Notifications of changes to Group Management data are provided using this reference point. This is an ISC reference point as defined in TS 23.218 [5]. The ISC reference point uses SIP. 
GMF-5:	Is the reference point between the Group Management Function and the PS-UDF. It can be used to deliver keys and user profile data to the Group Management Function.
GC1-U:	Is the reference point for the media plane (e.g. encrypted speech packets) between the UE and the Media Resource Function.
MCP-1:	Is a reference point between UE and Mission Critical Push To Talk Server. It is use for [SIP based] signalling that establishes and releases group calls, distributes TMGIs, and negotiates codecs. This is an ISC reference point as defined in TS 23.218 [5]. The ISC reference point uses SIP. 
MCP-2:	Is a control plane reference point between UE and Media Resource Function: it is used e.g. for floor control requests/grants/refusals. The details of the interactions of MCP-2 with Cr/Mr’ are FFS.
MCP-3:	Is the reference point between two Mission Critical Push To Talk Servers that e.g. are in different administration domains. It can be used when an MCPTT session involves users from multiple administration domains. MCP-3 uses IMS for routeing of SIP messages.
MCP-4:	Is another reference point between UE and Mission Critical Push To Talk Server: it is used e.g. for reporting the cell ID when the UE moves into a new cell; requests to switch between unicast and eMBMS reception, etc. It is FFS whether this reference point is needed, or, this information can be provided by other means, e.g. via MCP-1 or MCP-2.
MCP-5:	Is another reference point between Mission Critical Push To Talk Server and the PS-UDF: it is used for providing user identity information, and for supporting end to end media encryption. It is FFS whether this reference point will be needed.
Cr/Mr’:	These reference points are between MCPTT Application Server and MRFC as defined in TS 23.218 [5]. The Cr reference point allows interaction between an Application Server and an MRFC. Mr' interface allows an Application Server and an MRFC to exchange session control messages without passing through an S-CSCF. As an overview, they are used to configure the bridge/conference; allocate transcoders (if any); and e.g. provide policies for floor control.



Reference Points Mapping

	3GPP Reference Point
	Workshop architecture
interface
	OMA PCPS
Reference
Point
	ETSI TCCE Interface
	3GPP/PCPS/TCCE
Usage
	Protocol/Comments

	MCP-1/Gm
	AS2
	POC-1
	A1 
	PoC Client to SIP/IP Core Session signalling
	SIP

	MCP-1/ISC
	AP2/AS8
	POC-2
	No mapping 
	SIP/IP Core to PoC Server Session signalling
	SIP

	MCP-2
	AS3-1, AS4-1
	POC-3
	A2
	Media, Talk Burst Control and Media Burst Control between PoC Server and PoC Client using a unicast bearer.
	RTP
RTCP
MSRP
RTSP
FLUTE
The Continuous Media transport utilizes RTP protocol.  Talk Burst Control Protocol and Media Burst Control Protocol utilize RTCP APP message protocol. The Discrete Media transport utilizes the MSRP protocol for delivery over a unicast bearer or the FLUTE protocol for delivery over a multicast bearer. The Media Streaming Control utilizes RTSP protocol. HTTP is used for file repair of Discrete Media deliverred over the multicast bearer.

	MCP-3/Mw
	No Mapping
	IP-1
	8/8b
	Is the reference point between two Mission Critical Push To Talk Servers that e.g. are in different administrative domains. It can be used when an MCPTT session involves users from multiple administrations. MCP-3 uses the IMS/SIP core for message routeing
	

	MCP-4
	No Mapping
	n/a
	n/a
	Is another reference point between UE and Mission Critical Push To Talk Server: it is used e.g. for reporting the new cell ID; requests to switch between unicast and eMBMS reception, etc. It is FFS whether this reference point will be needed, or, this information can be carried by MCP-1 or MCP-2.
	

	MCP-5/Sh
	AP1/AP9
	n/a
	n/a
	Is another reference point between Mission Critical Push To Talk Server and the PS-UDF: It is used for providing user identity information, and for supporting end to end media encryption. It is FFS whether this reference point will be needed
	DIAMETER based

	unlabelled
	No mapping
	POC-4
	8/8b
	Media, Talk Burst Control and Media Burst Control between networks
	RTP
RTCP
MSRP
RTSP
The Continuous Media transport utilizes RTP protocol.  Talk Burst Control Protocol and Media Burst Control Protocol utilize RTCP APP message protocol. The Discrete Media transport utilizes the MSRP protocol The Media Streaming Control utilizes RTSP protocol.

	unlabelled
	n/a
	POC-16
	A5
	Signalling to start the multicast/broadcast service in the access network
	This is between the BM-SC and the EPC  (MBMS GW). The BM-SC is now broken out from the PoC Server.


	Not shown
	n/a
	POC-17
	n/a
	Signalling to connect to the multicast/broadcast service in the access network
	

	Gm
	No mapping
	XDM-1
	n/a
	XDMC to SIP/IP Core
	

	ISC
	No mapping
	XDM-2
	n/a
	Group XDMS to SIP/IP Core, List XDMS to SIP/IP Core and Policy XDMS to SIP/IP Core
	

	GMF-1/Ut
	AS5
	XDM-3
	n/a
	XDMC to Aggregation Proxy/ XDMS 
	

	GMF-2
	AP6
	XDM-14
	n/a
	PoC Server to XDMSs (i.e., List XDMS, Group XDMS and Policy XDMS)
	XCAP

	GMF-3
	No mapping
	N/A
	8/8b
	Is the reference point between two Group Management Functions that e.g. are in different administrative domains. It can be used when a user-group involves users from multiple administrations.
	

	GMF-4
	No mapping
	XDM-2
	n/a
	The reference point between the Group Management Function and the IMS Core
	

	GMF-5
	No mapping
	n/a
	n/a
	The reference point between the MCPTT Group Management Server and the PS-UDF. The GMF-5 reference point provides the MCPTT Group Management server with the capability to retrieve keys and user specific data.
	OMA PCPS does not utilize the HSS or PS-UDF. The XDMS has the subscriber based data for PCPS.

	Mw (not labelled)
	No mapping
	IP-1
	IP-1 goes over 9
	Session signalling between networks
	SIP

	MB2-C
	AS-6
	n/a
	A3 reference point
	The Signalling reference point between the MCPTT Application Server and the BM-SC.
	PCPS architecture assumes that the BM-SC is integrated with the PoC Server

	MB2-U
	AS3-2, AS4-2
	n/a
	n/a
	The media reference point between the MCPTT Application Server and the BM-SC.
	PCPS architecture assumes that the BM-SC is integrated with the PoC Server

	Cr
	AP3/AP4
	n/a
	n/a
	The reference point between MCPTT Application Server and MRF. The Cr reference point allows interaction between an Application Server and an MRF.
	PCPS architecture assumes that the MRF is integrated with the PoC Server

	Mr’
	No mapping
	n/a
	n/a
	The reference point between MCPTT Application Server and MRF. Mr' interface allows an Application Server and an MRF to exchange session control messages without passing through an S-CSCF.
	PCPS architecture assumes that the MRF is integrated with the PoC Server

	Rx
	AS7
	n/a
	A4 reference point
	The reference point between the P-CSCF and the PCRF. The Rx reference point enables transport of application level session information from the P-CSCF to the PCRF.
	PCPS architecture doesn’t cover interfaces between the SIP/IP core and the access network.
Consideration of an additional direct Rx interface between the PCRF and the PTT Application would need to be studied.

	Cx
	AP7
	n/a
	n/a
	The reference point between the PS-UDF/HSS and the S-CSCF which is used for supplying the service profile information (including user idnetities)
	DIAMETER based

	Not Shown
	AP5
	n/a
	n/a
	Supports control for resource management for PTT services
	PCPS architecture uses IMS mechanisms for resource management for SIP negotiated bearers

	n/a
	AP8
	n/a
	n/a
	Interface for SIP registration function to the SIP Routing Function
	In 3GPP the S-CSCF contains both the registrar and the routing function

	Not Shown
	AS1
	n/a
	n/a
	Support user Identity function interface to the client for log on purposes (e.g. for single sign on) 
	SA3 should look at this. 

	Not Shown
	AS9
	n/a
	n/a
	Supports Key Distribution to Client for end to end encryption
	SA3 should look at this. AS9 may not be required if SIP or another transport interface can be used


[bookmark: _Ref181350882][bookmark: _Ref181350141][bookmark: _Toc395288001][bookmark: _Ref181350940]Table 1: Reference Points Mappings

Proposal
It is proposed that the following changes be included in TR 23.779.

[bookmark: _Toc405100657]5.2	Solution 2: IMS based Architecture for User-Group-BasedMCPTT Applications
[bookmark: _Toc405100658]5.2.1	Functional Description
5.2.1.1	Overall Architecture
This solution focuses on the situation where the UE is in contact with the network. It is intended to be complementary to ProSe solutions that describe the out of coverage cases, and, the UE-to-network-relay cases.
Based on the architectural requirements in clause 4.2 and the existing 3GPP roaming architecture an IMS based architecture is shown in Figure 5.2.1-1, below. While Figure 5.2.1-1 only shows a MCPTT Application Server, it can be imagined that other application servers also utilise the services of the Group Management Function; the Media Resource Function; the IMS core; and the SGi connection to the UE.
For artistic simplicity the interfaces between the BMSC and VPLMN are not shown.



Figure 14 Harmonised Architecture for MCPTT
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Figure 5.2.1.1-1: IMS based Architecture for User-Group-Based applications
The above architecture is meant as an example architecture and many variants of it can also exist, for example:
-	The IMS may be operated by the Public Safety Administration in order to ensure that security related information is retained within their (secure) environment. Within such an IMS, the P-CSCF and S-CSCF might be implemented in a single entity.
-	The PDN GW might be in the Home Network, or, a "local breakout" PDN GW could be used in the VPLMN. Different mechanisms for discovering the address of the P-CSCF exist and hence when using a "local breakout" PDN GW, the P-CSCF could still be located back in a Public Safety Administration’s secure environment. However, the P-CSCF provides an Rx interface to the PCRF; the PCRF uses the Gx interface to request Dedicated Bearer resources from the PDN GW; and currently inter-operator S9 interfaces are not widely deployed.
-	The HSS might be in a "traditional HPLMN" that also provides a Radio Access Network, or, the HSS could be replaced by the Public Safety – User Data Function (PS-UDF) operated by the Public Safety Administration which functions as a type of "Mobile Virtual Network Operator" and provides the functions of the HSS required by the IMS and the Public Safety Application. In the latter case, new roaming agreements with "traditional VPLMNs" could be required. 
NOTE:	Figure 5.2.1-1 depicts an alternative scenario where EPC level security uses the "traditional HSS" and the Public Safety Administration uses a PS-UDF.
-	Both the MCPTT Application Server and Group Management Function are anticipated to have interfaces (with Sh type capabilities) to databases.
-	In addition to running its own applications, the "Public Safety Administration" may own/operate the IMS and/or the "HPLMN EPC" and/or the VPLMN/Radio Access Network.
-	(Amongst many other scenarios) the UE could be using a VPLMN in the geographic region of "Public Safety B"; or, the UE be using an arbitrary IP-CAN and be located anywhere in the world and merely need to communicate with a user associated with "Public Safety B".
-	In some implementations, the Media Resource Function could be further subdivided into "MRFP" and "MRFC". The Media Resource Function and MCPTT Application Server might be implemented in a single entity.
-	ISC interfaces from the S-CSCF may run to any application server, e.g. to the Group Management Function.
The following functionalities and capabilities are expected to be needed for MCPTT and are already provided by IMS:
	-	Registration of the MCPTT UE in the IMS;
	-	Authentication of the MCPTT user in the IMS;
	-	Identity assertion and securing of trust domains;
	-	SIP session control;
	-	QoS support using the PCC framework;
	-	Priority Services (for prioritisation of Public Safety signalling);
	-	Overload Control;
	-	Restoration of IMS core network nodes;
	-	Access to data stored in the Public Safety User Data Function (PS-UDF).
Key principles for use of IMS are:
a) the reference point between the MCPTT UE and the network conforms to the protocol on the 3GPP Gm reference point (which may need enhancing in release 13 to support MCPTT);  and
b)  that any other reference point that is exposed for MCPTT  interoperability with other IMS core networks or other IMS entities in other systems supports the protocols defined for that reference point in the 3GPP architecture. 
The S-CSCF is shown straddling the IMS Core and the Public Safety Application. This is because using the PS-UDF the S-CSCF can either be assigned in the IMS Core or in the Public Safety Application.
Editor’s Note:	The location of Resource Management and Rx is for further study. It is currently shown as part of the P-CSCF where it is currently in the IMS Architecture. It is FFS whether it is possible to support Resource Management and Rx at the Public Safety Application. This would need discussion with PCC experts in 3GPP SA2. RM* is also shown which is used for multicast resource reservation.

5.2.1.2 Overview of reference points:
GC1:	the GC1 reference point that is identified in TS 23.468 [3] is formed by the combination of GC1-U, GMF-1, MCP-1, MCP-2 and MCP-4.
GMF-1:	Is the reference point between UE and Group Management Function. It handles the UE’s requests to join and leave groups
GMF-2:	Is a reference point that allows an arbitrary application server to communicate with the Group Management Function, e.g. to check the group related permissions of a single UE.
GMF-3:	Is the reference point between two Group Management Functions that e.g. are in different administrations. It can be used when a user-group involves users from multiple administrations.
GMF-4:	Is the reference point between the Group Management Function and the IMS. Notifications of changes to Group Management data are provided using this reference point. This is an ISC reference point as defined in TS 23.218 [5]. The ISC reference point uses SIP.
GMF-5:	Is the reference point between the Group Management Function and the PS-UDF. It can be used to deliver keys and user profile data to the Group Management Function.
GC1-U:	Is the reference point for the media plane (e.g. encrypted speech packets) between the UE and the Media Resource Function.
MCP-1:	Is a reference point between UE and Mission Critical Push To Talk Server. It is used for SIP based signalling that establishes and releases group calls, distributes TMGIs, and negotiates codecs. This is an ISC reference point as defined in TS 23.218 [5]. The ISC reference point uses SIP.
MCP-2:	Is a control plane reference point between UE and Media Resource Function: it is used e.g. for floor control requests/grants/refusals. The details of the interactions of MCP-2 with Cr/Mr’ are FFS.
MCP-3:	Is the reference point between two Mission Critical Push To Talk Servers that e.g. are in different administration domains. It can be used when an MCPTT session involves users from multiple administration domains. MCP-3 uses IMS for routeing of SIP messages.
MCP-4:	Is another reference point between UE and Mission Critical Push To Talk Server: it is used e.g. for reporting the cell ID when the UE moves into a new cell; requests to switch between unicast and eMBMS reception, etc. It is FFS whether this reference point is needed, or, this information can be provided by other means, e.g. via MCP-1 or MCP-2.
MCP-5:	Is another reference point between Mission Critical Push To Talk Server and the PS-UDF: it is used for providing user identity information, and for supporting end to end media encryption. It is FFS whether this reference point will be needed.
Cr/Mr’:	These reference points are between MCPTT Application Server and MRFC as defined in TS 23.218 [5]. The Cr reference point allows interaction between an Application Server and an MRFC. Mr' interface allows an Application Server and an MRFC to exchange session control messages without passing through an S-CSCF. As an overview, they are used to configure the bridge/conference; allocate transcoders (if any); and e.g. provide policies for floor control.
5.2.1.3Reference Points Mapping
The following table maps the reference points as used above with the reference points used in the OMA ETSI TCCE workshop output Functional Architectural, the OMA PCPS 1.0 Functional Architecture and the ETSI TCCE Architecture.

	3GPP Reference Point
	Workshop architecture
interface
	OMA PCPS
Reference
Point
	ETSI TCCE Interface
	3GPP/PCPS/TCCE
Usage
	Protocol/Comments

	MCP-1/Gm
	AS2
	POC-1
	A1 
	PoC Client to SIP/IP Core Session signalling
	SIP

	MCP-1/ISC
	AP2/AS8
	POC-2
	No mapping 
	SIP/IP Core to PoC Server Session signalling
	SIP

	MCP-2
	AS3-1, AS4-1
	POC-3
	A2
	Media, Talk Burst Control and Media Burst Control between PoC Server and PoC Client using a unicast bearer.
	RTP
RTCP
MSRP
RTSP
FLUTE
The Continuous Media transport utilizes RTP protocol.  Talk Burst Control Protocol and Media Burst Control Protocol utilize RTCP APP message protocol. The Discrete Media transport utilizes the MSRP protocol for delivery over a unicast bearer or the FLUTE protocol for delivery over a multicast bearer. The Media Streaming Control utilizes RTSP protocol. HTTP is used for file repair of Discrete Media deliverred over the multicast bearer.

	MCP-3/Mw
	No Mapping
	IP-1
	8/8b
	Is the reference point between two Mission Critical Push To Talk Servers that e.g. are in different administrative domains. It can be used when an MCPTT session involves users from multiple administrations. MCP-3 uses the IMS/SIP core for message routeing
	

	MCP-4
	No Mapping
	n/a
	n/a
	Is another reference point between UE and Mission Critical Push To Talk Server: it is used e.g. for reporting the new cell ID; requests to switch between unicast and eMBMS reception, etc. It is FFS whether this reference point will be needed, or, this information can be carried by MCP-1 or MCP-2.
	

	MCP-5/Sh
	AP1/AP9
	n/a
	n/a
	Is another reference point between Mission Critical Push To Talk Server and the PS-UDF: It is used for providing user identity information, and for supporting end to end media encryption. It is FFS whether this reference point will be needed
	DIAMETER based

	unlabelled
	No mapping
	POC-4
	8/8b
	Media, Talk Burst Control and Media Burst Control between networks
	RTP
RTCP
MSRP
RTSP
The Continuous Media transport utilizes RTP protocol.  Talk Burst Control Protocol and Media Burst Control Protocol utilize RTCP APP message protocol. The Discrete Media transport utilizes the MSRP protocol The Media Streaming Control utilizes RTSP protocol.

	unlabelled
	n/a
	POC-16
	A5
	Signalling to start the multicast/broadcast service in the access network
	This is between the BM-SC and the EPC  (MBMS GW). The BM-SC is now broken out from the PoC Server.


	Not shown
	n/a
	POC-17
	n/a
	Signalling to connect to the multicast/broadcast service in the access network
	

	Gm
	No mapping
	XDM-1
	n/a
	XDMC to SIP/IP Core
	

	ISC
	No mapping
	XDM-2
	n/a
	Group XDMS to SIP/IP Core, List XDMS to SIP/IP Core and Policy XDMS to SIP/IP Core
	

	GMF-1/Ut
	AS5
	XDM-3
	n/a
	XDMC to Aggregation Proxy/ XDMS 
	

	GMF-2
	AP6
	XDM-14
	n/a
	PoC Server to XDMSs (i.e., List XDMS, Group XDMS and Policy XDMS)
	XCAP

	GMF-3
	No mapping
	N/A
	8/8b
	Is the reference point between two Group Management Functions that e.g. are in different administrative domains. It can be used when a user-group involves users from multiple administrations.
	

	GMF-4
	No mapping
	XDM-2
	n/a
	The reference point between the Group Management Function and the IMS Core
	

	GMF-5
	No mapping
	n/a
	n/a
	The reference point between the MCPTT Group Management Server and the PS-UDF. The GMF-5 reference point provides the MCPTT Group Management server with the capability to retrieve keys and user specific data.
	OMA PCPS does not utilize the HSS or PS-UDF. The XDMS has the subscriber based data for PCPS.

	Mw (not labelled)
	No mapping
	IP-1
	IP-1 goes over 9
	Session signalling between networks
	SIP

	MB2-C
	AS-6
	n/a
	A3 reference point
	The Signalling reference point between the MCPTT Application Server and the BM-SC.
	PCPS architecture assumes that the BM-SC is integrated with the PoC Server

	MB2-U
	AS3-2, AS4-2
	n/a
	n/a
	The media reference point between the MCPTT Application Server and the BM-SC.
	PCPS architecture assumes that the BM-SC is integrated with the PoC Server

	Cr
	AP3/AP4
	n/a
	n/a
	The reference point between MCPTT Application Server and MRF. The Cr reference point allows interaction between an Application Server and an MRF.
	PCPS architecture assumes that the MRF is integrated with the PoC Server

	Mr’
	No mapping
	n/a
	n/a
	The reference point between MCPTT Application Server and MRF. Mr' interface allows an Application Server and an MRF to exchange session control messages without passing through an S-CSCF.
	PCPS architecture assumes that the MRF is integrated with the PoC Server

	Rx
	AS7
	n/a
	A4 reference point
	The reference point between the P-CSCF and the PCRF. The Rx reference point enables transport of application level session information from the P-CSCF to the PCRF.
	PCPS architecture doesn’t cover interfaces between the SIP/IP core and the access network.
Consideration of an additional direct Rx interface between the PCRF and the PTT Application would need to be studied.

	Cx
	AP7
	n/a
	n/a
	The reference point between the PS-UDF/HSS and the S-CSCF which is used for supplying the service profile information (including user idnetities)
	DIAMETER based

	Not Shown
	AP5
	n/a
	n/a
	Supports control for resource management for PTT services
	PCPS architecture uses IMS mechanisms for resource management for SIP negotiated bearers

	n/a
	AP8
	n/a
	n/a
	Interface for SIP registration function to the SIP Routing Function
	In 3GPP the S-CSCF contains both the registrar and the routing function

	Not Shown
	AS1
	n/a
	n/a
	Support user Identity function interface to the client for log on purposes (e.g. for single sign on) 
	SA3 should look at this. 

	Not Shown
	AS9
	n/a
	n/a
	Supports Key Distribution to Client for end to end encryption
	SA3 should look at this. AS9 may not be required if SIP or another transport interface can be used


Table 5.2.1.3-1: Reference Points Mappings
5.2.1.24	New Functional Entities
5.2.1.24.1	The Public Safety User Data Function (PS-UDF)
5.2.1.24.1.1	General
The PS-UDF is the master database for a Public Safety user. It is the entity containing the Public Safety user information to support the network entities actually handling MCPTT calls.
The IMS may access the PS-UDF within a Public Safety network instead of a HSS in the Home network: as an example, the PS-UDF provides support to the call control servers in order to complete the routing/roaming procedures by solving authentication, authorisation, naming/addressing resolution, location dependencies, etc.
The PS-UDF is responsible for holding the following user related information:
-	User Identification, Numbering and addressing information;
-	User Security information: Network access control information for authentication and authorization;
-	User Location information at inter-system level: the PS-UDF supports the user registration, and stores inter-system location information, etc.;
-	User profile information.
The PS-UDF also generates User Security information for mutual authentication, communication integrity check and ciphering.
Based on this information, the PS-UDF also is responsible to support the call control and session management entities of the IMS.

[image: cid:image004.png@01CFFA7E.084E5B90]
Figure 5.2.1.24-1: Example of a PS-UDF structure and basic interfaces

The PS-UDF consists of the following functionalities:
-	IP multimedia functionality to provide support to control functions of the IMS such as the CSCF. It is needed to enable subscriber usage of the IMS services. This IP multimedia functionality is independent of the access network used to access the IMS. 
-	The AuC functionality required by the IMS to authenticate the MCPTT UE and generate keys for  checking the integrity of the communication between the MCPTT UE and the MCPTT AS and to cipher communication between the MCPTT UE and the MRF. 
The organisation of the subscriber data is outlined in TS 23.008 [5]. It also indicates which numbers, addresses and identifiers specified in TS 23.003 [3] are stored in PS-UDF.
[bookmark: _Toc391011893]5.2.1.24.1.2	PS-UDF logical functions
The following is a list of high level PS-UDF logical functions.
[image: cid:image005.png@01CFFA7E.084E5B90]
Figure 5.2.1.24-2: PS-UDF logical functions
-	Mobility Management
This function supports the user mobility through the IMS.
-	S-CSCF assignment support
The PS-UDF provides to the I-CSCF the required capabilities for Public Safety Services based on Public Safety Agency requirements on a per-user basis, (e.g. whether a particular S-CSCF within the operator’s network (e.g. a S-CSCF reserved for Public Safety use or a S-CSCF in a secure location)  or  a S-CSCF within the Public Safety Agency network is assigned.
-	Call and/or session establishment support
The PS-UDF supports the call and/or session establishment procedures in the IMS. For terminating traffic, it provides information on which S-CSCF currently hosts the user.
-	User security information generation
The PS-UDF generates user authentication, integrity and ciphering data for the IMS.
-	User security support 
The PS-UDF supports the authentication procedures to access IMS services by storing the generated data for authentication, integrity and ciphering and by providing these data to the appropriate S-CSCF.
-	User identification handling
The PS-UDF provides the appropriate relations among all the identifiers uniquely determining the user in the IMS (e.g. public identities for IMS).
-	Access authorisation
The PS-UDF authorises the user for mobile access when requested by the CSCF, e.g. by checking that the user is allowed to roam to that visited network.
-	Service authorisation support
The PS-UDF  provides basic authorisation for MT call/session establishment and service invocation. The PS-UDF updates the S-CSCF with filter criteria to trigger the services to be provided to the user by Public Safety Application Servers (e.g. MCPTT Server).
-	Service Provisioning Support
The PS-UDF provides access to the service profile data for use within the IMS Application Services (e.g. MCPTT Server and Group Management Function).
The PS-UDF communicates with the MCPTT Server and Group Management Function to support MCPTT Services in the IMS. 
[bookmark: _Toc405100659]5.2.1.4.2	The MCPTT Application Server (MCPTT AS)
The MCPTT AS is the master logic responsible for MCPTT call control and management and the destination for SIP routing related to MCPTT calls.  The MCPTT AS is a SIP Application Server in the IMS architecture.
5.2.1.4.3	The MCPTT Server
The MCPTT Server is a superset of the MCPTT AS and the MRF. The MCPTT Server is equivalent to the PoC Server in the OMA PCPS Architecture.
5.2.1.4.4	Group Management Function (GMF)
The GMF contains provisioning information related to groups and mapping of users to groups. The GMF is responsible for distribution of group information to clients, and group-membership information for MCPTT services. The GMF is based upon the Group XDMS.
5.2.1.4.5	XML Document Server (XDMS)
The XDMS is used to store, modify and retrieve XML documents used by the MCPTT Service.  There are three applications for MCPTT within the XDMS: 
· List XDMS, 
· Policy XDMS; and
· Group XDMS.
5.2.1.4.6	MCPTT Interworking Function (MCPTT IWF)
The MCPTT IWF provides interworking with legacy networks and legacy devices (e.g. P25, TETRA, TETRAPOL etc). When the interworking is with a legacy network the MCPTT IWF behaves like a MCPTT AS/Group Management Function and MRF from the perspective of the MCPTT network while behaving like legacy network entities from the perspective of the legacy network. When the interworking is with a legacy device the MCPTT IWF behaves like a MCPTT UE from the perspective of the MCPTT network while behaving like legacy network entities from the perspective of the legacy device.
5.2.2	Procedures
Editor’s note:	Describes the high-level operation, procedures and information flows for the solution.
[bookmark: _Toc405100660]5.2.3	Impact on Existing Entities and Interfaces
Editor's note:	Impacts on existing nodes or functionality will be added.
[bookmark: _Toc405100661]5.2.4	Solution Evaluation
Editor’s note:	The fulfilment of requirements in clause 4.2 will be evaluated. 
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