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Abstract: This contribution proposes the replacement of an Editor’s note about internal architecture of the MCPTT application and few following paragraphs by a more detailed description based on TCCE/OMA workshop outcomes
1. Introduction

This contribution is proposing the update of an Editor’s note of Solution 6 in TR 23.779, using an outcome of a TCCE workshop with OMA. 

Furthermore, it updates sub-section numbering to allow introduction of further procedures.

2. Conclusion

Following changes are proposed in section 5.6 of TR 23.779.
*********************START OF CHANGES*********************************

Editor’s Note: The internal details of MCPPT application have not been represented for simplicity and are FFS.

Figure 5.6.2 below illustrates the internal architecture of the MCPTT application,
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Figure 5.6.2 Internal architecture of MCPTT application
The CN gateway contains a SIP routing function, an HTTP proxy function and a Media gateway. The SIP routing function allows the routing of SIP signalling from/to the MCPTT client in the UE to/from the SIP based functional entities in the MCPTT application. The SIP routing function is complemented by an HTTP proxy function for the proxy-ing of some non-SIP based signalling, for example XML document management through HTTP/xcap.
The media gateway function contains a media (PTT) control and a media distribution function transporting media and associated control from/to the MCPTT client over unicast and broadcast bearers. The media gateway also contains a resource management function interfaced with the PCRF and BM-SC (Rx and MC2-C interfaces) for setup, release and QoS control of the media unicast and broadcast bearers.
The SIP registrar maintains the SIP registrations of the MCPTT clients. It interacts with the User identity function in charge of the management of the appropriate credentials.
The Group management function contains provisioning information related to the groups and the mapping of the users to groups. It is in charge of the distribution of group related information to the MCPTT clients and of group membership to the PTT Services function.
The Security management function is in charge of policy and key management for media, whether individual or group related. It is for example in charge of key distribution.

The PTT services function is the main logic for the MCPTT function and interacts with the other functional entities and the MCPTT client (through the proxy and gateway functions) for the provision of the MCPTT services.

Northbound and East bound CN GWs have a similar architecture as southbound CN GW towards another MCPTT application or an IMS core, respectively.
EN: Actual routing of media through an IMS core towards a MCPTT client is FFS.
However, it may be assumed that the application contains several functional entities for group management, PTT management and media processing. The same applies for the connections to the BM-SCs, as they always have a star topology and are independent from the unicast routing assumptions. It is for example possible to implement part of the internal structure of the NGCN with SIP entities similar to IMS ones under Public Safety administrative control with the appropriate Public Safety managed data bases.

The CN GWs (Corporate Network GateWays) between the core networks can be considered containing SIP proxies with border control functions similar to their ICBF counterparts, but with additional security functions. For SIP signalling, the internal interfaces for EPC and IMS are the usual ones, while the interface between an ICBF and CN GW is an Ic interface similar to the usual ICBF-ICBF interface. Additionally, HTTP based signalling is to be considered (for example, xcap) and the CNGW shall also contain an  HTTP proxy function.

Similarly, the southbound CNGW contain SIP proxies with bearer management capabilities (similar to P-CSCF) together with an HTTP proxy. 

5.6.2
Procedures

Only the registration procedure will be given as an example. See below.

Several procedures are presented below, illustrating the behaviour of the proposed solution.
5.6.2.1
Registration procedure
************************END OF CHANGES*********************************
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