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Abstract of the contribution: This contribution considers implementation aspects for relays for the MCPTT service off network
Relay mode of operation and implementation type
Whilst investigating MCPTT off network it has become apparent that a floor control system that can cope well with fluctuating radio conditions and the resultant dynamic link breaking, making and reconfiguring is likely to provide a more robust user solution.

This therefore suggests that a one size fits all Relay definition may not be appropriate. That is a Device to Device Relay that is installed on a Fire Tender and will have much better antenna arrangement and location and possibly higher power may be better to operate floor control in a centrally managed relay mode (although an IOPS type solution maybe even better). A UE operating to bridge two other devices in D2D mode would however be better to operate floor control in the more dynamic approach suitable for D2D in absence of a relay.

An extension of the same argument also applies to device to network relay. That is a UE acting to bridge a D2D group into the network will obviously obey network mode floor control on the network side but is probably best to operate floor control in the dynamic fashion on the D2D side. Again the Fire Tender relay may be able to achieve better results by offering the network floor control approach all the way to the device on the D2D link.

Proposal 1: Clarify in SA2 or with SA1 whether or not we need both relay modes for Device to Network and Device to Device.
What follows is a description of how a simple UE relay might operate.
Simple UE Relay concepts

T doc S2-144292 introduces some aspects for a simple off network MCPTT floor control. What follows assumes those aspects and builds on that to show some possibilities for UE relay functionality in both UE to UE mode and UE to Network mode.

Philosophy

· UE Relay is assumed to be handled only by group members and at an application level. One advantage of this is that devices don’t blindly relay communication they don’t understand or don’t have a recipient for. ProSe DM assumes L3 relay so the relay described here may have to be an MCPTT relay.

Direct users 

Detecting the Relay opportunity
Figure 1 shows the initial communications approach from S2-144292. In the figure it can be seen that UE H receives ACKs from UEs E, F and G but did not see the initial communication. This is an indication that UE H could join the communication if one of the UEs E-G would relay the communication from D.
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Figure 1: Initial communication

There are other conditions that a UE can use to detect that it could join a communication if supported by relay from another UE. For example receiving a Collide message or another Relay Request message without receiving the main communication would also suggest a Relay opportunity.
UE Relaying – Direct Mode to Direct Mode
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Figure 2: Relay connection

When a MCPTT direct mode UE sees an ACK associated with its group but does not see the origination (UE H in Fig 2), it asks for relay support by sending a Relay Request. UEs that see the Relay Request and the origination calculate a value for link goodness and respond with a Relay Ack. Link goodness should be based on both links and the margin based on, for example, signal strength. A candidate Value would be margin before the weaker link is lost. Assuming users are mobile it is better to choose a user who can support both links for the longest possible time. The UE requesting relay support monitors the responses and then selects the one that gives the best value. It responds with a Relay Accept indicating which UE provides the best value and that UE then relays the communication beginning by forwarding on the first message (origination). Relayed packets will include the same information as the original packet, except that it will send with its own ID, a Relay indication and the talker ID.

The Relay UE keeps a record of the bridges it holds and relays messages from any component UE from its bridge list. In the case described above, perhaps UE F is the best and it relays comms from D (so that H can receive) and comms from H (so that D can receive). In this way Acks get relayed back to the originator as would Capture requests.

Relaying Direct Mode to Network Mode

Mostly FFS.

A Direct Mode to Network Mode UE Relay will bridge the communications between off network and on network groups. 

Floor control on the Direct mode side will operate as a single special device in the off network mode for D2D MCPTT. This is because Direct mode will be subject to changes in connectivity, indeed the relay itself could lose contact with the other devices or the network.

Floor control on the Network side will operate as a single device in the network mode.

When bridging Network mode MCPTT communications into the off network group it will send communications with its own ID as a Relay but include the priority and identity of the on network talker as if it was itself that on-network talker. That is it will assume the priority of the on network speaker when requesting the floor and communicating into the off network group. It will also indicate the ID of the actual speaker marked as proxied via its own RelayID.

Into the on network group the Relay will operate like a normal on network user, it will request floor control using the ID and priority of the off network speaker it is relaying.
In situations where the on network group and the off network group are members of the same unique group, floor control should take control of both groups by this approach. In case of race conditions, which could occur because the off network group does not have a grant message before start, the relay will signal a crossover condition in both directions. This could be used to create warning messages or indications and the users could take action to avoid extended periods of splintered group operation. Some buffering could be handled by the relay.

Optionally the relay could Relay the on network communications to the off network group as a separate communication stream and the off network UEs could independently decode the two streams and multiplex the audio together so both speakers are heard at the same time.

Optionally the Relay could adopt a higher priority override in one direction or the other to overcome group splintering.

Further Study
In case of multiple UE needing relay, it may be best to develop a process to migrate towards fewer UEs relaying to complete the full group.

Detecting when UEs no longer need relay support or may be better supported by another UE.

FFS when H has to be relayed back to A and C etc. Note max value will equate to max hops.
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