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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.
Introduction

The railway community's requirements for next generation railway communications have been captured in 3GPP stage 1 requirements. This study provides architectural analysis for the functionality to be specified to meet those requirements.
1
Scope

The present document captures architectural requirements to develop solutions for the Future Railway Mobile Communication System (FRMCS) to meet Rel-16 normative Stage 1 requirements.

The normative Stage 1 requirements are specified in 3GPP TS 22.280 [2], 3GPP TS 22.179 [3], 3GPP TS 22.281 [4], 3GPP TS 22.282 [5] and 3GPP TS 22.289 [6].

The study uses existing 3GPP functionality and those specified for Mission Critical Communication in normative specifications 3GPP TS 23.379 [7], 3GPP TS 23.280 [8], 3GPP TS 23.281 [9], 3GPP TS 23.282 [10] and 3GPP TS 23.283 [11] as working basis.
This document will provide recommendations for normative work.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.280: "Mission Critical Services Common Requirements".

[3]
3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT); Stage 1".

[4]
3GPP TS 22.281: "Mission Critical Video".

[5]
3GPP TS 22.282: "Mission Critical Data".

[6]
3GPP TS 22.289: "Mobile communication system for railways".

[7]
3GPP TS 23.379: ''Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT); Stage 2''.

[8]
3GPP TS 23.280: ''Common functional architecture to support mission critical services; Stage 2''.

[9]
3GPP TS 23.281: ''Functional architecture and information flows to support Mission Critical Video (MCVideo); Stage 2''.

[10]
3GPP TS 23.282: ''Functional architecture and information flows to support Mission Critical Data (MCData); Stage 2''.

[11]
3GPP TS 23.283: "Mission Critical Communication Interworking with Land Mobile Radio Systems".

3
Definitions and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

<ACRONYM>
<Explanation>

4
Scenarios
4.1
Interworking scenarios with GSM-R

4.1.1
Interworking scenarios of private call

4.1.1.1
General

There are two scenarios of private call between MCPTT system and GSM-R system. These scenarios consider two terminals, UE A in the MCPTT system and UE B in the GSM-R system, could initiate a private call in either direction. For example, in a scenario UE A could initiate a private call to UE B, or UE B could initiate a private call to UE A.

4.1.1.2
MCPTT UE A initiates a private call to GSM-R UE B
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Figure 4.1.1.2-1: MCPTT UE A initiates a private call to GSM-R UE B

In figure 4.1.1.2-1, MCPTT UE A is served by MCPTT system A (coloured yellow), while GSM-R UE B is a served by GSM-R system B (coloured blue). The MCPTT and GSM-R systems are independent and connected via the interworking interface. MCPTT UE A initiates a private call to GSM-R UE B.
4.1.1.3
GSM-R UE B initiates a private call to MCPTT UE A
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Figure 4.1.1.3-1: GSM-R UE B initiates a private call to MCPTT UE A
In figure 4.1.1.3-1, MCPTT UE A is served by MCPTT system A, while GSM-R UE B is served by GSM-R system B. The MCPTT and GSM-R systems are independent and are connected via the interworking interface. GSM-R UE B initiates a private call to MCPTT UE A.
4.1.2
Interworking scenarios for group calls
4.1.2.1
Group call for groups defined by the MCPTT system
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Figure 4.1.2.1-1: Group call for groups controlled by the MCPTT system

Figure 4.1.2.1-1 shows a group call between MCPTT user(s) and GSM-R user(s). MCPTT user A, other GSM-R users or other MCPTT users are authorized for group calls between the MCPTT system and the GSM-R system. User A initiates a group call to other GSM-R users and other MCPTT users belonging to the same group defined by the MCPTT system.

Editor's note: The scenario of group calls defined by the GSM-R system is FFS.

4.1.2.2
Emergency group call for groups defined by the MCPTT system
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Figure 4.1.2.2-1: Emergency group call for groups defined by the MCPTT system

Figure 4.1.2.2-1 shows an emergency group call between MCPTT User(s) and GSM-R User(s). MCPTT User A and other GSM-R users and other MCPTT users are authorized for group calls between the MCPTT system and the GSM-R system. User A initiates an emergency group call to other GSM-R users and other MCPTT users belonging to the same group defined by MCPTT system.

Editor's note: The scenario of an emergency group call for groups defined by the GSM-R system is FFS.
4.1.3
Interworking scenarios for location services
4.1.3.1
MCPTT system obtains and shares the location information of GsM-R UEs
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Figure 4.1.3.1-1: MCPTT system obtains and shares the location information of GSM-R UE
MCPTT user A and GSM-R user B and other MCPTT users belong to the same group which is defined in the MCPTT system. The MCPTT system A performs a location information query operation for GSM-R UE B hosted in GSM-R system B. After the location information of GSM-R UE B is received by the MCPTT system A, MCPTT system A shares the location information of GSM-R UE B with MCPTT UE A and other McPTT UEs.

4.1.3.2
GSM-R system obtains and shares the location information of McPTT UEs
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Figure 4.1.3.2-1: GSM-R system obtains and shares the location information of MCPTT UE
MCPTT user A and GSM-R user B and other GSM-R users belong to the same group which is defined in the MCPTT system. The GSM-R system B performs a location information query of MCPTT UE A hosted in MCPTT system A. After the location information of MCPTT UE A is received by the GSM-R system B, GSM-R system B shares the location information of MCPTT UE A with GSM-R UE B and other GsM-R UEs.
5
Key issues
5.1
Key issue 1 – Allowed private communications
An MCPTT server verifies, during the private call setup, whether an MCPTT user can initiate and receive private calls, i.e. the server verifies whether a user is allowed to use private calls or not. The verification is described in 3GPP TS 23.379 [7] by step 4 in subclause 10.7.2.2.1 and by step 4 in subclause 10.7.2.2.2. Further restrictions are possible by configuring for a specific MCPTT user a list of MCPPT users to which outgoing calls are allowed. Similar mechanisms exist for MCVideo and MCData.
New Rel-16 stage 1 requirements were agreed which shall allow to limit incoming private communications as well by configuring MC service users from which a specific MC service user can receive private communications.

Gaps:

-
Evaluate which existing private call setup can be re-used or must be extended (for MCPTT, MCData and MCVideo).

-
Study which entity acts as enforcement entity and how required policies are made available to this entity.

-
Study which configuration data is needed.

5.2
Key issue 2 – Automatic user regrouping
Mission critical communications support MC service user group membership updates are controlled by dispatchers or authorized MC service users. Related stage 1 requirements are listed in 3GPP TS 22.280 [2] subclause 6.6.4.2. The stage 2 procedure called "Group membership update by an authorized user" is described in 3GPP TS 23.280 [8] subclause 10.2.6.2. The update of an MC service group membership allows to add or delete group members.
New Rel-16 stage 1 requirements are requesting automatic user regrouping or automatic MC service group membership updates based on a variety of pre-configured criteria. Examples of such pre-configured criteria are activated functional alias(es) or the location (incl. heading and speed) of an MC service UE. The pre-configuration of the conditions is controlled by the mission critical organisation.

Gaps:

-
Evaluate which existing group membership update procedures can be re-used or must be extended.

-
Study which entity starts to trigger MC service group membership update procedures and how it becomes aware that certain criteria are met.
-
Study how pre-configured criteria are stored and provided when needed.

Editor's note:
Stage 1 requirements are not sufficiently clear in respect of their use of the term temporary group. It remains unclear whether there is a need for dynamically create (or delete) a new group based on certain criteria. The current text of this key issue assumes that only the group member list of an existing group is dynamically updated and the dynamic creation or deletion of (temporary) groups is not required by stage 1.
5.3
Key issue 3 – Arbitration of incoming communications
The floor control procedures for group communication allow to accept, reject, hold or queue communications but there is no possibility which supports arbitration among different group calls, private calls or a mixture of both to the user.

Rel-16 stage 1 requirements are requesting a mechanism for a service administrator and/or an authorized user to allow handling and arbitration of multiple simultaneous incoming service communications for a user.
Gaps:

-
Evaluate existing procedures and evaluate if those can be re-used, extended or whether new mechanisms are required.

-
Study which entity(ies) ensure(s) how multiple communications are delivered to the user as configured.
-
Study how pre-configuration is done and provided to the enforcement entity(ies) when needed.

5.4
Key issue 4 – Providing data for late entry for an ongoing MCData group conversation
Rel-16 stage 1 requires that a MCData user receives data that had previously been distributed in an ongoing MCData group conversation when the MCData user affiliates to the MCData group.
3GPP TS 23.282 [10] contains no mechanism which provides such data towards a user who affiliated a group after the data was sent.

Gaps:

-
Evaluate for which data services such mechanism might be useful (e.g. SDS, file distribution).

-
Study which entity stores and forwards the data.

-
Study when/how the data distribution is triggered and ensured that data is only provided once.
-
Study which configuration management data is required (e.g. storage time, data size, which users).

5.5
Key issue 5 – Communication priority for functional aliases

Priority based communication handling for individual users is supported for all MC services. 3GPP TS 23.280 [8] allows to configure a specific user priority within a certain group, i.e. to prioritize users within a group communication. 

For MCPTT in 3GPP TS 23.379 [7] there is the possibility to set the priority to communications of users when they are initiating or receiving private calls.

Communication priority in conjunction with functional aliases is missing at all.

Gaps:
-
Study the MC application layer impacts to assign a communication priority to every allocated functional alias.

-
Study the impact of communication priority if a functional alias can be assigned to multiple MC service users.

-
Study the impact if a MC service user is using the functional alias during a communication and this functional alias is taken over by another MC service user.

-
Identify for which communication scenarios (MCPTT, MCVideo, MCData, private call, group call or emergency call) functional alias prioritised communication handling is useful.

-
Study if functional alias prioritised communication handling can rely on existing procedures and evaluate if those can be re-used, must be extended or if new mechanisms are required.

-
Clarify the relationship to those MC service users using having no priority assigned.

-
Study which configuration data is required.

5.6
Key issue 6 – Network initiated activation and de-activation of functional alias(es)

3GPP TS 23.280 [8] subclause 10.13.4 describes a procedure when a MC service user activates functional alias(es) and subclause 10.13.5 describes when a MC service user de-activates functional alias(es).

Within both procedures the MC service user takes the initiative to start the functional alias(es) procedures, there are currently no procedures defined in 3GPP TS 23.280 [8] or any other MC specification where the network initiates functional alias(es) activation/de-activation procedures.

New stage 1 requirements were agreed where the Mission Critical Organisation can assign a time limit to a functional alias after which the functional alias will be de-activated. In addition, the Mission Critical Service shall support activation and de-activation of a functional alias based on operational criteria like registration or de-registration of an MC service ID or if triggered by any external information supplied by external systems.

Gaps:

-
Identify which entity in the MC system triggers activation or de-activation procedures for functional alias(es) and how this entity becomes aware that certain operational criteria are met.

-
Study if existing functional alias(es) activation and de-activation procedures can be re-used, otherwise develop new procedures.

-
Study which configuration data is required, especially when setting a time limit to a functional alias.

Editor's note:
The time limit needs further clarification, e.g. a time limit might be a fixed value (e.g. duration or clock time), whereas another time limit may be a relative value depending on external information like a delayed train.

5.7
Key issue 7 – Terminate communications when the last user having activated a specific functional alias is leaving the group
3GPP TS 23.379 [7] subclause 10.6.2.3.1.1.3 describes the procedure which releases an MCPTT pre-arranged group call and 3GPP TS 23.281 [9] subclause 7.1.2.3.1.1.3 describes the procedure which releases an MCVideo pre-arranged group call.

3GPP TS 23.379 [7] subclause 10.6.2.3.1.2.3 describes the procedure which releases an MCPTT chat group call and 3GPP TS 23.281 [9] subclause 7.1.2.3.1.2.3 describes the procedure which releases an MCVideo chat group call.

Within the procedures above the MC service server decides to release the group call based on various non-specified criteria.

3GPP TS 23.282 [10] subclause 7.7.2.3 describes the MCData server initiated communication release without prior indication and subclause 7.7.2.4 describes the MCData server initiated communication release with prior indication.
For both procedures it is stated that if during an ongoing MCData communication, based on communication release conditions, the MCData server initiates a communication release.
A new stage 1 requirement was agreed which requests that the MC system shall provide a mechanism to terminate communications when the last user using a specific functional alias leaves the group.
Currently the use of functional alias(es) is not considered within the above procedures.

Gaps:

-
Study which modifications to existing procedures or whether new procedures are required to provide a mechanism to terminate communications when the last user using a specific functional alias leaves the group.
-
Study the impact if a functional alias is associated with multiple MC service users. Consider both scenarios when either the functional alias is part of a single communication or used within different communications.

-
Study the impact of a functional alias taken over.

-
Study which general as well as which specific configuration data is needed.

5.8
Key issue 8 – Functional alias support enhancements for MCPTT

5.8.0
General
In Rel-15 functional aliases were specified for the following MCPTT group calls:

-
Pre-arranged group calls, and

-
chat group calls.

Other MCPTT call or communication types were not addressed. According to stage 1 requirements the use of functional aliases shall be generic as there were required in TS 22.280 [2], i.e. functional aliases shall be applicable to all MCPTT communication types not only within regular MCPTT group calls as today.

5.8.1
Key issue 8-1 – Emergency and imminent peril groups

3GPP TS 23.379 [7] contains MCPTT procedures related to emergency and imminent peril groups for which functional alias can be supported:

-
Emergency group calls (3GPP TS 23.379 [7] subclause 10.6.2.6.1)

-
Imminent peril group calls (3GPP TS 23.379 [7] subclause 10.6.2.6.2)

-
Group emergency alerts (3GPP TS 23.379 [7] subclause 10.6.2.6.3)

Gaps:

-
Identify those MCPTT procedures for which use of functional alias is beneficial and shall be applicable.

-
Identify which modifications to existing procedures are necessary and develop new procedures if required.
-
Elaborate which configuration data is needed to support the use of functional aliases within emergency and imminent peril groups.

5.8.2
Key issue 8-2 – Private calls and private emergency calls

3GPP TS 23.379 [7] contains MCPTT procedures related to private calls and private emergency calls for which functional alias can be supported:

-
Private calls and private emergency calls (3GPP TS 23.379 [7] subclause 10.7)

Gaps:

-
Identify whether the use of functional alias is beneficial and shall be applicable.

-
Identify which modifications to existing procedures are necessary and develop new procedures if required.
-
Elaborate what configuration data is needed to support the use of functional aliases for private calls and private emergency calls.

5.8.3
Key issue 8-3 – Temporary voice group calls

3GPP TS 23.379 [7] contains MCPTT procedures to enable temporary voice group calls and procedures for regrouping of users for which functional alias can be supported:

-
Temporary group calls - user regroup (3GPP TS 23.379 [7] subclause 10.6.2.8)

Gaps:

-
Identify whether the use of functional alias is beneficial and shall be applicable.

-
Identify which modifications to existing procedures are necessary and develop new procedures if required.
-
Elaborate what configuration data is needed to support the use of functional aliases for temporary group calls.

5.8.4
Key issue 8-4 – Ambient listening and remotely initiated calls

3GPP TS 23.379 [7] contains MCPTT procedures to enable ambient listening and remotely initiated calls for which functional alias can be supported:

-
Ambient listening call (3GPP TS 23.379 [7] subclause 10.14)

-
Remotely initiated calls (3GPP TS 23.379 [7] subclause 10.16)

Gaps:

-
Identify whether the use of functional alias is beneficial and shall be applicable.

-
Identify which modifications to existing procedures are necessary and develop new procedures if required.
-
Elaborate what configuration data is needed to support the use of functional aliases for ambient listening and remotely initiated calls.

5.9
Key issue 9 – Functional alias used via broadcast

Today functional aliases are not used via broadcast, neither for MCPTT, MCVideo nor MCData services.

3GPP TS 23.379 [7], 3GPP TS 23.282 [10] and 3GPP TS 23.281 [9] contain procedures for communications using broadcast and for that functional alias can be supported:
-
Group calls using broadcast (3GPP TS 23.379 [7] subclause 10.6.2.5.2)

-
Group short data service (SDS) and group file distribution (FD) using broadcast (3GPP TS 23.282 [10] subclause 7.4 and subclause 7.5)

-
Group video calls using broadcast (3GPP TS 23.281 [9] subclause 7.10)

Gaps:

-
Identify for the procedures using broadcast where the use of functional alias is useful and shall be applicable.

-
Identify which modifications to existing procedures are necessary or create new procedures if required.
-
Elaborate whether any changes to configuration data are needed.
5.10
Key issue 10 – Functional alias using off-network communication mode

Today functional aliases are not used in off-network communication mode, neither for MCPTT, MCVideo nor MCData services.

3GPP TS 23.379 [7], 3GPP TS 23.282 [10] and 3GPP TS 23.281 [9] contain procedures to have communications using broadcast and for that functional alias can be supported:
-
Short data service (SDS) and File distribution (FD) (see 3GPP TS 23.282 [10] subclause 7.4 and subclause 7.5)

-
MCPTT calls using off-network communication mode (for various voice call types, see 3GPP TS 23.379 [7])

-
MCVideo using off-network communication mode (for various video call scenarios, see 3GPP TS 23.281 [9])

Gaps:

-
Identify for which procedures from the above set of services the use of functional alias is useful and shall be applicable.

-
Identify which modifications to existing procedures are necessary and create new procedures if required.
-
Elaborate if changes to configuration data are needed to support off-network support for functional aliases in conjunction with MCPTT, MCData and MCVideo.
5.11
Key issue 11 – Multiple functional alias use

A functional alias can be used by multiple MC service users simultaneously.

A functional alias may also be used for different services by one or by different MC service users.

3GPP TS 23.379 [7], 3GPP TS 23.282 [10] and 3GPP TS 23.281 [9] contain the procedures which may be impacted by the multiple use of functional aliases.
Gaps:

-
Study the impact of multiple associations of a single functional alias.

-
Study the impacts of using a single functional alias by different services.

-
Identify if modifications are needed to existing procedures based on identified impacts.
-
Elaborate if changes to configuration data are needed.
5.12
Key issue 12 – Functional alias support for MCData
5.12.0
General
According stage 1 requirements the use of functional aliases shall be applicable to all MC services, i.e. also for MCData.

For none of the existing MCData services the use of functional alias is supported.

5.12.1
Key issue 12-1 – Short data service (SDS)

Short data service procedures are described in 3GPP TS 23.282 [10] subclause 7.4 for which functional alias can be supported:

-
One-to-one short data service (SDS) (3GPP TS 23.282 [10] subclause 7.4)

-
Group SDS (3GPP TS 23.282 [10] subclause 7.4)

Gaps:

-
Identify for which of the above short data services the use of functional alias is useful and shall be applicable.

-
Describe modifications to the existing procedures and specify new procedures if required.

-
Elaborate the changes to the configuration data to support functional alias for SDS.
5.12.2
Key issue 12-2 – File distribution (FD)

File distribution procedures are described in 3GPP TS 23.282 [10] subclause 7.5 for which functional alias can be supported:

-
File distribution (FD)
-
One-to-one File distribution (FD)

-
Group standalone File distribution (FD)
Gaps:

-
Identify for which of the above file distribution services the use of functional alias is useful and shall be applicable.

-
Describe modifications to the existing procedures and specify new procedures if required.

-
Elaborate the changes to the configuration data to support functional alias for FD.

5.12.3
Key issue 12-3 – Control functions

Some MCData control procedures are described in 3GPP TS 23.282 [10] for which functional alias can be supported:

-
Transmission and reception (3GPP TS 23.282 [10] subclause 7.6)

-
Control and conversation release (3GPP TS 23.282 [10] subclause 7.7)

Gaps:

-
Identify for which of the above procedures the use of functional alias is useful and shall be applicable.

-
Describe modifications to the existing procedures and specify new procedures if required.

-
Elaborate the changes to the configuration data to support functional alias for the above control functions.
5.13
Key issue 13 – Functional alias support for MCVideo
5.13.0
General
According stage 1 requirements the use of functional aliases shall be applicable to all MC services, i.e. also for MCVideo.

For none of the MCVideo procedures functional alias are supported.

5.13.1
Key issue 13-1 – Video group calls

Video group call procedures are described in 3GPP TS 23.281 [9] for which functional alias support can be supported:

-
Pre-arranged video group calls (3GPP TS 23.281 [9] subclause 7.1.2.3.1.1)

-
Chat video group calls (3GPP TS 23.281 [9] subclause 7.1.2.3.1.2)
Gaps:

-
Identify for which of the above call types the use of functional alias is useful and applicable.

-
Elaborate which modifications to existing procedures are needed and specify new procedures if necessary.
-
Describe the required configuration data.
5.13.2
Key issue 13-2 – Video emergency group calls

Video group emergency call procedures are described in 3GPP TS 23.281 [9] for which functional alias support can be supported:

-
Emergency video group calls (3GPP TS 23.281 [9] subclause 7.1.2.5.1)

-
Imminent peril video group calls (3GPP TS 23.281 [9] subclause 7.1.2.5.2)

-
Group emergency video alerts (3GPP TS 23.281 [9] subclause 7.1.2.6)
Gaps:

-
Identify for which of the above emergency group call types the use of functional alias is useful and applicable.

-
Elaborate which modifications to existing procedures are needed and specify new procedures if necessary.
-
Describe the required configuration data.
5.13.3
Key issue 13-3 – Video emergency private calls

Video emergency call procedures are described in 3GPP TS 23.281 [9] for which functional alias support can be supported:

-
Private video emergency calls (3GPP TS 23.281 [9] subclause 7.2)

-
Private video calls using pull or push (3GPP TS 23.281 [9] subclause 7.3 and subclause 7.4)
Gaps:

-
Identify for which of the above emergency call types the use of functional alias is useful and applicable.

-
Elaborate which modifications to existing procedures are needed and specify new procedures if necessary.
-
Describe the required configuration data.
5.13.4
Key issue 13-4 – Video control functions

Video emergency call procedures are described in 3GPP TS 23.281 [9] for which functional alias support can be supported:

-
Capability information sharing (3GPP TS 23.281 [9] subclause 7.5)

-
Transmission control (3GPP TS 23.281 [9] subclause 7.7)

-
MCVideo client query (3GPP TS 23.281 [9] subclause 7.16)

-
MCVideo adaptation during MCVideo communication (3GPP TS 23.281 [9] subclause 7.16)
Gaps:

-
Identify for which of the above control functions the use of functional alias is useful and applicable.

-
Elaborate which modifications to existing procedures are needed and specify new procedures if necessary.
-
Describe the required configuration data.
5.13.5
Key issue 13-5 – Ambient viewing call
3GPP TS 23.379 [7] contain MCPTT procedures to enable ambient listening and remotely initiated calls for which functional alias can be supported:

-
Ambient viewing call (3GPP TS 23.281 [9] subclause 7.6)
Gaps:

-
Identify whether the use of functional alias is beneficial and shall be applicable.

-
Identify which modifications to existing procedures are necessary and develop new procedures if required.

-
Elaborate which configuration data is needed to support the use of functional aliases for an ambient viewing call.

5.14
Key issue 14 – Location information of an MC service user using a specific functional alias

3GPP TS 23.280 [8] subclause 10.9 contains the message flows for location information and the related procedures. Subclause 10.9.3.3 provides a client-triggered location reporting procedure. The client-triggered location reporting procedure relies on two other procedures described in subclause 10.9.3.1 describing an event-triggered location reporting procedure and in subclause 10.9.3.2 describing an on-demand location reporting procedure. The first procedure also allows to request periodic location information, if requested.

A new stage 1 requirement was agreed which shall provide a means for an authorized MC service user to activate a one-time location information report of an MC service user or periodic location information update reports of an MC service user having activated a specific functional alias.

Within 3GPP TS 23.280 [8] subclause 10.9 all messages flows use the MC service ID to identify the requesting MC service user and the MC service user whose location information is requested. Currently the use of functional alias(es) is not considered in subclause 10.9.

The location management server is part of the common core, whereas the MC service server is aware of (and controls) the current binding between the MC service ID and the functional alias.

Gaps:

-
Study which modifications to existing procedures or whether new procedures are required to provide means for an authorized MC service user to request the location information from another MC service users using a specific functional alias.
-
Study whether the required location retrieval functionalities have any architectural implications.
-
Study which configuration data is needed.

5.15
Key issue 15 – Prevent de-affiliation when using a specific functional alias(es)

3GPP TS 23.280 [8] subclause 10.8.4.2 describes the MC service group de-affiliation procedure. In step 2 of this procedure the MC service server checks if the user of the MC service client is authorized to de-affiliate from the requested MC service group(s).

New stage 1 requirements were agreed which shall allow the MC system

-
to prevent the MC service user from de-affiliation when a certain functional alias is used, or

-
to prevent de-affiliation from an MC service user when the MC service user is the only user using a specific functional alias.

Currently the authorisation checks done by the MC service server in step 2 do not take the use of functional alias(es) into account and there are no rules or configuration data which allows to prevent the MC service client from sending de-affiliation requests.

NOTE:
The MC service user can select an activated functional alias for use within a certain group communication, which may become the criteria to prevent de-affiliation.

Gaps:

-
Study which mechanisms and configuration data is required to prevent the MC service client from de-affiliation when a specific functional alias is used.

-
Study how existing de-affiliation procedures can be extended and which additional configuration data is needed to prevent that an MC service user de-affiliates from a MC service group when the MC service user is the only (remaining) user using a specific functional alias in that group.

-
Study how a MC service server and/or a MC service client knows which functional alias activated by a user is to be used to prevent de-affiliation on a group.

-
Study whether there is an interaction between needing to prevent de-affiliation to the group, and preventing the MC service user from deselecting the functional alias.

Editor's note:
The relationship with implicit de-affiliation procedures needs further consideration.
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Annex A:
List of normative stage 1 requirements

A.1
Overview

This annex provides the list of normative stage 1 requirements applicable for the study. The requirements are grouped by functional areas.

Editor's note: The list of normative stage 1 requirements needs to be updated according the progress made by SA1.

The annex shall provide an overview on the progress made and which requirements are not yet fulfilled.

A.2
Functional alias

NOTE:
The additions made to existing Rel-15 requirements are underlined.
A.2.1
Description

The normative stage 1 requirements for functional aliases are documented in 3GPP TS 22.280 [2].

A.2.2
Requirements

Table A.2.2-1 contains the list requirements to support functional aliases.

Table A.2.2-1: Requirements to support functional alias

	Reference
	Description
	Solution

	[R-5.9a-001]
	If the MCX Service system supports functional aliases, then the MCX Service shall provide a mechanism for the MCX User to activate one or more functional alias(es).
	Rel-15

	[R-5.9a-002]
	If the MCX Service system supports functional aliases, the MCX User shall be reachable by its functional alias(es).
	

	[R-5.9a-003]
	If the MCX Service system supports functional aliases, then the MCX Service shall provide a mechanism for the MCX User to deactivate a functional alias.
	Rel-15

	[R-5.9a-004]
	If the MCX Service system supports functional aliases, then the MCX Service shall upon request provide the MCX User a list of functional aliases from which the user can select for activation.

NOTE: The list may contain functional aliases based on a certain context, like location of the MCX User, operational schedule, etc.
	Rel-15

	[R-5.9a-005]
	If an MCX Service system supports functional alias, the MCX Service shall provide a mechanism for an MCX Service Administrator to manage functional aliases, and for each functional alias indicate either if it can be simultaneously active for multiple MCX Users up to a per-alias configurable number, or if it is allowed to be taken over by an authorized MCX User, or none of these two options.
	Rel-15

	[R-5.9a-006]
	If a MCX User attempts to activate a functional alias that is already active for another MCX User, and is not allowed to be simultaneously active for multiple MCX Users or the number of simultaneous MCX Users is reached to the upper limit, the MCX Service shall inform the MCX User that the functional alias is already in use.
	Rel-15

	[R-5.9a-007]
	If an MCX User attempts to activate a functional alias that is already active for at least one other MCX User, and that functional alias is allowed to be simultaneously active for multiple MCX Users and the upper limit of number of simultaneous MCX Users is not reached, the MCX Service shall activate the functional alias for the MCX user and inform all other MCX User(s) with the same functional alias.
	Rel-15

	[R-5.9a-008]
	If an authorized MCX User attempts to activate a functional alias that is already used by another MCX User, and that functional alias is allowed to be taken over, and is not indicated for simultaneous activation to multiple MCX Users, the MCX Service shall offer the MCX User to take over the functional alias from the MCX User using the alias.
	Rel-15

	[R-5.9a-008a]
	If an authorized MCX User attempts to activate a functional alias that is already active for at least one other MCX User, and the upper limit of number of simultaneous MCX Users is reached, the MCX Service shall reject the MCX User's request.
	Rel-15

	[R-5.9a-009]
	If an authorized MCX User takes over the functional alias that is already active for another MCX User, the MCX Service shall activate the functional alias to the MCX User and inform the previous MCX User that the alias has been deactivated.
	Rel-15

	[R-5.9a-010]
	If an MCX Service system supports functional alias, the MCX Service shall allow the MCX User to perform an activation of an unlisted functional alias. that is defined in the MCX Service system.
	Rel-15

	[R-5.9a-011]
	If an MCX Service system supports functional alias, then an authorized MCX User shall be able to interrogate the MCX Service System of the alias(es) active for a certain MCX User.
	Rel-15

	[R-5.9a-012]
	If an MCX Service system supports functional alias, the MCX Service shall provide a mechanism for an MCX Service Administrator to authorize a MCX User to activate, deactivate, interrogate and take over a functional alias.
	Rel-15

	[R-5.9a-013]
	Void
	Rel-15

	[R-5.9a-014]
	The MCX Service shall allow the functional alias to be structured as a combination of organizationally meaningful elements (e.g. user.agency@organization.country, role.mission@department.company, function.equipment.ID@city, label1.label2.label3@firstname.familyname).
	Rel-15

	[R-5.9a-015]
	The MCX Service system shall allow an MCX Service Administrator to make use of information (e.g. operational schedules, locations, velocity or direction) from external sources to create or delete a functional alias.
	Rel-15

	[R-5.9a-016]
	The MCX Service system shall allow the MCX Service Administrator to assign a communication priority for a functional alias.
	

	[R-5.9a-017]
	The MCX Service system shall allow the MCX Service Administrator to assign a time limit to a functional alias after which the functional alias will be deactivated.
	

	[R-5.9a-018]
	The MCX Service shall support automatic activation and de-activation of a functional alias based on the operational criteria (e.g. MCX User ID, login/logoff from the MCX Service system, specific external information supplied by external systems).
	

	[R-6.4.4-003]
	The MCX Service shall be able to prevent the MCX User having registered a specific Functional Alias from revoking their affiliation with a specific MCX Service Group.
	

	[R-6.4.4-004]
	The MCX Service shall be able to prevent the MCX User to revoke his affiliation with a specific MCX Service Group if the MCX User is the only MCX User in the MCX Service Group registered a specific Functional Alias.
	

	[R-6.4.9-001]
	The MCX Service shall provide a mechanism for an MCX Service Administrator to configure the conditions under which MCX Service communications shall be terminated (e.g., last Participant leaving, second last Participant leaving, initiator leaving, last MCX User having registered a specific Functional Alias is leaving).
	

	[R-6.12-006]
	The MCX Service shall provide a means for an authorized MCX User to activate a one-time Location information report of an MCX User and periodic Location information update reports of an MCX User or a specific Functional Alias.
	


A.3
Multi-talker control

A.3.1
Description

The normative stage 1 requirements for multi-talker control are documented in 3GPP TS 22.179 [3].

A.3.2
General requirements

Table A.3.2-1 contains the list of requirements applicable for multi-talker control. 

Table A.3.2-1: General requirements to support multi-talker control

	Reference
	Description
	Solution

	[R-6.2.3.7.2-001]
	An MCPTT Group shall be configurable to allow multi-talker control.
	Rel-15

	[R-6.2.3.7.2-002]
	The MCPTT Service shall provide a mechanism for multiple MCPTT Users to talk simultaneously in an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.2-003]
	The MCPTT Service shall determine which Participant(s) are allowed to transmit to all other Participant(s) in an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.2-004]
	The MCPTT Service shall support all Participant(s) to receive audio from all other Participant(s) that are transmitting in an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.2-005]
	The MCPTT Service shall provide a mechanism for the MCPTT Administrator to configure the maximum number of simultaneous talkers in an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.2-006]
	The MCPTT Service shall allow an authorized MCPTT User to change the maximum number of simultaneous talkers at any time during a group call in an MCPTT Group configured for multi-talker control.
	Rel-15


A.3.3
Requesting permission to transmit

Table A.3.3-1 contains the list of requirements for requesting a permission to transmit. 

Table A.3.3-1: Requirements to request permission to transmit

	Reference
	Description
	Solution

	[R-6.2.3.7.3-001]
	The MCPTT Service shall enable authorized Participants to request to transmit to an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.3-002]
	At call setup the MCPTT Service shall provide a notification, for example audio and/or visual, to the MCPTT Group Member attempting to transmit that there are no other Group Members who have affiliated to the MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.3-003]
	The MCPTT Service shall determine the transmitting Participant(s) when there are simultaneous requests for permission to transmit within the same call for an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.3-004]
	Following an MCPTT Request for permission to transmit on the Selected MCPTT Group configured for multi-talker control the MCPTT Service shall provide an Affiliated MCPTT Group Member that made and was granted the request an indication of being allowed to transmit.
	Rel-15


A.3.4
Override an active MCPTT transmission

Table A.3.4-1 contains the list of requirements to support overriding of active MCPTT transmissions. 

Table A.3.4-1: Requirements to override an active MCPTT transmission

	Reference
	Description
	Solution

	[R-6.2.3.7.4.1-001]
	If the number of MCPTT Users requesting the permission to talk exceeds the maximum number of simultaneous talkers in an MCPTT Group configured for multi-talker control, the MCPTT Service shall apply the override mechanism.
	Rel-15

	[R-6.2.3.7.4.1-002]
	The MCPTT Service shall enable MCPTT Administrators to create a priority hierarchy for determining what Participants, Participant types, and urgent transmission types shall be granted a request to override an active MCPTT transmission on an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.4.1-003]
	The priority hierarchy used for granting a request to override an active MCPTT transmission on a group configured for multi-talker control shall contain at least four (4) levels.
	Rel-15

	[R-6.2.3.7.4.1-004]
	The transmitting Participant on an MCPTT Group configured for multi-talker control shall be determined by the relative priorities of the Participants and Call type based on priority (e.g. MCPTT Emergency).
	Rel-15

	[R-6.2.3.7.4.1-005]
	Transmission requests of Participants with insufficient relative priority shall be rejected.
	Rel-15

	[R-6.2.3.7.4.1-006]
	The MCPTT Service shall provide a mechanism for Participants, to override an active MCPTT transmission of a transmitting Participant when the priority level of the overriding Participant or Call type based on priority (e.g. MCPTT Emergency) are ranked higher than the priority level of the transmitting Participant or Call type based on priority for an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.4.1-007]
	If an authorized Participant overrides an MCPTT transmission, the MCPTT Service shall provide a means of notifying the overridden Participant(s) that the transmission has been overridden for an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.4.1-008]
	The MCPTT Service shall revoke the transmit permission of the overridden transmitting Participant on an MCPTT Group configured for multi-talker control.
	Rel-15


A.4
Automatic user regrouping

A.4.1
Description

The normative stage 1 requirements for automatic user regrouping are documented in 3GPP TS 22.280 [2].

A.4.2
General requirements

Table A.4.2-1 contains the list of requirements applicable for automatic user regrouping. 

Table A.4.2-1: Requirements to support automatic user regrouping

	Reference
	Description
	Solution

	[R-6.6.4.2-002]
	The MCX Service shall provide a means for combining a multiplicity of MCX Users into a new, temporary group based on a parameter or a combination of parameters (e.g., particular geographic area, Participant type, initiation of urgent type communication such as MCX Emergency Alert or MCX Emergency Group Communication).
	

	[R-6.6.4.2-002a]


	The MCX Service shall provide a means for automatically combining a multiplicity of MCX Users into a temporary MCX Service Group based on certain criteria. For example, the criteria may include one or more parameters from the list below:

•
A specific element or combination of specific elements in the functional alias of a MCX User

•
Location (including speed and heading) of a MCX User

•
Location or particular geographic area specified by an MCX Service Administrator

•
MCX Service configuration (e.g. MCX User responsible for a certain geographic area or MCX User responsible for a certain MCX Service Group)
	

	[R-6.6.4.2-002b]


	The MCX Service shall be able to automatically update the member's list of a temporary MCX Service Group based on certain criteria i.e. to remove MCX Users no more meeting the criteria and add MCX Users starting to meet the criteria. For example, the criteria may include one or more parameters from the list below:

•
A specific element or combination of specific elements in the functional alias of a MCX User

•
Location (including speed and heading) of a MCX User

•
Location or particular geographic area specified by an MCX Service Administrator

•
MCX Service configuration (e.g. MCX User responsible for a certain geographic area or MCX User responsible for a certain MCX Service Group)
	


A.5
When receiving multiple MCX Service communications

A.5.1
Description

The normative stage 1 requirements when receiving multiple MCX Service communications are documented in 3GPP TS 22.280 [2].

A.5.2
General requirements

Table A.5.2-1 contains the list of requirements applicable when receiving multiple MCX Service communications. 

Table A.5.2-1: Requirements when receiving multiple MCX Service communications

	Reference
	Description
	Solution

	[R-5.4.2-004A]


	The MCX Service shall provide a mechanism for an MCX Service Administrator and/or authorized user to prioritize the order in which multiple MCX Service Private Communications are presented by the MCX UE.
	

	[R-5.4.2-004B]


	The MCX Service shall provide a mechanism for an MCX Service Administrator and/or authorized user to prioritize the order in which MCX Service Group Communications and MCX Service Private Communications are presented by the MCX UE.
	


A.6
GSM-R interworking

A.6.1
Description

The normative stage 1 requirements for GSM-R interworking are documented in 3GPP TS 22.179 [3] and 3GPP TS 22.280 [2].

A.6.2
General requirements

Table A.6.2-1 contains the list of requirements applicable for GSM-R interworking in 3GPP TS 22.179 [3].
Table A.6.2-1: Requirements for GSM-R interworking

	Reference
	Description
	Solution

	[R-6.18.3.5-001]


	The MCPTT Service shall enable interworking with a GSM-R System that is compliant with the UIC GSM-R (EIRENE) standards [x3].
	

	[R-6.18.3.5-002]


	The MCPTT Service shall enable interworking between Function Alias and alternative addressing scheme used in GSM-R.
	

	[R-6.18.3.5-003]


	The MCPTT Service shall enable interworking between MCPTT Group Call and Advanced Speech Call Items used in GSM-R.
	

	[R-6.18.3.5-004]
	Interworking between the MCPTT Service and GSM-R shall support interoperable PTT Private Calls between an MCPTT User and a GSM-R mobile station or controller terminal
	

	[R-6.18.3.5-005]
	Interworking between the MCPTT Service and GSM-R voice services shall support a means of reconciling codecs.
	


Table A.6.2-2 contains the list of requirements applicable for GSM-R interworking in 3GPP TS 22.280 [2]. 

Table A.6.2-2: Requirements for GSM-R interworking

	Reference
	Description
	Solution

	[R-6.17.3.1-001]

	The MCX Service system shall enable bilateral interworking for MCX User positioning information and location information provided for a GSM-R mobile station.
	


A.7
MCData requirements
A.7.1
Conversation management
The following stage 1 requirements are documented in 3GPP TS 22.282 [5].
Table A.7.1-1: Conversation management
	Reference
	Description
	Solution

	[R-6.1.1.2-011]
	If configured by the MCX Administrator the MCData Service shall be able to provide a MCX User the data that had previously been distributed in an ongoing MCData group conversation before this MCX User had affiliated or joined.
	


A.7.2
Robots communication
The following stage 1 requirements are documented in 3GPP TS 22.282 [5].
Table A.7.2-1: Robots communication
	Reference
	Description
	Solution

	[R-6.1.2.x-001]
	The MCData Service shall support MCData communication between robots.
	

	[R-6.1.2.x-002]
	The MCData Service shall support MCData communication between robots to be initiated and/or terminated by a controller.
	


A.8
List of other requirements
NOTE:
The additions made to existing Rel-15 requirements are underlined.
A.8.1
Requirements
The following stage 1 requirements are documented in 3GPP TS 22.280 [2].
Table A.8.1-1: Allowed private communication partners
	Reference
	Description
	Solution

	[R-6.7.3-007]

	The MCX Service shall provide a mechanism for an MCX Service Administrator to configure for a particular authorized MCX User, a set of MCX Users under the same authority to which a Private Communication (without Floor control) can be made by this particular MCX User.
	

	[R-6.7.3-007a]

	The MCX Service shall provide a mechanism for an MCX Service Administrator to configure for a particular authorized MCX User, a set of MCX Users under the same authority from which Private Communication (without Floor control) is allowed to this particular MCX User.
	


Table A.8.1-2: Railway emergency alert / communication functionality
	Reference
	Description
	Solution

	[R-5.4.2-007a]

	Depending on meaningful elements of a functional alias the MCX Service shall be able to restrict or allow MCX Users to be involved in more than one MCX Service Emergency Group Communication at a time.
	

	[R-5.6.2.4.1-013]

	The MCX Administrator shall be able to configure whether the initiation of a MCX Service Emergency Alert shall also automatically trigger a MCX Service Emergency Group Communication.
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