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1. Introduction
This pCR proposes a key issue on supporting roaming UEs.
2. Reason for Change
Industrial requirements on supporting edge computing services for roaming UEs are raised by operators, e.g., as described in GSMA OPG PRD, to enable that subscribers continue to use services from the network edge within another country. GSMA OPG specifies that “roaming subscribers shall be able to access applications deployed on edge resources within the visited network” and that “Access of roaming subscribers to edge applications in the visited network shall be subject to authorisation by the subscriber's Home OP and the Visited OP”.  
Rel-17 EDGEAPP work is limited to the services within home PLMN without providing details on how EEL functional entities should operate when a UE roams in visisted PLMN. For example, the followings are not clarified in Rel-17: how the EEC in the roaming UE knows the availability edge computing service and discovers ECS and EES via the VPLMN. ECS discovery in Rel-17 does not provide details on how to discover available ECS in VPLMN. In Rel-17, ECS can be (i) pre-configured with the EEC, (ii) configured by AC/user, (iii) provisioned by MNO through 5GC procedure, or (iv) derived from PLMN ID, but these method cannot always guarantee a successful discovery of ECS available in VPLMN. The pre-configured ECS information is not always valid in VPLMN. The manually-configured method cannot provide ECS information available in VPLMN because it is not known to AC and EEC in advance as to which PLMN the UE will roam in. Also, it is not practical and easy for users to configure EEC manually when roaming in VPLMN. 5GC procedure depends on the UDM-provided ECS Address Configuration information, which does not consider a case that the serving PLMN is chaged due to roaming. Also, it is not applicable when the VPLMN consists of EPC. Regarding derivation from PLMN ID, it is not ensured that the derived ECS information is always valid in VPLMN and if it is able to provide information for multiple ECSs available in VPLMN.  
Therefore, detailed studies are required under feasible roaming scenarios and deployment models in Rel-18.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98.
* * * First Change * * * *

<Proposed change in revision marks>
4.x
Key issue #x: Support for roaming UEs

When a UE is roaming in VPLMN, the ECS used in HPLMN, called H-ECS, may not have EDN configuration information for edge computing service in VPLMN. The EEC in the UE thus needs to obtain information for V-ECS (ECS available in VPLMN) to use edge computing service in VPLMN. This should be also based on the business relationship between HPLMN operator, VPLMN operator, and related ECSP(s). In this scenario, at first the EEC in the roaming UE needs to know the availability of the edge computing service and discover ECS(s) and EES(s) that are available via the VPLMN. 
In Rel-17, ECS discovery based on VPLMN ID is addressed in clause 8.3.2 of TS 23.558 [x] but not sufficient to cover various cases, e.g. when there are multiple available ECSs via the VPLMN for the roaming UE. Therefore, it is required to study ECS discovery in VPLMN and its subsequent service provisioning which are valid for all viable deployment models. Also, the ECS(s) and EES(s) available via the VPLMN are required to check whether their services can be provided to the EEC in the roaming UE. 
Open issues:
-
How the EEC in the roaming UE knows the availability of ECS(s) and EES(s) and discover them in the VPLMN?
-
How to support authentication and authorization for an EEC hosted in the roaming UE.

-
Whether and how to support topology hiding on inter-PLMN/ECSP interfaces on the edge enabler layer.
* * * End of Change * * * *

