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1. Introduction
This contribution provides a proposal for solution evaluation in subclause 7.2.9.2.
2. Reason for Change
In TR 23.722, the solution in subclause 7.2.9 is as shown below:

	7.2.9
Solution 9: Secure communication
7.2.9.1
Solution description

7.2.9.1.1
General

The solution considers secure communication between the API invoker and the CAPIF.

A secure communication channel is mandatory for the followings communications in CAPIF.
-
CAPIF-1 supported functionality (e.g. obtaining authorization) between the API invoker and the CAPIF core functions

-
CAPIF-2 supported functionality (e.g. service API invocation) between the API invoker and the AEF.

-
CAPIF-3 supported functionality (e.g. sharing authorization information) between the AEF and CAPIF core functions


7.2.9.2
Solution evaluation

Editor’s Note:
This clause will evaluate the solution.




This contribution proposes the solution evaluation in subclause 7.2.9.2 to be captured in TR 23.722.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.722 v0.3.0.
* * * First Change * * * *

7.2.9.2
Solution evaluation


This solution enables the use of a secure communication channel for all the interactions in CAPIF.
SA3 is responsible for the detailed secure communication solution for CAPIF. Hence, SA3 may further study and specify a common solution for a secure communication channel to be used in CAPIF.
* * * End Change * * * *

