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1. Introduction
This pCR is to address the editor's note in the subclause 7.2.9.2 to evaluate the solution for "Secure communication".
2. Reason for Change
The proposed evaluation is based on the solution that is described in subclause 7.2.9.1.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.722 V0.3.0.
* * * First Change * * * *

7.2.9
Solution 9: Secure communication
7.2.9.1
Solution description

7.2.9.1.1
General

The solution considers secure communication between the API invoker and the CAPIF.

A secure communication channel is mandatory for the followings communications in CAPIF.
-
CAPIF-1 supported functionality (e.g. obtaining authorization) between the API invoker and the CAPIF core functions

-
CAPIF-2 supported functionality (e.g. service API invocation) between the API invoker and the AEF.

-
CAPIF-3 supported functionality (e.g. sharing authorization information) between the AEF and CAPIF core functions


7.2.9.2
Solution evaluation


This solution is to state that the communication between the CAPIF entities is always over secured channel and is applicable to all the reference points listed in the subclause 7.1.1.1.3 Reference points.
* * * Next Change * * * *
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