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1. Introduction
This pCR adds the MEC gap analysis in clause 4, and proposes to streamline the gap analysis. Also adds missing text covered by ed. notes.
2. Reason for Change
The MEC gap analysis is missing in clause 4. Also, the OMA gap analysis has been performed against a rather old version of 23.682, a number of criteria are missing. The information is sometimes too detailed to be included in a table. E.g., if we have three classes (available, partial, gap) – is it really necessary if partial support is "much", "some" etc.? Streamlining seems needed. 
3. Conclusions

n/a
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.722 v 0.3.0.
* * * First Change * * * *

2
References

[…]
[x]
OMA-ER_Autho4API: "Authorization Framework for Network APIs ".
[y]
OMA-TS-NGSI_Registration_and_Discovery: "NGSI Registration and Discovery".
* * * Next Change * * * *
3.3
Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ACL
Access Control List

AEF
API Exposing Function

AF
Application Function

API
Application Program Interface

AS
Application Server

BM-SC

Broadcast Multicast Service Centre

CAPIF
Common API Framework

CRUD
Create, Read, Update, Delete

DASH
Dynamic Adaptive Streaming over HTTP

DDoS
Distributed Denial of Service

DNS
Domain Name Servers

ETSI
European Telecommunications Standards Institute 

GS
Group Specification

HATEOAS
Hypermedia As The Engine Of Application State
HPLMN
Home PLMN

HTTP

Hyper Text Transfer Protocol

HTTPS
Hypertext Transfer Protocol Secure

IDL
Interface Definition Language

IETF
Internet Engineering Task Force

IoT
Internet of Things

IP
Internet Protocol

IP-CAN
IP Connectivity Access Network

ISG
Industry Specification Group

JSON
JavaScript Object Notation

MBMS

Multimedia Broadcast and Multicast Service

MEC
Multi-access Edge Computing

MMS
Multimedia Messaging Service

NDS/IP
NDS for IP based protocols

NFV
Network Functions Virtualization

NGSI
Next Generation Service Interfaces 

OAI
Open API Initiative

OAuth
Open Authorization

OMA
Open Mobile Alliance

OWSER
OMA Web Services 
PC
Protocol Converter

PCC
Policy and Charging Control

PCRF
Policy control and Charging Rules Function

PLMN
Public Land Mobile Network

REST
REpresentational State Transfer

RPC
Remote Procedure Call

RTP
Real Time Protocol

SCEF
Service Capability Exposure Function

SCS
Service Capability Server

SMS
Short Message Service

SOAP
Simple Object Access Protocol

TCP
Transmission Control Protocol

TLS
Transport Layer Security

TSSF
Traffic Steering Support Function

UE
User Equipment

UDDI
Universal Description, Discovery and Integration 
URI
Uniform Resource Identifier

URL
Uniform Resource Locator

VOD
Video On Demand

VPLMN
Visiting PLMN

WSDL
Web Services Description Language

XML
eXtensible Markup Language
* * * Next Change * * * *
4
Analysis of external API frameworks
4.1
Introduction
The subsequent sub-clauses contain the results of an analysis of external API frameworks against an initial set of CAPIF functionality that was derived from 3GPP TS 23.682 [2]. This analysis has been performed as a starting point of the CAPIF study to get a better understanding of existing functionality.
4.2
OMA API framework
4.2.1
Description
A detailed description of the OMA API framework is provided in annex B.

4.2.2
Detailed analysis 

This clause provides the results of a high-level gap analysis of the OMA Network APIs needed to support the IoT networks, based on OMA inputs. Table 4.2.2-1 provides the results of this analysis and lists the gaps identified that may be applicable to the CAPIF.
Editor's note: Instructions to rapporteur: (1) apply appropriate table formatting (TAH / TAL) (2) remove the last column in the table (for the purpose of this pCR, only the content of that column has been deleted to be able to track the change) (3) delete this editor's note)
Table 4.2.2-1: OMA API framework analysis results
	Functionality
	OMA Support (Available/Partial/Gap)
	OMA specification 
	

	Authentication and Authorization
	Partial
	OMA-ER-Autho4API [x]
	

	Identification of the API consumer
	Partial
	OMA-ER-Autho4API [x]
	

	Profile Management
	Partial
	OMA-ER-Autho4API [x]
	

	ACL management
	Partial
	OMA-ER-Autho4API [x]
	

	Ability for the external entities to discover the exposed service capabilities
	Partial (see note)
	OMA-TS-NGSI_Registration_and_Discovery [y]
	

	Policy Enforcement
	
	
	

	Infrastructure policy / network protection
	Gap
	
	

	Business policy e.g number portability
	Gap 
	
	

	Application Layer Policy e.g. throttling
	Gap 
	
	

	Assurance
	
	
	

	Integration with O&M Platforms
	Gap 
	
	

	Usage of APIs
	Gap 
	
	

	Accounting for inter-operator settlements
	Gap 
	
	

	Access: issues related to external interconnection and point of contact
	Gap
	
	

	Abstraction: hides the underlying 3GPP network interfaces and protocols to allow full network integration
	Available
	(individual OMA API specifications)
	

	NOTE:
OMA-TS-NGSI_Registration_and_Discovery [y] is applicable to a specific type of web services (OWSER using UDDI and WSDL). 



4.3
ETSI MEC API framework
4.3.1
Description

A detailed description of the ETSI MEC API framework is provided in annex C.
4.3.2
Detailed analysis
This clause provides the results of a high-level gap analysis of the ETSI MEC Application enablement (ETSI GS MEC011 [9]) and API principles (ETSI GS MEC009 [7]) specifications. Table 4.3.2-1 provides the results of this analysis and lists the gaps identified that may be applicable to the CAPIF.
Table 4.3.2-1: ETSI MEC API framework analysis results
	Functionality
	ETSI MEC Support (Available/Partial/Gap)
	ETSI MEC specification

	Authentication and authorization
	Partial
	ETSI GS MEC009 [7]

	Identification of the API consumer
	Partial
	ETSI GS MEC009 [7]

	Profile Management
	Partial
	ETSI GS MEC009 [7]

	ACL management
	Partial
	ETSI GS MEC009 [7]

	Ability for the external entities to discover the exposed service capabilities
	Available
	ETSI GS MEC011 [9]

	Policy Enforcement
	
	

	Infrastructure policy / network protection
	Gap 
	

	Business policy e.g number portability
	Gap 
	

	Application Layer Policy e.g. throttling
	Gap 
	

	Assurance
	
	

	Integration with O&M Platforms
	Gap 
	

	Usage of APIs
	Gap 
	

	Accounting for inter-operator settlements
	Gap 
	

	Access: issues related to external interconnection and point of contact
	Gap
	

	Abstraction: hides the underlying 3GPP network interfaces and protocols to allow full network integration
	Available
	(individual MEC API specifications)


