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Abstract: The paper discusses the need for new functional entities/reference points to support functional alias(es).

1. Introduction
The paper discusses the need for new functional entities and new reference points to support functional alias(es).

Several editor's notes in TR 23.790 addressing the question whether new functional entities are required or whether existing functional entities are sufficient to support functional alias(es) handling.
Sub-clause 5.3.2.2
Architectural requirements
Editor’s note:
The solution relies on existing user profile management and group management procedures, but further study is needed to elaborate whether there is a need to introduce new functional entities (e.g. Functional alias(es) management client/server) or whether existing functional entities (e.g. Configuration management client/server) can be re-used.

Sub-clause 5.3.4.2
Architectural requirements

Editor's note:
It is FFS whether there is a need to introduce new functional entities or whether existing functional entities can be re-used.

Editor's note:
It is FFS whether existing group management procedures can be used for functional alias(es) handling.
The following discusses a list of aspects based on existing content in TR 23.790 in sub-clause 5.3:
· The group call setup procedures using functional alias(es) (pre-arranged and chat group calls) are almost equal to existing procedures. The Functional alias substitutes the MCPTT ID, the MCPTT server resolves the MCPTT ID and performs verification if the functional alias can the used. Further details how the MCPTT server resolves the MCPTT ID and checks functional alias(es) are not shown. The group management server functionality is not modified, the existing MCPPT client can be used. The procedure does not require any new functional entities.
Conclusion #1: Group call setup procedures do not require new functional entities to support functional alias(es).

· Procedures allowing the user to know which functional alias(es) are configured within his/her user profile are almost identical to existing user profile configuration procedures. Therefore, it is recommended to rely on existing entities, i.e. configuration management client and server.

Conclusion #2​: User profile queries, including functional alias(es) information, do not require new functional entities.

· The procedures which allow the user to activate and de-activate functional alias(es) are derived from group affiliation and de-affiliation procedures. A functional alias(es) management server handles the activation status of functional alias(es) in the network and a functional alias(es) management client in the UE. Even if the procedures are almost identical with group affiliation and group de-affiliation, functional alias(es) have several different characteristics than groups. For example, there are no correspondent procedures for group creation or regrouping in conjunction with functional alias(es).  Further investigations may find additional differences or even new group features may be invented which are not applicable to functional alias(es). Groups and functional alias(es) have a different meaning. It is therefore recommended to introduce new functional entities called functional alias(es) management server and functional alias(es) management client to handle the dynamic service specific interactions between the UE and the network.
Conclusion #3: User interactions which aim to activate or de-activate functional alias(es) require new functional entities as none of the existing functional entities are appropriate.
· The TR differentiates between user profile specific and service specific configuration data for functional alias(es). User profile configuration data is stored in the configuration management server and in the user data base. Service specific configuration data is stored in the configuration management server. It is recommended to rely on exiting functional entities.
Conclusion #4​: Configuration data for functional alias(es) can be stored by existing functional entities.

One editor's notes in TR 23.790 is about the need for a new reference point between the functional alias(es) management server and the configuration management server.
Sub-clause 5.3.4.2
Architectural requirements

Editor's note:
The need for a new reference point between the functional alias(es) management server and the configuration management server is FFS.
· A user may activate or de-activate configured functional alias(es). Whether a MC service client is authorised to activate the requested functional alias(es) is verified by the MCPTT server, which has the user profile data available. 
Conclusion #4​: No new reference point is needed for activation and de-activation of functional alias(es). 
· An authorized MC service user may retrieve the active functional alias(es) for a certain MC service user from the network. Whether a certain user is authorized is stored in the user profile data. The functional alias(es) management server needs to verify the user's authorisation, i.e. either send a query to the configuration management server or to the user database. Either way, a new reference point is needed.
Conclusion #5: A new reference point between the functional alias(es) management server and the configuration management server is needed. Alternatively, the functional alias(es) management server may be preconfigured and can identify authorised users without querying the configuration management server.
2. Reason for Change
Several editor's notes need to be resolved.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.790v041.
* * * First Change * * * *

5.3.2.2
Architectural requirements 


The solution relies on existing user profile management and group management procedures. Existing functional entities are used for handling and storing functional alias(es) related configuration data. New functional entities (Functional alias(es) management client and Functional alias(es) management server) are introduced to manage functional alias(es) status information.  
* * * Next Change * * * *

5.3.4.1
Description

The current architecture in 3GPP TS 23.280 sub-clause 7.3 does not deal with the management of functional alias(es).

This solution suggests a dedicated functional alias(es) management server and a dedicated functional alias management client to maintain the association among the subscriber identity and functional alias(es). The functional alias management server is part of the common services core.

A new reference point between MC service server and functional alias management server provides the ability for specific purposes e.g. routing to lookup the association among subscriber identity and functional alias(es).
A new reference point between the configuration management server and the functional alias(es) management server provides the ability to exchange user profile data for verification purposes e.g. whether a user is authorized to retrieve the active functional alias(es) for a certain MC service user.
Figure 5.3.4.1-1 shows the functional alias(es) management server and functional alias management client functional model.
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Figure 5.3.4.1-1: Functional model showing a functional alias(es) management server and functional alias(es) management client
-
The CSC-xx reference point allows interactions between the Functional alias(es) management client in the UE and the Functional alis(es) management server in the Common Services Core of the network (e.g. an authorised MC service user can request the active functional alias(es) for a certain MC service user).
-
The CSC-yy reference point allows interactions between the Functional alias(es) management server and the MC service server (e.g. used for functional alias(es) activation and de-activation).
-
The CSC-zz reference point allows interactions between the Functional alias(es) management server and the Configuration management server (e.g. to retrieve user profile information to verify whether an authorised user is allowed to query the active functional alis(es) for another user).
5.3.4.2
Architectural requirements 

The solution requires new functional entities in the network and the client. New reference points are required between the network and the client,  between the common services core and the MC service server and between the functional alias(es) management server and the configuration management server.




Editor's note: It is FFS whether location dependent functional alias(es) handling is required.

* * * End * * * *
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