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1. Introduction
This pCR is to address the editor's note in the clause 8 to consider different solutions and provide overall evaluation.
2. Reason for Change
The proposed evaluation is based on the solutions that are described in clause 7.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.722 V0.3.0.
* * * First Change * * * *

8
Overall evaluation


8.1
General
The following subclauses contain an overall evalation of the solutions presented in this technical report, and their applicability to the identified key issues. 
-
Subclause 8.2 provides an evaluation of the high level architecture specified in subclause 7.1; and
-
Subclause 8.3 lists the solutions for the key issues including impact on other working groups that will need consideration.

8.2
Architecture evaluation

The high level architecture solution in subclause 7.1 describes the baseline functional model for a common API framework. The architecture solutions in subclauses 7.2 and 7.3, consider the scenarios for multiple API providers. A summary of the  architecture solutions specified in this technical report are listed in table 8.2-1.
Table 8.2-1 Architecture evaluation
	Architecture solution
	Applicable key issues 

(subclause reference)
	Evaluation
(subclause reference)

	7.1.1
Solution 1 – High level functional architecture for the CAPIF
	5.1, 5.2, 5.3, 5.4, 5.5, 5.6, 5.7, 5.8, 5.9, 5.10, 5.11, 5.12, 5.13, 5.14, 5.15, 5.16, 5.17
	7.1.1.2

	7.1.2
Solution 2 – CAPIF architecture for service APIs from 3rd party service provider
	5.17
	7.1.2.2

	7.1.3
Solution 3 – High level functional architecture for the CAPIF interconnection to support service APIs from 3rd party API providers
	5.17
	7.1.3.2


8.3
Solution evaluation

All the solutions specified in this technical report are listed in table 8.3-1 along with the mapping of the solutions to the key issues outlined in clause 5 and the impact on other working groups that will need consideration during the normative phase.
Table 8.3-1 Solution evaluation

	Solution
	Applicable key issues 
(subclause reference)
	Evaluation
(subclause reference)
	Dependency on other working groups

	7.2.1
Solution 1: Publish service APIs
	5.1
	7.2.1.2
	None

	7.2.2
Solution 2: Discover service APIs
	5.1
	7.2.2.2
	None

	7.2.3
Solution 3: Subscription and notifications for the CAPIF events related to service APIs
	TBD
	7.2.3.2
	None

	7.2.4
Solution 4: CAPIF access control with topology hiding
	5.2
	7.2.4.2
	SA3

	7.2.5
Solution 5: Onboarding API invoker to the CAPIF
	5.10
	7.2.5.2
	SA3

	7.2.6
Solution 6: Authentication between the API invoker and the CAPIF core functions
	5.3
	7.2.6.2
	SA3

	7.2.7
Solution 7: Obtaining authorization to access service API
	5.3
	7.2.7.2
	SA3

	7.2.8
Solution 8: Authentication between the API invoker and the AEF
	5.3
	7.2.8.2
	SA3

	7.2.9
Solution 9: Secure communication
	5.13
	7.2.9.2
	SA3

	7.2.10
Solution 10: API invoker authorization to access service APIs
	5.4, 5.12
	7.2.10.2
	SA3

	7.2.11
Solution 11: Logging service API invocations
	5.8
	7.2.11.2
	None

	7.2.12
Solution 12: Auditing service API invocation
	5.9
	7.2.12.2
	None

	7.2.13
Solution 13: Charging the invocation of service APIs
	5.5
	7.2.13.2
	SA5

	7.2.14
Solution 14: Monitoring service API invocation
	5.7
	7.2.14.2
	None

	TBD
	
	
	

	TBD
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