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1. Introduction
This contribution provides a proposal for resolving editor's note on relationship between logging and charging.
2. Reason for Change
There are charging and logging requirements in CAPIF as captured in 23.722
	6.4
Charging requirements
6.4.1
General

This subclause specifies the charging related requirements for the usage or invocation of service APIs.
6.4.2
Requirements

[AR-6.4.2-a] The CAPIF shall provide mechanisms to record the invocation count of the service APIs for charging purpose.

[AR-6.4.2-b] The CAPIF shall provide mechanisms to record identification of the API invoker and the associated service API invocation for charging purpose.

[AR-6.4.2-c] The CAPIF shall provide mechanisms to record timestamp of the service API invocation.

[AR-6.4.2-d] The CAPIF shall provide mechanisms to record the service API related information, e.g. API location.

6.7
Logging service API invocation requirements
6.7.1
General

The CAPIF supports the ability to log and store service API invocations. This enables API providers to record service API invocation events for the purpose of tracing back and statistical anlaysis.
6.7.2
Requirements
[AR-6.7.2-a] The CAPIF shall provide mechanisms for service API invocation event logging and storage functionality. For each service API invocation event, the service API invocation log shall at least include: invoker's ID and IP address, service API name and version, input parameters, invocation result, and time stamp information.
[AR-6.7.2-b] The service API invocation log shall be stored for a configurable time period, according to the service API provider's policy.
[AR-6.7.2-c] The service API invocation log shall be stored securely, and shall only be accessed by authorized administrators of the service API provider.
Editor's note: The relationship between logging and charging is FFS.




According to the 3GPP TS 32.240, which specifies the charging architecture and principles, a charging event is defined as:
	charging event: set of charging information forwarded by the CTF towards the CDF (offline charging) or towards the OCS (online charging). Each charging event matches exactly one chargeable event.


The charging information is a generated and transferred to appropriate network elements. 3GPP SA5 is the group responsible for charging and assigning the CTF responsibilities to services, sub-systems and network elements.
Currently, we cannot identify any relationship between the logging and charging in CAPIF.

Hence, it can be concluded that there is no relationship between logging and charging in CAPIF.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.722 v0.3.0.
* * * First Change * * * *

6.7
Logging service API invocation requirements
6.7.1
General

The CAPIF supports the ability to log and store service API invocations. This enables API providers to record service API invocation events for the purpose of tracing back and statistical anlaysis.
6.7.2
Requirements
[AR-6.7.2-a] The CAPIF shall provide mechanisms for service API invocation event logging and storage functionality. For each service API invocation event, the service API invocation log shall at least include: invoker's ID and IP address, service API name and version, input parameters, invocation result, and time stamp information.
[AR-6.7.2-b] The service API invocation log shall be stored for a configurable time period, according to the service API provider's policy.
[AR-6.7.2-c] The service API invocation log shall be stored securely, and shall only be accessed by authorized administrators of the service API provider.

NOTE:
There is no relationship between logging and charging.
* * * End Change * * * *

