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1. Introduction
Resolving the editor’s note in subclause A.2.2 with texts to generalize the description of NAPS WI.
2. Reason for Change
Annex A in the CAPIF SI TR captures the summary of relevant API work that have been done or being done in other 3GPP WGs. Subclause A.2.2 summarizes the Northbound API for SCEF – SCS/AS Interworking (NAPS) WI. There is one editor’s note in subclause A.2.2:
	Editor’s Note:
The paragraph above needs update as per the conclusion of NAPS work item in SA2.




This WI has been in progress in SA2 and CT3. SA2 work (stage 2) and CT3 work (stage 3) are planned to complete in Sept 2017 and June 2018, respectively. The completion rate, as of June, is 85% and 25%. The latest WIDs are SP-170240 and CP-171143.

Given the ongoing state of this NAPS work, it is not possible to replace the existing editor’s note in subclause A.2.2 with definitive description of the NAPS functionality. For the intent and purpose of the CAPIF SI, it appears prudent to avoid describing any specific details of the ongoing work in other WGs in order to avoid any incorrect or misleading technical content.
With the SA6’s intent to complete the CAPIF SI at the next SA plenary (Sept 2017) and finalize the TR with no outstanding editor’s note, under this circumstance, it appears best that we simply replace the existing editor’s note with high-level description and give reference to the relevant SA2 / CT3 specifications.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.722 ver.0.3.0.
* * * First Change * * * *
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* * * Next Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ACL
Access Control List

AEF
API Exposing Function

AF
Application Function

API
Application Program Interface

AS
Application Server

BM-SC

Broadcast Multicast Service Centre

CAPIF
Common API Framework

CRUD
Create, Read, Update, Delete

DASH
Dynamic Adaptive Streaming over HTTP

DDoS
Distributed Denial of Service

DNS
Domain Name Servers

ETSI
European Telecommunications Standards Institute 

GS
Group Specification

HATEOAS
Hypermedia As The Engine Of Application State
HPLMN
Home PLMN

HTTP

Hyper Text Transfer Protocol

HTTPS
Hypertext Transfer Protocol Secure
IDL
Interface Definition Language

IETF
Internet Engineering Task Force

IoT
Internet of Things

IP
Internet Protocol

IP-CAN
IP Connectivity Access Network

ISG
Industry Specification Group

JSON
JavaScript Object Notation

MBMS

Multimedia Broadcast and Multicast Service

MEC
Multi-access Edge Computing

MMS
Multimedia Messaging Service

MTC
Machine Type Communication
NAPS
Northbound API for SCEF – SCS/AS Interworking
NDS/IP
NDS for IP based protocols

NFV
Network Functions Virtualization

NGSI
Next Generation Service Interfaces 

OAI
Open API Initiative

OAuth
Open Authorization

OMA
Open Mobile Alliance

PC
Protocol Converter

PCC
Policy and Charging Control

PCRF
Policy control and Charging Rules Function

PLMN
Public Land Mobile Network

REST
REpresentational State Transfer

RPC
Remote Procedure Call

RTP
Real Time Protocol

SCEF
Service Capability Exposure Function

SCS
Service Capability Server

SMS
Short Message Service

SOAP
Simple Object Access Protocol

TCP
Transmission Control Protocol

TLS
Transport Layer Security

TSSF
Traffic Steering Support Function

UE
User Equipment

URI
Uniform Resource Identifier

URL
Uniform Resource Locator

VOD
Video On Demand

VPLMN
Visiting PLMN

WSDL
Web Service Definition Language

XML
eXtensible Markup Language

* * * Next Change * * * *

A.2.2
SA2, CT3: SCEF to expose the services and capabilities provided by 3GPP network interfaces and protocols
3GPP TS 23.682 [2]: contains Architecture enhancements to facilitate communications with packet data networks and applications. 3GPP TS 29.122 [x]: contains T8 reference point for Northbound APIs.

Northbound APIs for SCEF – SCS/AS Interworking (NAPS) work item defines the SCEF API to the SCS/AS. This functionality is based on the requirements specified by oneM2M. The detail of the API is specified in 3GPP TS 23.682 [2] and 3GPP TS 29.122 [x]. At the time of writing the present document, the NAPS work item is in progress.
T8 is the logical interface between the SCEF and the SCS/AS. The SCEF provides a set of APIs to the SCS/AS so that the latter can access the service and capabilities provided by 3GPP network entities in order to realize MTC application services.



* * * Next Change * * * *

A.2.1
SA4: API for the interface between MBMS service provider and BM-SC (xMB)
3GPP TR 26.981 [3]: contains MBMS Extensions for Provisioning and Content Ingestion (v14.0.0, 2017-03).

According to the introduction clause, this TR intends to "identify key functionality of an interface from external application service/content providers to the BM-SC for provisioning and content ingestion in order to leverage all delivery methods and procedures through the interface."
3GPP TR 26.981 [3] captures 5 use cases (clause 4) and describes corresponding provisioning and ingestion procedures (clause 5). They are mainly related to TV broadcast delivery over MBMS.

Use case 1: Live Video from multiple cameras angles into a stadium.

Use case 2: Nation-Wide TV channels.

Use case 3: VOD prepositioning.

Use case 4: Software Update.

Use case 5: TV Program Guide update delivery.

3GPP TR 26.981 [3]also looks into existing protocols for provisioning interface (i.e. API) in clause 7:

1)
Hypertext Transfer Protocol (HTTP);

2)
Diameter;

3)
EXtensible Markup Language (XML);

4)
Representational State Transfer (REST); and

5)
Simple Object Access Protocol (SOAP).

As the conclusion, 3GPP TR 26.981 [3] recommends to use RESTful API and OAI as the modelling language for RESTful API.

	[Quote from Clause 8 Conclusion]

It is recommended RESTful APIs to provide the interface specification for the interface. The benefits of RESTful APIs outweigh the complexities of other protocols. RESTful APIs not only simplify the interface specification, but also simplifies implementation tasks and has lesser overhead compared to other protocols. 

It is recommended to use OAI (formerly known as Swagger) as modelling language for RESTful APIs.


* * * Next Change * * * *

A.2.3
CT3: Representational State Transfer (REST) protocol-based St reference point
3GPP TS 29.155 [4]: contains Traffic steering control; Representational state transfer (REST) over St reference point (v14.1.0, 2017-03).

This is a stage 3 TS that defines the St reference point between PCRF and Traffic Steering Support Function (TSSF) (clause 1).

St reference point is based on REST protocol-based interface for the PCRF to provision the traffic steering control information to the TSSF for the IP-CAN session.  It is based on JSON / HTTP / TCP. The PCRF uses HTTP methods (POST, PUT, GET, PATCH, DELETE) to create, query, modify, remove to manage the session/resource for traffic steering control information to the TSSF (clause 4). To secure the communication, NDS/IP network layer security or HTTPS (HTTP/TLS) transport layer security is used (clause 6).

The discovery of TSSF (TSSF URI) is done by pre-configuration in PCRF (subclause 5.5).

A.2.4
CT3: Representational State Transfer (REST) reference point between the Application Function (AF) and the Protocol Converter (PC)
3GPP TS 29.201 [5]: contains Representational State Transfer (REST) reference point between Application Function (AF) and Protocol Converter (PC) (v14.0.0, 2016-12).

This is a stage 3 TS that defines the reference point between AF and PC in order for the AF to communicate with PCRF. The AF runs applications that communicate with PCRF to obtain PCC information for traffic plane resources (subclause 4.2, 4.3). 

The interface to PCRF (Rx) is Diameter based. If the AF uses RESTful based API, then a protocol converter (PC) is needed to translate the protocols in the middle.  The PCRF and PC can be located within the VPLMN/HPLMN; the AF can be located in the same PLMN with the PC or in 3rd party network attached to that PLMN (subclause 4.2, 4.3). Figure 4.2-1 (REST-Rx reference model) is quoted below:
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Figure A.2.4-1: 3GPP TS 29.201 fig. 4.2.1 The REST-Rx reference model
PCC procedure over RESTful reference point (REST-Rx) covers the following functionalities (subclause 4.5) along with message diagrams (Annex A):

1.
Initial Provisioning of Session Information;

2.
Modification of Session Information;

3.
AF Session Termination;
4.
Gate Related Procedures;

5.
Subscription to Notification of Signalling Path Status; and

6.
Traffic Plane Events.

REST-Rx reference point is based on REST protocol-based interface for the AF to communicate with PCRF via PC. It is based on XML / HTTP / TCP. The AF uses HTTP methods (POST, PUT, DELETE) to create, modify, and delete the resource state (subclause 5.3). To secure the communication, HTTPS (HTTP/TLS) transport layer security is used (clause 7).
* * * End of Change * * * *
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