3GPP TSG-SA WG6 adhoc on CAPIF and FRMCS
S6a170285
Sophia Antipolis, France, 4th – 7th September 2017
(revision of S6a170xxx)

Title:
LS on CAPIF security aspects
Response to:


Release:
Release 15
Work Item:
FS_CAPIF
Source:
3GPP TSG SA WG6
To:
3GPP TSG SA WG3
Cc:


Contact Person:


Name:
Niranth Amogh
Tel. Number:
+919845107520
E-mail Address:
namogh@huawei.com
Send any reply LS to:
3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org
Attachments:
Draft TR 23.722 v0.4.0

1. Overall Description:

3GPP SA WG6 would like to inform 3GPP SA WG3 about the security aspects considered in the study for Common API Framework for 3GPP northbound APIs (CAPIF).
3GPP SA WG6 have agreed on the 3GPP TR 23.722 and will now progress to the normative work for CAPIF in Release 15. 

3GPP SA WG6 would like to ask 3GPP SA WG3 to take into account the CAPIF security aspects provided in 3GPP TR 23.722 as part of their study in Release 15.
2. Actions:

To SA3.

ACTION: 
3GPP SA WG6 asks 3GPP SA WG3 to take into account the CAPIF security aspects provided in 3GPP TR 23.722 as part of their study in Release 15.
3. Date of Next SA6 Meetings:

SA6 Meeting #19 9th – 13th October 2017
Dubrovnik, HR
SA6#20 27th November – 1st December 2017
Reno, US
