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1. Introduction
This pCR is to address the editor's note in the clause 8 to consider different solutions and provide overall evaluation.
2. Reason for Change
The proposed evaluation is based on the solutions that are described in clause 7.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.722 V0.3.0.
* * * First Change * * * *

8
Overall evaluation


8.1
General
The following subclauses contain an overall evalation of the solutions presented in this technical report, and their applicability to the key issues raised. 
-
Subclause 8.2 provides an evaluation of the high level architecture specified in subclause 7.1; and
-
Subclause 8.3 lists the solutions for the key issues including impact on other working groups that will need consideration.

8.2
Architecture evaluation

The architectures in subclause 7.1 specify common API framework for both centralized and distributed architectures. The architecture solution also consider the scenario where multiple API providers are utilizing a common API framework.

8.3
Solution evaluation

The solutions specified in this technical report are listed in table 8.3-1 along with the mapping of the solutions to the key issues outlined in clause 5 and the impact on other working groups that will need consideration.

	Solution 
	Applicable key issues
	Evaluation
	Dependency on other working groups

	7.1.1
	5.1, 5.2, 5.3, 5.4, 5.5, 5.6, 5.7, 5.8, 5.9, 5.10, 5.11, 5.12, 5.13, 5.14, 5.15, 5.16, 5.17
	This solution is an architectural model for the CAPIF which allows API invokers inside the PLMN trust domain and outside the PLMN trust domain to access the service APIs and CAPIF APIs. The solution also allows the API provider functions to be inside the PLMN trust domain and outside the PLMN trust domain accessing the CAPIF core functions.
	None

	7.2.1
	5.1
	This solution allows the API providers to publish service APIs (including API details) to CAPIF core functions, which is made aware to the API invoker either during discovery or via as an event notification.
	None

	7.2.2
	5.1
	This solution allows the API invokers to discover service APIs (including query information) from CAPIF core functions, based on the service APIs published by the API provider functions.
	None

	7.2.3
	TBD
	TBD
	None

	7.2.4
	5.2
	TBD
	SA3

	7.2.5
	5.10
	This solution enables the API provider to grant permission and as a result an API invoker profile is created for onboarding new API invokers.
	SA3?

	7.2.6
	5.3
	This solution allows the API invokers to get authenticated with the CAPIF core functions and CAPIF core functions sharing the required authentication information with AEF.
	SA3

	7.2.7
	5.3
	TBD
	SA3

	7.2.8
	5.3
	This solution allows the API invokers to get authenticated with the AEF considering minimum latency is introduced for authentication.
	SA3

	7.2.9
	5.13
	This solution is to state that the communication between the CAPIF entities is always over secured channel and is applicable to all the reference points listed in the subclause 7.1.1.1.3 Reference points.
	SA3

	7.2.10
	5.4, 5.12
	This solution allows the API invocation requests from the API invokers to be servered after authorization by the AEF with minimum latency introduction for authorization.
	SA3

	7.2.11
	5.8
	This solution allows the AEF to store the service API invocations for a configured duration, at the CAPIF core functions including the necessary information to be logged.
	None

	7.2.12
	5.9
	This solution allows the API management to perform the audit functions on the service API invocation logs, to help API management detect the abuse of service API invocations.
	None

	7.2.13
	5.5
	This solution allows the AEF to trigger charging request including API invoker and API information for access by the authorized API management.
	SA5

	7.2.14
	5.7
	This solution allows the API management to receive the notifications for the API management subscribed monitoring events.
	None
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