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Abstract: The paper adds missing configuration data to support functional alias(es) to the solution section of the TR.
1. Introduction
This paper addresses the following Editor's notes in TR 23.790v041:

Editor's note:
It is FFS whether functional alias(es) are linked to any priority or other parameters influencing call processing.

Editor's note:
The impacts on call processing need further study when a MC service user has multiple functional aliases active at the same time.

Editor's note:
It is FFS how the activation status of a function alias for a MC service user is stored in the network.

Editor's note: It is FFS whether functional alias(es) are linked to any priority or other parameters influencing call processing.
Two kinds of priority classifications must be considered:

1.
For setup (group) communications (e.g. MCPTT server receives a group call request)

2.
For floor control request prioritizing for an existing (group) communication (e.g. MCPTT server receives a floor request)

1. For setup (group) communications
23.379 sub-clause 5.7.3 (EPS unicast bearer considerations for MCPTT)
The EPS bearer for MCPTT emergency call shall have highest priority level among MCPTT call types. The EPS bearer for MCPTT imminent peril call shall have higher priority level than one for MCPTT call.

Observation #1: For MCPTT we have defined “normal calls”, “emergency calls” and “imminent peril calls” as call types. For railway communications, we may need to extend that from Rel-16 onwards, but for Rel-15 we just have “normal” group calls.

Conclusion #1: No change needed for Rel-15 as an existing type is used.

2. For floor control request periodization for an existing (group) communication

First, we take a look into several specifications and highlight relevant parts.
23.379 sub-clause 10.9.1.3.1 (Floor request, floor granted and floor taken during an MCPTT session)
Step 3. Floor control server makes the determination on what action (grant, deny, or queue) to take on the request based on criteria (e.g., floor priority, participant type) and determines to accept the floor request from floor participant A. The floor control server may limit the time a user talks (hold the floor) as allowed by the configuration.

23.379 sub-clause 10.9.1.2.2 (Floor request)
Table 10.9.1.2.2-1: Floor request

	Information element
	Status
	Description

	MCPTT ID
	M
	Requester identity

	Floor priority
	M
	Priority of the request

	Source identifier
	O
	Identifies the communication, e.g. by identifying the media flow within a media multiplex, present only if media multiplexing


23.379 sub-clause A.3 (MCPTT user profile configuration data)

Table A.3-1: MCPTT user profile data (on and off network)

	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	Subclause 5.2.11 of 3GPP TS 23.280 [16]
	MCPTT user identity (MCPTT ID)
	Y
	Y
	Y
	Y

	3GPP TS 33.180 [19]
	KMSUri for security domain of MCPTT ID (see NOTE 4)
	Y
	Y
	Y
	Y

	Subclause 5.2.11 of 3GPP TS 23.280 [16]
	Pre‑selected MCPTT user profile indication (see NOTE 3)
	Y
	Y
	Y
	Y

	Subclause 5.2.11 of 3GPP TS 23.280 [16]
	MCPTT user profile index
	Y
	Y
	Y
	Y

	Subclause 5.2.11 of 3GPP TS 23.280 [16]
	MCPTT user profile name
	Y
	Y
	Y
	Y

	[R-5.19-007]

[R-6.13.4-002]
	User profile status (enabled/disabled)
	
	Y
	Y
	Y

	[R-5.8-001]

[R-6.9-003]
	Authorised to create and delete aliases of an MCPTT User and its associated user profiles. 
	
	
	Y
	Y

	[R-5.8-002]

[R-6.9-003]
	Alphanumeric aliases of user
	Y
	Y
	Y
	Y

	 [R-5.10-001]
	Participant type of the user
	Y
	Y
	Y
	Y

	 [R-5.3-002]

[R-5.10-001]
	User's Mission Critical Organization (i.e. which organization a user belongs to)
	Y
	Y
	Y
	Y

	[R-5.5.2-008]
	Maximum number of simultaneously received group calls (Nc5)
	
	Y
	Y
	Y

	[R-5.6.5-004]
	Authorised to make a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-001]
	Authorised to make a private call with manual commencement
	Y
	Y
	Y
	Y

	[R-5.6.5-003]

 [R-6.7.4-004]


	List of user(s) who can be called in private call
	
	
	
	

	
	> MCPTT ID
	Y
	Y
	Y
	Y

	
	> User info ID
	Y
	Y
	Y
	Y

	
	> ProSe discovery group ID
	Y
	Y
	Y
	Y

	3GPP TS 33.180 [19]
	> KMSUri for security domain of MCPTT ID (see NOTE 4)
	Y
	Y
	Y
	Y

	
	> Presentation priority relative to other users and groups (see NOTE 2)
	Y
	Y
	Y
	Y

	[R-5.6.5-003]
	Authorised to make a private call to users not included in "list of user(s) who can be called in private call"
	Y
	Y
	Y
	Y

	[R-5.6.5-002]
	Authorised to make a private call with automatic commencement
	Y
	Y
	Y
	Y

	[R-5.6.3-011]

[R-6.7.4-010]
	Authorisation of user to force automatic answer for a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-006]

[R-6.7.5-002]
	Authorised to restrict the provision of a notification of call failure reason for private call
	Y
	Y
	Y
	Y

	[R-5.13-001]
	Authorisation to protect confidentiality and integrity of media in a private call (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.13-001]
	Authorisation to protect confidentiality and integrity of floor control signalling in a private call (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001]
	Authorisation to make an MCPTT emergency group call functionality enabled for user
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001]
	Group used on initiation of an MCPTT emergency group call (currently selected/ dedicated)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.2-005]
	Authorisation to cancel an in progress emergency associated with a group
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-001]
	Authorised to make an Imminent Peril group call
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-009]
	Group used on initiation of an MCPTT imminent peril group call (currently selected/ dedicated/ default if no group selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.2.2-002]
	Authorised for imminent in- peril cancelation
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Recipient for an emergency private call

(Pre-configured/ user locally determined)
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Authorised to make an emergency private call
	Y
	Y
	Y
	Y

	[R-5.7.2.3.2-001]
	Authorised to cancel emergency priority in a private emergency call by an authorized user
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-002]
	Authorised to activate emergency alert
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-004]

[R-5.7.2.4.1-008]

[R-5.7.2.4.1-012]
	Group / user recipient of an emergency alert

(Pre-defined group, currently selected group, pre-defined recipient/ user locally defined recipient/ default if no recipient selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.4.2-002]
	Authorisation to cancel an MCPTT emergency alert
	Y
	Y
	Y
	Y

	[R-5.1.7-002]
	Priority of the user for initiating/receiving calls
	
	Y
	Y
	Y

	[R-5.2.2-003]
	Authorisation to create a group-broadcast group
	
	
	Y
	Y

	[R-5.2.2-003]
	Authorisation to create a user-broadcast group
	
	
	Y
	Y

	[R-5.3-003]

[R-6.12-001]

[R-7.2-005]
	Authorisation to provide location information to other MCPTT users on a call when talking
	
	Y
	Y
	Y

	NOTE 1:
Security mechanisms are specified in 3GPP TS 33.179 [11].

NOTE 2: 
The use of this parameter by the MCPTT UE is outside the scope of the present document.

NOTE 3: 
As specified in 3GPP TS 23.280 [16], for each MCPTT user's set of MCPTT user profiles, only one MCPTT user profile shall be indicated as being the pre‑selected MCPTT user profile. 

NOTE 4:

If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16].


23.280 sub-clause A.4 (Group configuration data)

Table A.4-1: Common group configuration data (on and off network)

	Reference
	Parameter description
	MC service UE
	MC service Server
	Group management server

	[R-5.17-004],

[R-6.4.3-001],

[R-6.4.3-002],

[R-6.9-004] and

[R-5.1.3-002] of 3GPP TS 22.280 [3]
	MC service group ID
	Y
	Y
	Y

	[R-5.17-004],

[R-6.4.3-001],

[R-6.4.3-002] and

[R-6.9-004] of 3GPP TS 22.280 [3]
	Group Alias (Contact URIs)
	Y
	Y
	Y

	
	List of group members (see NOTE 1)
	
	
	

	[R-5.1.3-001],
[R-5.1.5-001],

[R-6.4.5-005] and
[R-6.4.5-006] of 3GPP TS 22.280 [3]
	> MCPTT
	
	
	

	
	>> MCPTT ID (see NOTE 2)
	N
	Y
	Y

	3GPP TS 33.180 [25]
	>> KMSUri for security domain of the MCPTT ID (see NOTE 3)
	N
	Y
	Y

	[R-5.1.3-001],

[R-5.1.5-001],

[R-6.4.5-005] and

[R-6.4.5-006] of 3GPP TS 22.280 [3]
	> MCVideo
	
	
	

	
	>> MCVideo ID (see NOTE 2)
	N
	Y
	Y

	3GPP TS 33.180 [25]
	>> KMSUri for security domain of the MCVideo ID (see NOTE 3)
	N
	Y
	Y

	[R-5.1.3-001],

[R-5.1.5-001],

[R-6.4.5-005] and

[R-6.4.5-006] of 3GPP TS 22.280 [3]
	> MCData
	
	
	

	
	>> MCData ID (see NOTE 2)
	N
	Y
	Y

	3GPP TS 33.180 [25]
	>> KMSUri for security domain of the MCData ID (see NOTE 3)
	N
	Y
	Y

	 [R-6.2.2-001] and

[R-7.6-007] of 3GPP TS 22.280 [3]
	> User priority for the group
	N
	Y
	Y

	[R-5.1.3-001] of 3GPP TS 22.280 [3]

	> Participant type for the group (group membership information). The particpant type values are defined and configured by the Mission Critical Organisation (e.g.first responder, second responder, dispatcher, dispatch supervisor, MC service administrator).
	N
	Y
	Y

	
	> Affiliation status
	
	
	

	
	>> MCPTT
	N
	Y
	Y

	
	>> MCVideo
	N
	Y
	Y

	
	>> MCData
	N
	Y
	Y

	[R-5.16.2-001] and

[R-5.16.2-002] of 3GPP TS 22.280 [3]
	Group’s owner (Mission Critical Organisation)
	Y
	Y
	Y

	Subclause 8.3.2, 10.2.3
	MC service specific configuration (see NOTE 4)
	
	
	

	
	> MCPTT configuration (see NOTE 5)
	
	
	

	
	> MCVideo configuration (see NOTE 6)
	
	
	

	
	> MCData configuration (see NOTE 7)
	
	
	

	
	List of subordinate groups
	
	
	

	[R-5.2.2-002] of 3GPP TS 22.280 [3]
	> MC service group ID
	N
	Y
	Y

	
	 Group broadcast information
	
	
	

	[R-5.2.2-001] of 3GPP TS 22.280 [3]
	Level within group hierarchy
	N
	Y
	Y

	[R-5.2.3-001] of 3GPP TS 22.280 [3]
	Level within user hierarchy
	N
	Y
	Y

	NOTE 1:
The list of group members is provided to an authorized user only upon request and not by default.

NOTE 2:
MC service IDs for all configured MC services shall be provided for the configured group member. 

NOTE 3:

If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1.

NOTE 4:
An MC service specific configuration shall be provided for all of the MC services for which the group is enabled. At least one MC service shall be enabled for a group.

NOTE 5:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.379 [16].

NOTE 6:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.281 [12].

NOTE 7:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.282 [13].


24.380 sub-clause 4.1.1.4 (Determine on-network effective priority)
The floor control server can determine how to handle a received Floor Request message using a number of input parameters. Examples of input parameters that the floor control server can use are:

1. the floor priority, using the value of the Floor Priority field in the Floor Request message;

2. the <user-priority> element as specified in 3GPP TS 24.481 [12]; 

3. the <num-levels-priority-hierarchy> element as specified in 3GPP TS 24.484 [13];

4. the participant type, using the <participant-type> element specified in 3GPP TS 24.481 [12] or, in case a non-controlling MCPTT function is attached to a group call, the <Participant Type> value in the Track Info field in the Floor Request message;

5. the type of call indicated in the Floor Indicator field;

6. the effective priority of the floor participant with the permission to send media, and the current type of the call (e.g. normal, imminent-peril, emergency, broadcast); and

7. any other information in the group document specified in 3GPP TS 24.481 [12] or information stored in the controlling MCPTT function outside the scope of the present document.

Using a local policy and the above input parameters the floor control server can determine that a floor request is:

1.
pre-emptive such that the current talker is overridden;

2. pre-emptive such that the current talker is revoked;

3. not pre-emptive and put in the floor request queue, if queueing was negotiated; or

4. not-pre-emptive and rejected, if queueing was not negotiated.

Observation #2: Basically, the floor request priority is built based on the user priority and the participant type:

1.
The participant type is configured for each user in the user profile configuration data (see 23.379 sub-clause A.3) and in the group configuration data (see 23.280 sub-clause A.4).

2. The user priority is only configured in the group configuration data (see 23.280 sub-clause A.4).

3. In addition, the floor request contains a floor priority field (see 23.379 sub-clause 10.9.1.2.2), but the use is unclear.

Observation #3: The participant type is not required to fulfil FRMCS features for Rel-15, i.e. not considered here further. Role management linked with specific FRMCS call types may be required by stage 1 requirements for Rel-16. But it should be noted, that re-using existing group procedures in conjunction with the existing group configuration data structure may fulfil future FRMCS features, i.e. the way we decided to go in the TR looks promising.
Conclusion #2: When following the principle that functional alias(es) are handled like groups and rely on the configuration data principles for groups, then entries in 23.280 sub-clause A.4 (Group configuration data) can be also applied for functional alias(es) and to allow functional alias specific prioritization handling within floor control procedures.
Proposal #1: It is suggested to add an equivalent parameter as used for group configuration, i.e. "User priority for the Functional alias" to Table 5.3.3.1-2: Functional alias(es) service configuration data, which overrides the "User priority for the group" and enables functional alias(es) specific priority handling.
Editor's note:
The impacts on call processing need further study when a MC service user has multiple functional aliases active at the same time.

In Rel-15 only regular (e.g. no emergency) on-network group calls need to be considered, i.e. pre-arranged and chat group calls. If a user has multiple functional alias(es) activated, either a default (or pre-selected) functional alias is used or alternatively a dialog is started by the UE and the user selects one active functional alias for the specific group call.
Conclusion #3: Only one functional alias is used within a group call. When the user has multiple simultaneous group calls active, the user may select different functional alias(es) for each group call or use a single functional alias for all group calls, or any other combination, but never two different functional alias(es) for the same group. 
Proposal #2: It is suggested to clarify within group call procedures using functional alias(es) that a single functional alias is used for the whole duration of the group call.
Editor's note:
It is FFS how the activation status of a function alias for a MC service user is stored in the network.

As done before when following the principle that functional alias(es) are handled like groups and rely on the configuration data principles for groups, then entries in 23.280 sub-clause A.4 (Group configuration data) can be applied for functional alias(es) and to hold the activation status for functional alias(es). 
Conclusion #4: The activation status is stored in the MCPTT server and the configuration management server as done for the group affiliation status. In addition, the activation status of functional alias(es) needs to be stored in the MCPTT client to allow the MCPTT user to pick one for a group call. 
Proposal #3: It is suggested to add an equivalent parameter as used for group configuration, i.e. "> Activation status >> MCPTT " to Table 5.3.3.1-2: Functional alias(es) service configuration data, and store the activation status for functional alias(es) in the MCPTT UE, the MCPTT server and in the configuration management server.
2. Reason for Change
Open editor's notes to be solved.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.790v041.
* * * First Change * * * *

5.3.1.1.1
Functional alias ID used for pre-arranged group call setup

The procedures in figure 5.3.1.11-1 are the signalling control plane procedures for the MCPTT client using a Functional alias ID when initiating establishment of an MCPTT group call with a pre-arranged group.

Pre-conditions:

1.
As described in sub-clause 10.6.2.3.1.1.2 of 3GPP TS 23.379 [3].

2.
MCPTT client 1, MCPTT client 2 and MCPTT client 3 have activated functional alias(es) configured.
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Figure 5.3.1.1.1-1: Pre-arranged group call setup when using functional alias(es)

1.
The user at MCPTT client 1 initiates an MCPTT group call with a selected group identified by the MCPTT group ID and a selected Functional alias ID for this communication.

2.
MCPTT client 1 sends a group call request towards the MCPTT server hosting the selected group.

3.
The MCPTT server resolves the Functional alias ID to resolve the MCPTT ID. MCPTT server checks whether the user of MCPTT client 1 is authorized to initiate a group call for the selected group. This check includes whether the Functional alias ID used as calling party ID is valid and has been activated for the user.

4.
MCPTT server sends the corresponding group call request(s) via the SIP core towards the MCPTT clients of each of those affiliated group members. MCPTT users are notified about the incoming group call and the Functional alias ID of the group call initiating user may be displayed.

5.
The receiving MCPTT clients accept the group call request, and a group call response is sent to the group host MCPTT server. This response may contain the Functional alias ID of the receiving MCPTT client.

The selected Functional alias ID is not changed for the duration of the MCPTT group call, i.e. a MCPTT client uses the same Functional alias until the group call is released or the MCPTT client has left the group call.
The procedures are continued as described in sub-clause 10.6.2.3.1.1.2 of 3GPP TS 23.379 [3].

5.3.2
Architectural requirements 

The solution relies on existing procedures defined in 3GPP TS 23.379 [3].


* * * Next Change * * * *

5.3.3
Solution FA3: Parameters to support functional alias(es)

5.3.3.1
Description

Missing parameters to be stored in the user profile data are illustrated in Table 5.3.3.1-1:

· An authorized MC service user can interrogate the MC service system activated functional alias(es) for another MC service user.

· A MC service administrator can authorize a MC service user to take over a functional alias from another MC service user.

-
The list of functional alias(es) available for the MC service user.

Table 5.3.3.1-1: MCPTT user profile data to support functional alias(es)

	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-5.9a-013]
	Authorised to interrogate the functional alias(es) active for another MCPTT user
	
	Y
	Y
	Y

	[R-5.9a-012]
	Authorised to take over a functional alias from another MCPTT user
	
	Y
	Y
	Y

	
	List of alphanumeric functional alias(es) of the user
	
	
	
	

	[R-5.9a-005]
	> Functional alias
	Y
	Y
	Y
	Y




Missing parameters to be stored in functional alias(es) service configuration data are illustrated in Table 5.3.3.1-2:

· The list of available functional alias(es) for the MC service.

· The limit of simultaneous activations per functional alias.

· The permission to be taken over by an authorised MC service user.

Table 5.3.3.1-2: Functional alias(es) service configuration data

	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server

	[R-5.9a-005]
	Functional alias
	Y
	Y
	Y

	[R-5.9a-005]
	Limit number of simultaneous activations
	
	Y
	Y

	[R-5.9a-005]
	This functional alias can be taken over
	Y
	Y
	Y

	
	List of configured users
	
	
	

	
	> User priority for the Functional alias (see NOTE)
	
	Y
	Y

	
	> MCPTT
	
	
	

	
	>> MCPTT ID
	
	Y
	Y

	
	>> Activation status
	Y
	Y
	

	NOTE:
The User priority for the Functional alias overrides the User priority for the group.


* * * End * * * *

