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1. Introduction
This pCR adds the MEC gap analysis in clause 4, and proposes to streamline the gap analysis. Also adds missing text covered by ed. notes.
2. Reason for Change
The MEC gap analysis is missing in clause 4. Also, the OMA gap analysis has been performed against a rather old version of 23.682, a number of criteria are missing. The information is sometimes too detailed to be included in a table. E.g., if we have three classes (available, partial, gap) – is it really necessary if partial support is "much", "some" etc.? Streamlining seems needed. 
3. Conclusions

n/a
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.722 v 0.3.0.
* * * First Change * * * *

2
References

[…]
[x]
OMA-ER_Autho4API: "Authorization Framework for Network APIs ".

* * * Next Change * * * *

4
Gap Analysis
4.1
OMA API framework
4.1.1
Description
A detailed description of the OMA API framework is provided in annex B.

4.1.2
Gaps against 3GPP TS 23.682 

OMA has worked on a high-level gap analysis identifying the required enhancements to existing OMA Network APIs and the new network APIs needed to support the IoT networks. Table 4.1.2-1 lists the gaps against 3GPP TS 23.682 identified in the analysis by OMA that may be applicable to the CAPIF.
Table 4.1.2-1: OMA gap analysis vs. 3GPP TS 23.682 (f10)
	Functionality

	OMA Support? (Available/Partial/Gap)
	OMA specification (Net API)
	SCEF API 23.682 clause

	Authentication and Authorization
	Partial
	OMA-ER-Autho4API [x]
	4.2, 4.4.8

	Identification of the API consumer
	Partial
	OMA-ER-Autho4API [x]
	4.4.8

	Profile Management
	Partial
	OMA-ER-Autho4API [x]
	4.4.8

	ACL management
	Partial
	OMA-ER-Autho4API [x]
	4.4.8

	Ability for the external entities to discover the exposed service capabilities
	Gap
	
	4.4.8

	Policy Enforcement
	
	
	4.4.8

	Infrastructure policy / network protection
	Gap
	
	4.4.8

	Business policy e.g number portability
	Gap 
	
	4.4.8

	Application Layer Policy e.g. throttling
	Gap 
	
	4.4.8

	Assurance
	
	
	4.4.8

	Integration with O&M Platforms
	Gap 
	
	4.4.8

	Usage of APIs
	Gap 
	
	4.4.8

	Accounting for inter-operator settlements
	Gap 
	
	4.4.8

	Access: issues related to external interconnection and point of contact
	Gap
	
	4.4.8

	Abstraction: hides the underlying 3GPP network interfaces and protocols to allow full network integration
	Available
	(individual OMA API specifications)
	4.4.8



4.2
ETSI MEC Application framework
4.2.1
Description

A detailed description of the ETSI MEC API framework is provided in annex C.
4.2.2
Gaps

3GPP SA6 has analysed the ETSI MEC Application enablement [9] and API principles [7] specifications to identify gaps between these specifications and the SCEF API as defined in 3GPP TS 23.682 [2] that may be applicable to the CAPIF.
Table 4.2.2-1: ETSI MEC gap analysis vs. 3GPP TS 23.682 (f10) [2]
	Functionality
	ETSI MEC Support? (Available/Partial/Gap)
	ETSI MEC specification
	SCEF API 23.682 clause

	Authentication and authorization
	Partial
	ETSI GS MEC009 [7]
	4.2, 4.4.8

	Identification of the API consumer
	Partial
	ETSI GS MEC009 [7]
	4.4.8

	Profile Management
	Partial
	ETSI GS MEC009 [7]
	4.4.8

	ACL management
	Partial
	ETSI GS MEC009 [7]
	4.4.8

	Ability for the external entities to discover the exposed service capabilities
	Available
	ETSI GS MEC011 [9]
	4.4.8

	Policy Enforcement
	
	
	4.4.8

	Infrastructure policy / network protection
	Gap 
	
	4.4.8

	Business policy e.g number portability
	Gap 
	
	4.4.8

	Application Layer Policy e.g. throttling
	Gap 
	
	4.4.8

	Assurance
	
	
	4.4.8

	Integration with O&M Platforms
	Gap 
	
	4.4.8

	Usage of APIs
	Gap 
	
	4.4.8

	Accounting for inter-operator settlements
	Gap 
	
	4.4.8

	Access: issues related to external interconnection and point of contact
	Gap
	
	

	Abstraction: hides the underlying 3GPP network interfaces and protocols to allow full network integration
	Available
	(individual MEC API specifications)
	


�Table formatting is not according to EDR (TAH, TAL)





