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1. Introduction
MCData SDS application data is possible to transmit over signalling plane (unicast), media plane (unicast), session (bidirectional)  and also via MBMS (multicast) as presented and discussed during SA6 conf call on 08 Sep, 2016 and in S6a160027. This contribution is proposed to describe the procedures for SDS using signalling plane.
2. Reason for Change
Summary of SDS using signalling plane:
· Standalone message (but could still be associated to a conversation)
· 1-1, 1-many, group
· Payload size within the capability provided by MCData-SDS-1
· Payload can be text, binary, URL or any combination
· Conversation identifier for thread identification
· Policy assertion to limit certain types of message or content to certain members due, for example, to location or user privilege or affiliation

· Notification, if data is for user consumption

· Disposition is optional and stored by MCData server

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.282.
* * * First Change * * * *

10.1.2.2
SDS using signalling controlling plane
10.1.2.2.1
General

Editor's Note: General functional description should be described here.
Examples of content payload for SDS: 

-
information pertaining to applications e.g., health parameters of MCData user for situational awareness application;

-
information pertaining to enhanced status service;

-
text or URL data between MCData users;

-
application data to the MCData user;

-
location information (independent or along with user provided data);

-    command instructions to invoke certain operations on the MCData UE e.g. invoking UE specific applications; and

-
application plane identities for the MCData user and MCData application.
10.1.2.2.2
Procedure

The procedure in figure 10.1.2.2.2-1 focuses on the case where an MCData user is initiating a data communication for sending data to other MCData user(s), with or without disposition request. The data size is assumed to be within allowed limits over MCData-SDS-1 interface.
Pre-conditions:

1.
MCData users on MCData client 1 and MCData client 2 are already registered for receiving MCData service.
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Figure 10.1.2.2.2-1: SDS using signalling plane
1.
User at MCData client 1 would like to initiate a data communication request for the chosen MCData user. User at MCData client 1 may initiate SDS data communication request to multiple MCData users either by selecting a pre-configured URI list or selecting a pre-configured group.

2.
MCData client 1 sends a MCData standalone data request towards the MCData server (via SIP core). The MCData standalone data request contains content payload in the form of text, binary, application data, URL or combinations of these data types. The MCData standalone data request contains one MCData user for one-to-one data communication or a pre-configured group for group data communication, as selected by the user at MCData client 1. The MCData standalone data request contains conversation identifier for message thread indication. The MCData standalone data request may contain disposition request if indicated by the user at MCData client 1.

3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData standalone data request. If the request is initiated towards group data communication then the group is resolved to its members e.g., by contacting group management server. The MCData server also checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege or affiliation. MCData server determines the eligible MCData user(s) after policy assertion for sending the MCData standalone data request.

4.
MCData server initiates the MCData standalone data request towards each of the MCData user determined in Step 3. When the MCData user belongs to a partner MCData system, the MCData standalone data request is sent via the MCData server of the partner MCData server.

5.
The receiving MCData client 2 notifies the user about the incoming MCData standalone data request. MCData user is not notified if the payload is not for MCData user consumption e.g., application data, command instructions etc.

6.
If the MCData data disposition was requested by the user at MCData client 1, then the receiving MCData client initiates a MCData data disposition notification for delivery, read reports. The MCData data disposition notification from each MCData user may be stored by the MCData server for disposition history interrogation from authorized users.

7.
MCData data disposition notification is sent to the disposition requesting user at MCData client 1 and also to authorized MCData users.
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