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1
Decision/action requested

This is a pCR to TR 32.843 Solving Editor’s Note and improving flows description
2
References

[1]
TR 32.843 Study on Inter-PLMN PS domain online charging

3
Rationale

This pCR proposes to solve existing Editor’s Note related to alignment with TS 29.213 for S9, Rx and Gx procedures, and also following improvements are included: 
References added with TS 24.247

All scenarios re-worked for simplification
OCS behaviour depicted with a new box in figures.

4
Detailed proposal

The following changes are proposed to be incorporated into TR 32.843 [1]  

	First change


2
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	Next change


4.2.1.2.2
UE Originating

This clause provides the description of one IMS conversational video service establishment by UE on Originating side.
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Figure 4.2.1.2.2.1: Initial Attach with default bearer creation

A UE needs to Initial Attach and have a PDN connection to the IMS well‑known APN in order to receive IMS services. During this Initial attach, the always-on IP connectivity for UE of the EPS is enabled by establishing a default EPS bearer, with the standardised value QCI 5, used for IMS SIP signalling.  

1.
The UE initiates the Attach procedure to E-UTRAN. The request from theUE may contain the APN (IMS) to be employed for default bearer activation. When the request from the UE does not provide an APN, the MME shall use a PDN GW corresponding to the default APN. Based on user’s subscription information retrieved from HSS, the allocation of a VPLMN PGW for this APN is allowed. The MME/SGW sends a Create Session Request (IMSI, IMS APN, Default EPS Bearer QoS (QCI 5), APN-AMBR, Charging Characteristics...) message to the selected VPLMN PGW. The Charging Characteristics, if supplied by the HSS to the MME may contain a configured HPLMN OCS Address.

2.
The PDN GW generates a Charging Id and performs an IP-CAN Session Establishment procedure to obtain the default PCC rules for the UE from the V-PCRF, sending (IMSI, IMS APN, APN-AMBR, Default EPS Bearer QoS (QCI 5), Charging Id, Charging Characteristics (including pre-defined OCS/OFCS addresses, indication the default charging method configured is “Online Disabled”)...).  

Alternative A. use of S9: step 3 to 5 

 3.
Based on the subscriber identity, the V‑PCRF determines the request is for a roaming user, and based on roaming agreements, S9 towards HPLMN may be used. The V-PCRF stores the information received in the CCR command from the PGW and sends a new request over S9 containing parameters received over Gx (IMSI, IMS APN, Default-EPS-Bearer-QoS (QCI =5), APN-AMBR, PLMN id, Charging Id, indication that the default charging method configured is “Online Disabled”...) towards the H-PCRF..

4.
The H‑PCRF detects the IP‑CAN session uses visited access. Based on user’s authorized QoS for IMS APN, the H-PCRF provisions Qos (QCI=5) for the default EPS bearer, and derives PCC Rule-d assigned with RGd and QCI 5. The H-PCRF also provides the HPLMN OCS Add to be used for the UE This preliminary PCC Rule-d allows DNS and SIP signalling traffic. 
 5.
The H-PCRF forwards over S9, the decisions to be applied to the PGW by the V-PCRF: PCC Rule-d to activate, “Online enabled” to be applied as default charging method instead of the configured one, OCS address in HPLMN,...).

AlternativeB. Alternatively, based on roaming agreement, the HPLMN operator may allow the VPLMN operator to operate the V‑PCRF without use of S9, and static policies to be applied: Qos (QCI=5) to be provisioned for the default EPS bearer, preliminary PCC Rule0 assigned with RG0 and QCI 5 to allow DNS and SIP signalling traffic, and HPLMN OCS Address to be used.

Key issue1:  in Alternative B, RG value for default bearer (here PCC-Rule0 and RG0) must be agreed between VPLMN and HPLMN results in configuring within the VPLMN, RG values for roamers with LBO,  these RG values may be different from the one applied for its own subscribers (i.e. non-roamers).

Key issue2: in Alternative B, different Vendor-specific RG values used for the default bearer 

Key issue#5: in Alternative B, OCS addresses needs to be determined by V-PLMN  

6.
The V-PCRF enforces visited operator policies regarding QoS authorization requested by the home operator per the roaming agreements: validates the Default-EPS-Bearer-QoS (QCI =5).The V-PCRF provisions the PCC Rule-d to be installed, associated with all other parameters received over S9, also provides HPLMN OCS Address to be used, (or alternatively PCC-Rule0) sending CCA to PDN GW. 

7.
The PGW installs the received PCC Rule-d (or alternatively PCC-Rule0), enforces the authorized QoS (QCI 5). As Online Charging is applicable to the PDN connection, and PCC Rule-d (or alternatively PCC-Rule0), is activated, then PGW creates a Gy session towards the OCS, based on OCS address received over Gx (overriding the pre-defined OCS addresses within Charging Characteristics). The PGW sends CCR-I with a set of relevant information in order to get OCS’s authorization for the PDN connection (IMSI, IMS APN, Charging Id, PGW address, PGW PLMN Id, Qos information (QCI 5)...),  and in addition requests quota for RGd (alternatively RG0).
 8.
Based on checks whether the user is authorized for this PDN connection, and quota can be allocated for RGd (alternatively RG0), the OCS allocates appropriate quota along with a set of re-authorisation triggers. 
9. 
The OCS sends CCA to the PGW with granted quota 

10.
If authorized by the OCS, the PGW acknowledges the Create session Request. From this step, further exchanges (not shown here) between UE, E-UTRAN, MME, SGW, PGW for uplink/downlink packets to be able to be sent/received by UE take place, and also for the UE to acquire P-CSCF address to contacted in VPLMN. (e.g. the P-CSCF is sent by the PGW in the PCO information sent to the UE).
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Figure 4.2.1.2.2.2: IMS session establishment – UE Originating until SIP 183 Progress – part 1


11.
Based on the obtained P-CSCF Address, the UE performs IMS registration procedure through appropriate PDN connection over the EPS default bearer, towards the HPLMN IMS. 

12.
The UE initiates an IMS conversational video service: SIP INVITE request is sent towards the P-CSCF in VPLMN, indicating IMS Communication Service Identifier (ICSI) MMTel with SDP offer including voice and video media components.   
13. P-CSCF generates an ICID (IMS Charging Identifier). The P-CSCF identifies the requested service information (ICSI), the needed connection information (IP address of the down link IP flow(s), port numbers to be used etc…), and the HPLMN the request needs to be routed-to. 
14.
P-CSCF routes the request towards the HPLMN S-CSCF with the service requested, ICID and associated SDP offer. The S-CSCF forwards the request towards MMTel AS.
15.
After performing services-related checks, based on subscriber profile, and “online charging” found set for this subscriber, MMTel AS creates a new Ro Online Charging session towards the OCS in order to get authorization for this IMS conversational video service with SDP offer description, ICID, and request time quota. 

16.
This IMS conversational video service with SDP offer description is authorized by the OCS, and pre-liminary time quota may be granted in returned CCA. 
17. The OCS sends CCA to the MMTel AS with granted quota
18.
 The SIP INVITE is forwarded to the remote party

19.
The remote party returns a SIP 183 Progress with SDP answer with selected codecs. , which is sent by S-CSCF/MMTel-AS towards the VPLMN P-CSCF. An asserted ICSI is also conveyed from HPLMN towards the P-CSCF.
20.
Ro session is updated with the SDP answer received

21.
The OCS checks quota allocation for this SDP answer

22. The OCS sends CCA to the MMTel AS with new granted quota
23.
The S-CSCF/MMTel-AS sends SIP 183 Progress with SDP answer towards the VPLMN P-CSCF. An asserted ICSI is also conveyed from HPLMN towards the P-CSCF. 
24.
The P-CSCF provides service information derived from SIP session information, SDP answer to the V-PCRF by sending a Diameter AAR over a new Rx Diameter session for the session authorization and provisioning the corresponding PCC rules. The P-CSCF sends (ICID, media IP flows description, QoS-related information, asserted ICSI...) to V-PCRF and subscribes to Successful resource allocation.

Alternative A. use of S9: steps 25-26 

25.
The V-PCRF stores the received session information, and forwards the Diameter AAR to the H-PCRF in order to get authorization and obtain PCC Rules from session-related information. 
26.
 The H-PCRF responds to the V-PCRF with a Diameter AAA after storage of received information.

27. V-PCRF sends acknowledgement AAA to P-CSCF.

Alternative A. use of S9: steps 28-29 

28.
The H-PCRF performs check from subscription-related information about allowed service(s), QoS information... The H-PCRF determines the “service Identifier = service IDvi” to be used, based on ICSI MMTel asserted service and media flows description. The H-PCRF derives the PCC Rule(s) to be installed: PCC Rule-vo (QCI 1, ICID, service-IDvi, RGvo) for flows associated to voice media components, and PCC Rule-vi (QCI 2, ICID, service-IDvi and RGvi) for flows associated to video media components.
29.
The H-PCRF sends a S9 RAR to the V-PCRF to request that the PCEF installs, modifies or removes PCC Rules and updates the policy decision

Alternative B. Alternatively, based on roaming agreement , static policies apply instead use of S9, as input for PCC Rule generation: “service Identifier = service ID1”, RG1 (voice) and RG2 (video) are derived .

 Key issue3:  in Alternative B, service ID, RG values for conversational video service, with voice and video component (here PCC-Rule1, RG1,  PCC-Rule2, RG2) must be agreed between VPLMN and HPLMN results in configuring within the VPLMN, RG values for roamers,  these RG values  may be different from the ones applied for its own subscribers (i.e. non-roamers). 

Key issue4: in Alternative B, different Vendor-specific service ID, RG values for conversational video service, with voice and video component


30. The V-PCRF executes interactions with PGW according to received instructions from S9 (or alternatively based on static policies if alternative B):  provisioning of PCC Rules PCC Rule-vo and PCC Rule-vi (or alternatively PCC-Rule1 and PCC-Rule2), by sending RAR to the PGW and associated event triggers subscriptions, including subscription to successful resources allocation.  
31.  PGW acknowledges by sending RAA to the V-PCRF.   
Alternative A. use of S9: step 32
32. The V-PCRF acknowledges by sending RAA to the H-PCRF 
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Figure 4.2.1.2.2.3: IMS session establishment – UE Originating until SIP 183 Progress – part 2

33.
The PGW performs the bearer binding and QoS resource reservation associated to the installed PCC-Rule-vo and PCC-Rule-vi (alternatively PCC Rule1 and PCC Rule2). Based on received PCC Rules QCI and ARP, the PGW determines 2 dedicated bearers need to be activated (one for QCI 1 and one for QCI 2).


The PGW generates Charging Id for the dedicated bearer with QCI 1. As Online Charging is applicable to the PDN connection, and PCC Rule-vo (alternatively PCC-Rule-1) is activated, then PGW creates a new Gy session towards the OCS for the dedicated bearer. The PGW sends CCR-I with (IMSI, IMS APN, Charging Id, Qos information (QCI 1),...), and in addition may requests quota for RGvo provided with ICID, and Service-IDvi (alternatively RG1 provided with ICID and Service-ID1). 

34.
Based on checks whether the user is authorized for this bearer, and quota can be allocated for RGvo/service-IDvi (alternatively RG1/service-ID1), the OCS allocates appropriate quota along with a set of re-authorisation triggers.
35. The OCS sends CCA to the PGW with granted quota
36.
Dedicated bearer activation is sent towards the SGW in order to activate the new bearer with QCI 1.

37. Successful create bearer response is received by the PGW

Steps 33 to 37 apply to each dedicated bearer.

38.  After the successful activation of the 2 dedicated bearers, PGW indicates to the V-PCRF the successful provisioning for flows under PCC Rule-vo (QCI 1) (alternatively PCC-Rule1) and flows under PCC Rule-vi (QCI 2) (alternatively PCC-Rule2).
Alternative A. use of S9: steps 39-40 
39. With S9 this successful resources allocation is also notified to the H-PCRF.

40. The H-PCRF informs about this notification to the V-PLMN by sending S9 RAR to the V-PCRF
41. The V-PCRF subsequently notifies to the P-CSCF about this successful resources allocation (since P-CSCF subscribed to this). With S9 the V-PCRF proxies the RAR received from the H-PCRF.
42. The P-CSCF responds with RAA to the V-PCRF
Alternative A. use of S9: steps 43-44
43. The V-PCRF proxies the RAA to the H-PCRF  
44. The H-PCRF responds to step 39 with CAA to the V-PCRF

45. The V-PCRF responds with CAA to the PGW
46. Once the P-CSCF has been notified that all resources are established (i.e. the 2 dedicated bearers) SIP 183 Progress with SDP answer is forwarded to the originating UE by the P-CSCF
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Figure 4.2.1.2.2.4: IMS session establishment - UE Originating next step after SIP 183 Progress



47.
SIP exchange (PRACK, UPDATE, Ringing) between Originating UE and Remote party through IMS VPLMN and HPLMN Networks, indicating appropriate resources reservation (due to dedicated bearers established). Ro session updates may occur with SDP offer/SDP answer.

48. The remote party answers: SIP 200 OK (INVITE) is received by MMTel AS/S-CSCF.

49.
Ro session is updated with the final negociated SDP Answer upon final response 
50.
IMS session with this final description is authorized by OCS and new time quota may be granted 

51. The OCS sends CCA to the MMTel AS/S-CSCF with granted quota

52. SIP 200 OK (INVITE) is forwarded towards the originating UE through the P-CSCF in VPLMN. 

53. The P-CSCF sends AAR message to V-PCRF over the Rx session in order to enable all media IP flows

Alternative A. use of S9: step 54-55 

54.
The V-PCRF stores the received session information, and forwards the Diameter AAR to the H-PCRF in order to get authorization. 

55. The H-PCRF authorizes the request and responds with an AAA message to the visited PCRF

Alternative B. Alternatively, based on roaming agreement , static policies apply instead use of S9, and the V-PCRF takes the decision to enable media flows.   

56.
The V-PCRF executes interactions with PGW in order to enable the flows within installed PCC Rule-vo, PCC-Rule-vi (alternatively PCC-Rule1, PCC-Rule2).  

57.
The PGW answers to V-PCRF sending RAA
58. The V-PCRF answers to P-CSCF about successful flows enablements, sending AAA.  

59. SIP ACK message is sent from Originating UE to remote party.

Video traffic is sent over the appropriate dedicated bearer

60. The traffic is counted under “Service-IDvi” within RGvi, and there is no more Quota for RGvi

61. CCR-U is issued by the PGW towards the OCS to get more quota. The used units counted under Service-IDvi and RGvi are reported along with the quota request.
62. OCS deduces used units and allocates quota for RGvi.
63. OCS replies CCA to PGW with allocated quota.

	Next change


4.2.1.2.3
UE Terminating

This clause provides the description of one IMS conversational video service establishment by UE on Terminating side.

Prior to these flows, the UE proceeds to Initial Attach with default bearer creation steps 1-10 as depicted in Figure 4.2.1.2.2.1. 
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Figure 4.2.1.2.3.1: IMS session establishment- UETerminating until SIP 183 Progress

11.
Based on the obtained P-CSCF Address, the UE has previously performed a IMS registration procedure through appropriate PDN connection over the EPS default bearer, towards the HPLMN IMS. 

12.
The S-CSCF receives a SIP INVITE request from a remote party, indicating IMS Communication Service Identifier (ICSI) MMTel with SDP offer including voice and video media components, and ICID. The S-CSCF forwards the request towards MMTel AS.   

13.
After performing services-related checks, based on subscriber profile, and “online charging” found set for this subscriber, MMTel AS creates a new Ro Online Charging session towards the OCS in order to get authorization for this IMS conversational video service with SDP offer description, ICID, and requests time quota. 

14.
This IMS conversational video service with SDP offer description is authorized by the OCS, and pre-liminary time quota may be granted in returned CCA. 
15. The OCS sends CCA to the MMTel AS/S-CSCF  
16.
 The S-CSCF identifies the VPLMN the request needs to be routed-to, and forwards SIP INVITE to the P-CSCF in VPLMN with SDP offer, ICSI, ICID.

17. The P-CSCF identifies the requested service information (ICSI), the needed connection information (IP address of the down link IP flow(s), port numbers to be used etc…).  

18.
The P-CSCF forwards SIP INVITE towards UE

19.
The UE sends SIP 183 Progress response containing the SDP answer with selected codecs  
20. PCC Rules resolution from service information, PCC Rules provisioning: same steps as steps 24 to 32 Figure 4.2.1.2.2.2 for PCC Rules provisioning, with same Key issues
21. IP-CAN session modification and Gy sessions creation:  same steps as steps 33 to 45 Figure 4.2.1.2.2.3 for bearer resources handling and Gy sessions























22. Once the P-CSCF has been notified that all resources are established (i.e. the 2 dedicated bearers) SIP 183 Progress with SDP answer is forwarded to the HPLMN and then towards the remote party
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Figure 4.2.1.2.3.2: IMS session establishment UE Terminating- next step after SIP 183 Progress

23.
SIP exchange (PRACK, UPDATE, Ringing) between Terminating UE and Remote party through IMS VPLMN and HPLMN Networks, indicating appropriate resources reservation (due to dedicated bearers established). Ro session updates may occur with SDP offer/SDP answer.

24. The UE answers with SIP 200 OK (INVITE) towards the P-CSCF

25. The P-CSCF forwards the SIP 200 OK (INVITE) towards MMTel AS/S-CSCF in HPLMN.

26.
Ro session is updated with the final negociated SDP Answer upon final response  

27.
IMS session with this final description is authorized by OCS and new time quota may be granted 
28. The OCS sends CCA to the MMTel AS/S-CSCF  
29. SIP 200 OK (INVITE) is forwarded towards the remote party







30.
 Flows enablement: steps 53 to 58 in Figure 4.2.1.2.2.4 for enabling the flows
31. SIP ACK message is received from remote party and forwarded towards the UE.

Video traffic is received over the appropriate dedicated bearer
32.  Gy control of quota: steps 60 to 63 in Figure 4.2.1.2.2.4 for volume control under quota allocation by OCS



	Next change


4.2.2.2.2
UE Originating RCS File Transfer
This clause provides the signalling flows of RCS File Transfer service establishment by UE on Originating side, without having an ongoing session. 

For simplification, IMS establishment of the MSRP session between two users is assumed without the usage of preconditions and reliable provisional responses. Similar scenario can be found in TS 24.247 [214] annex A.4.2.

This Initial Attach with default bearer creation as depicted in Figure 4.2.1.2.2.1 applies, and the following steps occur after steps 1-10 in Figure 4.2.1.2.2.1.
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Figure 4.2.2.2.2.1: IMS session establishment for MSRP session until SIP 200 OK


11.
Based on the obtained P-CSCF Address, the UE performs relevant registration (CPM service) procedure through appropriate PDN connection over the EPS default bearer, towards the HPLMN IMS. 
12.
The UE initiates a RCS File Transfer service: SIP INVITE request is sent towards the P-CSCF in VPLMN, indicating CPM session for File Transfer service (CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm. filetransfer’) with SDP offer including media description for MSRP media stream and attributes related to the file transfer. 

13. P-CSCF generates an ICID (IMS Charging Identifier). The P-CSCF identifies the requested service information (File Transfer), the needed connection information (IP address of the down link IP flow(s), port numbers to be used etc…), and the HPLMN the request needs to be routed-to. 
14.
P-CSCF routes the request towards the HPLMN S-CSCF with the service requested, ICID and associated SDP offer. 
The S-CSCF potentially forwards the request towards an AS. The S-CSCF asserts the requested service, adding the P-Asserted-Service header field set to the value of the asserted CPM service ICSI (i.e. urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer). 
15. After performing services-related checks, based on subscriber profile, and “online charging” found set for this subscriber, the AS/IMS-GWF creates a new Ro Online Charging session towards the OCS in order to get authorization for this “RCS File Transfer” service with SDP offer description, ICID, and request time quota. 
16.
This RCS File Transfer service with SDP offer description is authorized by the OCS, and pre-liminary time quota may be granted in returned CCA. 
17. The OCS sends CCA to the MMTel AS with granted quota
18.
 The SIP INVITE is forwarded to the remote party
19.
The remote party answers: SIP 200 OK (INVITE) is received by the AS/S-CSCF with SDP answer indicating that the terminating UE is ready for the MSRP session.  
20.
Ro session is updated with the final SDP Answer upon final response  
21.
RCS File transfer service with this SDP description is authorized by OCS and new time quota may be granted 
22. The OCS sends CCA to the MMTel AS with new granted quota

23. SIP 200 OK (INVITE) is forwarded towards the P-CSCF in VPLMN with SDP answer and asserted CPM service ICSI service.
24. PCC Rules resolution from service information, PCC Rules provisioning: same steps as steps 24 to 32 Figure 4.2.1.2.2.2, with same Key issues and appropriate parameters:

The P-CSCF provides asserted CPM ICSI service for the RCS File Transfer to the V-PCRF




The H-PCRF determines the “service Identifier = service IDft” to be used, based on RCS File Transfer asserted service and media flows description, and derives PCC Rule-ft (QCI 8, ICID, service-IDft, RGft) for flows associated to MSRP media session.


Alternative B. with static policies “service Identifier = service ID10”, RG10 (RCS FT) for RCS File Transfer service, with MSRP media session.

Key issue3 and 4: relate to service ID, RG values for RCS File Transfer, with MSRP media session (here PCC-Rule10, RG10).  



25. IP-CAN session modification and Gy sessions creation: Same steps as steps 33 to 45 Figure 4.2.1.2.2.3 for bearer resources handling and Gy sessions, with appropriate parameters:
 
The PGW performs the bearer binding and QoS resource reservation associated to the installed PCC-Rule-ft (alternatively PCC Rule10). Based on received PCC Rules QCI and ARP, the PGW determines one dedicated bearer need to be activated with QCI 8.

Gy creation for the dedicated bearer with QCI 8, based on PCC Rule-ft (alternatively PCC-Rule-10) 



 


26. Once the P-CSCF has been notified that all resources is established (i.e. the dedicated bearer) SIP 200 OK (INVITE) with SDP answer is forwarded to the originating UE by the P-CSCF
27. Flows enablement: same steps as steps 53 to 59 Figure 4.2.1.2.2.4 for the flows within active PCC Rule-ft (alternatively PCC-Rule10).  














The File Transfer is carried out over the dedicated bearer using MSRP session. 

28. UE A sends MSRP SEND towards remote UE with file data. 

29. The remoteUE acknowledges the reception of the MSRP SEND request with an MSRP 200 (OK)

Step 28-29 are repeated for the whole data file to be transferred. 




30. Gy control of quota: steps 60 to 63 in Figure 4.2.1.2.2.4 for volume exchanged control under “Service-IDft” within RGft
31-32. File transfer can continue via MSRP SEND/200 OK exchange

	End of changes











_1476877318.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF/MMTel AS


H-PCRF/SPR


10. SIP Registration to S-CSCF in HPLMN


Visited Network A


Home Network A


11. SIP INVITE  (SDP offer)


13. SIP INVITE  (SDP offer, ICID)


14. Ro session establishment CCR-I  


17. SIP 183 (SDP answer) 


15. Ro  CCA 


16. SIP INVITE (SDP offer) 


17. SIP 183 (SDP answer) 


OCS


23. Gx Update PCC Rules RAR


18. Rx session information AAR  


22. Rx AAA  


19. S9 proxies AAR   


28. Gx RAA


21. S9 proxies AAA   


Alt B. Static Policies (PCC Rule1 RG1), (PCC Rule2, RG2)


UE A


12. Service information


29


For each dedicated bearer 


26.  dedicated bearer activation


27. create bearer response


24. New Gy session  CCR-I dedicated bearer (MSCC (RGvo, ICID,Service-IDvi)..)  


25. Gy  CCA 


20. PCC-Rule-vo (Service IDvi, QCI1, RGvo)
PCC-Rule-vi (Service IDvi, QCI2, RGvi)


30. SIP 183 (SDP answer) 


Alt A.
Use of S9



_1482605863.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF/MMTel AS


H-PCRF/SPR


2. Gx IP-CAN session establishment CCR-I  


Visited Network A


Home Network A


6. Gx CCA (PCC Rule-d, RGd) 


7. Gy session establishment CCR-I (MSCC(RGd) 


5. S9 CCA (PCC Rule-d, RGd) 


9. Gy  CCA 


10. Create Session  Response  


OCS


E-UTRAN Initial Attach to IMS APN


4. Provisioning and validation of Default EPS Bearer authorized QoS


3. S9 IP-CAN session establishment CCR-I 


UE A


1. Create Session  Request  


EPS default bearer with QCI 5 is established and UE acquired P-CSCF address  


Alt B. Static Policies (PCC Rule0, RG0)


Alt A.
Use of S9


8. Authorization and quota allocation to RG



_1483362237.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF/MMTel AS


H-PCRF/SPR


11. SIP Registration to S-CSCF in HPLMN


Visited Network B


Home Network B


15. Ro  CCA 


12. SIP INVITE  (SDP offer)


16. SIP INVITE  (SDP offer)


20. PCC Rules resolution from service information, PCC Rules provisioning : Steps 24 to 32 in Figure 4.2.1.2.2.2 


18. SIP INVITE  (SDP offer)


19. SIP 183 (SDP answer) 


21. IP-CAN session modification and Gy sessions creation: Steps 33 to 45 in Figure 4.2.1.2.2.3


OCS


22. SIP 183 (SDP answer) 


17. service info.


22. SIP 183 (SDP answer) 


UE B


13. Ro session estab. CCR-I 


14. Auth and quota alloc



_1483774006.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF/MMTel AS


H-PCRF/SPR


Visited Network B


Home Network B


30. Flows enablement: Steps 53 to 58 in Figure 4.2.1.2.2.4


32. Gy control of quota: Steps 60 to 63 in Figure 4.2.1.2.2.4


OCS


29. SIP 200 OK 


31. SIP ACK 


31. SIP ACK 


UE B


31. SIP ACK 


23. SIP exchange PRACK, UPDATE, Ringing


24. SIP 200 OK 


26. Ro session update CCR-U  


28. Ro  CCA 


25. SIP 200 OK 


IMS session established with voice traffic and video traffic sent over their respective dedicated bearers


Video traffic


27. Quota alloc



_1483254537.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF/MMTel AS


H-PCRF/SPR


Visited Network A


Home Network A


56. Gx RAR enabling flows  


57.Gx RAA


OCS


52. SIP 200 OK 


59. SIP ACK 


59. SIP ACK 


UE A


59. SIP ACK 


54. S9 proxies AAR 


55 S9 AAA  


58. Rx AAA


Alt B. Static Policies


47. SIP exchange PRACK, UPDATE, Ringing


48. SIP 200 OK 


49. Ro session update CCR-U  


51. Ro  CCA 


52. SIP 200 OK 


53. Rx AAR enabling media flows 


IMS session established with voice traffic and video traffic sent over their respective dedicated bearers


Video traffic


60. RGvi runs out of quota


61. Gy session  CCR-U dedicated bearer (MSCC (RGvi, Used Units (ICID Service IDvi))..)  


63. Gy  CCA 


Alt A.Use of S9


50. Update quota


62. allocate quota



_1478027738.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF/MMTel AS


H-PCRF/SPR


10. SIP Registration to S-CSCF in HPLMN


Visited Network B


Home Network B


13. Ro  CCA 


11. SIP INVITE  (SDP offer)


14. SIP INVITE  (SDP offer)


16. SIP INVITE  (SDP offer)


17. SIP 183 (SDP answer) 


18. Rx session information AAR  


21. Rx AAA  


19. S9 proxies AAR   


OCS


20.S9 proxies AAA   


24. Gx Update PCC Rules RAR


Alt B. Static Policies (PCC Rule1 RG1), (PCC Rule2, RG2)


22. PCC-Rule-vo (Service IDvi, QCI1, RGvo)
PCC-Rule-vi (Service IDvi, QCI2, RGvi)


Alt A.
Use of S9


25. Gx RAA


27. New Gy session  CCR-I dedicated bearer (MSCC (RGvo, ICID,Service-IDvi)..)  


28. Gy  CCA 


For each dedicated bearer 


37. SIP 183 (SDP answer) 


29.  dedicated bearer activation


30. create bearer response


15. service info.


37. SIP 183 (SDP answer) 


Alt A.
Use of S9


UE B


12. Ro session estab. CCR-I 


23. S9 RAR    


26. S9 RAA  


Alt A.
Use of S9


36. Rx CCA


31. Gx CCR


32. Rx CCR


34. S9 RAR 


Alt A.
Use of S9


35. S9 RAA    


33. Gx CCA



_1478028104.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF/MMTel AS


H-PCRF/SPR


Visited Network B


Home Network B


47. Gx RAR enabling flows  


48.Gx RAA


OCS


43. SIP 200 OK 


50. SIP ACK 


50. SIP ACK 


UE B


50. SIP ACK 


45. S9 proxies AAR 


46. S9 AAA  


49. Rx AAA


Alt B. Static Policies


38. SIP exchange PRACK, UPDATE, Ringing


39. SIP 200 OK 


41. Ro session update CCR-U  


42. Ro  CCA 


40. SIP 200 OK 


44. Rx AAR enabling media flows 


IMS session established with voice traffic and video traffic sent over their respective dedicated bearers


Video traffic


51. RGvi runs out of quota


52. Gy session  CCR-U dedicated bearer (MSCC (RGvi, Used Units (ICID Service IDvi))..)  


53.Gy  CCA 


Alt A.Use of S9



_1476860290.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF/MMTel AS


H-PCRF/SPR


Visited Network A


Home Network A


39. Gx RAR enabling flows  


40.Gx RAA


OCS


35. SIP 200 OK 


42. SIP ACK 


42. SIP ACK 


UE A


42. SIP ACK 


37. S9 proxies AAR 


38. S9 AAA  


41. Rx AAA


Alt B. Static Policies


31. SIP exchange PRACK, UPDATE, Ringing


32. SIP 200 OK 


33. Ro session update CCR-U  


34. Ro  CCA 


35. SIP 200 OK 


36. Rx AAR enabling media flows 


IMS session established with voice traffic and video traffic sent over their respective dedicated bearers


Video traffic


43. RGvi runs out of quota


44. Gy session  CCR-U dedicated bearer (MSCC (RGvi, Used Units (ICID Service IDvi))..)  


45. Gy  CCA 


Alt A.Use of S9



_1476875695.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF


H-PCRF/SPR


10. SIP Registration to S-CSCF in HPLMN


Visited Network A


Home Network A


11. SIP INVITE  (SDP offer)


13. SIP INVITE  (SDP offer, ICID)


14. Ro session establishment CCR-I  


20. SIP 200 OK (SDP answer) 


15. Ro  CCA 


16. SIP INVITE (SDP offer) 


17. SIP 200 OK (SDP answer) 


OCS


26. Gx Update PCC Rules RAR


21. Rx session information AAR  


25. Rx AAA  


22. S9 proxies AAR   


31. Gx RAA


24. S9 proxies AAA   


Alt B. Static Policies (PCC Rule10 RG10), 


UE A


12. Service information


Alt A.
Use of S9


32


29.  dedicated bearer activation


30. create bearer response


27. New Gy session  CCR-I dedicated bearer (MSCC (RGft, ICID,Service-IDft)..)  


28. Gy  CCA 


23. PCC-Rule-ft (Service IDft, QCI8, RGft)



33. SIP  200 OK (SDP answer) 


18. Ro session update CCR-U 


19. Ro  CCA 


Alt A.
Use of S9



_1476860102.vsd
PGW


V-PCRF


Other nodes


P-CSCF


S-CSCF/MMTel AS


H-PCRF/SPR


2. Gx IP-CAN session establishment CCR-I  


Visited Network A


Home Network A


6. Gx CCA (PCC Rule-d, RGd) 


7. Gy session establishment CCR-I (MSCC(RGd) 


5. S9 CCA (PCC Rule-d, RGd) 


8. Gy  CCA 


9. Create Session  Response  


OCS


E-UTRAN Initial Attach to IMS APN


4. Provisioning and validation of Default EPS Bearer authorized QoS


3. S9 IP-CAN session establishment CCR-I 


UE A


1. Create Session  Request  


EPS default bearer with QCI 5 is established and UE acquired P-CSCF address  


Alt B. Static Policies (PCC Rule0, RG0)


Alt A.
Use of S9



