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Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions in 3GPP TS 32.101 [2], 3GPP TS 32.102 [3], 3GPP TS 21.905 [18] and the following apply:

active alarm: an alarm that has not been cleared and which is active until the fault that caused the alarm is corrected and a "clear alarm" is generated

ADAC Faults: faults that are "Automatically Detected and Automatically Cleared" by the system when they occur and when they are repaired

ADMC Faults: faults that are Automatically Detected by the system when they occur and Manually Cleared by the operator when they are repaired

alarm: abnormal network entity condition, which categorizes an event as a fault

alarm notification: notification used to inform the recipient about the occurrence of an alarm

clear alarm: alarm where the severity value is set to "cleared"

event: this is a generic term for any type of occurrence within a network entity

NOTE:
A notification or event report may be used to inform one or more OS(s) about the occurrence of the event.

fault: a deviation of a system from normal operation, which may result in the loss of operational capabilities of the element or the loss of redundancy in case of a redundant configuration

notification: information message originated within a network entity to inform one or more OS(s) about the occurrence of an event

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TS 32.101 [2], 3GPP TS 32.102 [3], 3GPP TS 21.905 [18] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TS 32.101 [2], 3GPP TS 32.102 [3] and 3GPP TS 21.905 [18], in that order.
ADAC
Automatically Detected and Automatically Cleared

ADMC
Automatically Detected and Manually Cleared

CM
Configuration Management

EM
Element Manger

FM
Fault Management

ISO
International Standards Organisation

IRP
Integration Reference Point
MMI
Man-Machine Interface

MOC
Managed Object Class

MOI
Managed Object Instance

NE
Network Element

NM
Network Manager

OS
Operations System

QoS
Quality of Service

TMN
Telecommunications Management Network
	Next modification


4.1.4
Alarm forwarding and filtering

As soon as an alarm is entered into or removed from the active alarms list Alarm notifications shall be forwarded by the NE, in the form of unsolicited notifications;

If forwarding is not possible at this time, e.g. due to communication breakdown, then the notifications shall be sent as soon as the communication capability has been restored. The storage space is limited. The storage capacity is Operator and implementation dependent. If the number of delayed notifications exceeds the storage space then an alarm synchronization procedure shall be run when the communication capability has been restored.

The OS shall detect the communication failures that prevent the reception of alarms and raise an appropriate alarm to the operator.

If the Itf-N is implemented in the NE, then the destination of the notifications is the NM, and the interface shall comply with the stipulations made in clause 5. If the Itf-N resides in the EM, proprietary means may be employed to forward the notifications to the EM. Note that, even if the Itf-N is implemented in the NE, the EM may still also receive the notifications by one of the above mechanisms. However, the present document does not explicitly require the NEs to support the EM as a second destination.
	Next modification


5
Fault Management over Itf-N
5.1
Fault Management concept
An operations system on the network management layer (i.e. the NM) provides fault management services and functions required by the 3G operator on top of the element management layer.

The Itf-N may connect the Network Management (NM) system either to Element Mangers (EMs) or directly to the Network Elements (NEs). This is done by means of Integration Reference Points (IRPs). In the following, the term "subordinate entities" defines either EMs or NEs, which are in charge of supporting the Itf-N.

	Next modification


5.5
Overview of IRPs related to Fault Management (FM)

The Itf-N is built up by a number of IRPs. The basic structure of the IRPs is defined in 3GPP TS 32.101 [2] and 3GPP TS 32.102 [3].
	End of modifications
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