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1
Decision/action requested

This is a pCR to TR Study of Inter-PLMN PS domain online charging – Service turn off scenario
2
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3
Rationale

4 Detailed proposal

In this pCR a detailed call flow is added to Scenario C of TR 32.843 [1]    

	First change


4.2.3
Scenario C:  Turn off data service in V-PLMN when subscribed usage threshold reached   
4.2.3.1
Description

A UE generates a service data flow traffic related to a non-VoLTE data service. The data service has a subscribed data usage threshold. When the threshold is reached the data service shall be turned off with no effect to other existing services.

The following applies:

· Usage of data service is monitored by home OCS via Gy interface 

· Both charging per IP-CAN bearer and charging per IP-CAN session apply

· The Service related to service data flow can be of any type, i.e. IMS, non IMS and including RCS.
· This scenario assumes that an IP-CAN bearer is already established between the UE and the P-GW and that PCC rules associated to the considered service data flow are already provisioned into the PCEF. 

4.2.3.2
Message Flow
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Figure 4.2.3.2.1: Turn off data service when subscribed threshold reached

1.  User data traffic for the considered service data flow starts.
2.  The PCEF initiates a request towards the H-OCS. In the request, it asks for an RSU for the new service using the appropriate RG / Sid.  Two options: apply
a. If there’s already quota obtained for the IP-CAN bearer than a CCR[Update] is sent using the Rating Group associated with the service. 
b. If there’s no quota obtained for the IP-CAN bearer then a CCR-I is sent using the Rating Group associated with the service.

3.  The H-OCS returns the expected CCA with a GSU [VT (Validity Time)] and the additional triggers needed according to its own rules for that service. It also starts counting against the limit set by the subscriber for data roaming.
4.  The PCEF authorizes the user traffic and starts managing the session by controlling the allocated quota against the usage.

5.  The granted quota is depleted.

6.  PCEF sends additional CCR[Update] to the H-OCS according to the triggers set and to quota depletion. When such a request reaches H-OCS with USU, the accumulated usage is counted and compared with the subscriber threshold.

7.  If the threshold was not met, than the standard quota is allocated in the GSU, and the service is allowed to continue.

8.  Additional CCR[Update] increase the accumulated usage. At one point the accumulated usage reaches the subscribed threshold.

9.  In case the threshold was reached, the CCA will contain a FUI (Final-Unit-Indication) for that service, and the GSU will contain only the delta between the threshold limit and the actual consumed data. The FUI may contain the specific ACTION expected, and the additional information required for that action.

10. The final granted quota is depleted.

11. Upon depletion of final quota, the PCEF activates the indicated action. If the directive is ‘Terminate’, than upon depleting the last quota, the PCEF blocks the data traffic of the service. If the directive is ‘Redirect’ then PCEF directs the traffic to the redirection address.
12. The PCEF then sends a CCR[Update] with reporting reason final to indicate to OCS that the service was terminated. 
Regular Gy Credit-Control mechanism is used to monitor data usage online by home OCS. In case of subscribed usage threshold is reached, the service is turned off, i.e. barred by OCS using Gy termination action as described in clause 6.5.3 of TS 32.299. The termination action can be either a simple termination of the service or a redirection.

	End of changes


_1478047881.vsd
�

�

UE-A�

V-PCRF�

1. User data Traffic
Starts�

4. User Traffic Authorized�

OCS�

PCEF /       P-GW�

H-PCRF / SPR�

5. Quota Depleted�

11. Block / redirect user traffic�

Home Network�

Visited Network�

Other nodes�

5'. Quota Depleted�

2. Gy CCR-U
Open service-Session (RSU, RG / Sid)�

3. Gy CCA-U 
RC=2001,GSU�

Check Threshold�

10. Final quota depleted�

8. Gy CCR-U
USU, RSU�

9. Gy CCA-U
FUI(Terminate / Redirect), GSU=D(limit) �

12. Gy CCR-U
USU, Reporting-Reason=Final�

6. Gy CCR-U
USU, RSU�

7. Gy CCA-U
RC=2001, GSU>0 �

Check Threshold�

Check Threshold�

Reached�


