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1
Decision/action requested

Approval of the pCR for adding notification support for changed alarm attributes
2
References

[1]
3GPP TS 32.111-2 Alarm Integration Reference Point (IRP): Information Service (IS) V12.0.0
3
Rationale

At SA5#97 meeting, the proposal to add notification support for changed additionalInformation was supported. The group think that the final pCR will need some clarifications and include proposals to be extended to other alarm attributes. Therefore, a revised proposal is submitted at this meeting.
SupportIOC AlarmInformation contains information about alarm condition of an alarmed MonitoredEntity.There are many alarm attributes defined in the SupportIOC AlarmInformation, such as alarmed, eventType, probableCause, perceivedSeverity, specificProblem, backedUpStatus, proposedRepairActions, additionalInformation etc. For all the attributes of AlarmInformation, please see clause 5.3.1.2 in TS 32.111-2 [1].
If the Itf-N is in normal operation (the NM connection to the subordinate entities is up), alarm reports are forwarded in real-time to the NM via appropriate filtering located in the subordinate entity.
So far, only one attribute, a.k.a. perceivedSeverity, is supported to be notified about its change, see notifyChangedAlarm notification in TS 32.111-2 [1]. Using this notification, the subscribed IRPManager instances are notified regarding changes in perceivedSeverity attribute value (except to the value "Cleared").
Actually, in fault management ordinary maintenance, operators need more information about the changes of other alarm attributes as well.
For examples:
1. NE may set null or some value in the alarm attribute proposedRepairActions when an alarm is generated and reported in real-time by NE. After some diagnostic analysis during the faulty period, NE or EMS may have some further analysis and may have better fault repair suggestions to be sent to NMS. A notification regarding the changed alarm attribute proposedRepairActions would be helpful for that.
2. Cell name may exist in alarm attribute additionalInformation in the cell related alarm. If the cell name is changed before the alarm is cleared, it will be not convenient for maintenance staff to look up the alarm/performance/configuration information of that cell with an old cell name. A notification conveying the changed alarm attribute additionalInformation which contains the cell old name would be helpful for maintenance personnel.
It is proposed to add the changes in this pCR, if approved, to the existing Super CR for 32.111-2 within this work item.

4
Detailed proposal

It is proposed to make the following changes to TS 32.111-2 [1]
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6.1
Class diagram
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6.X
Notification AlarmIRPNotification_6 (O)

6.X.1
notifyChangedAlarmGeneral (M)

6.X.1.1
Definition

The subscribed IRPManager instances are notified regarding changes in backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector of an AlarmInformation instance in the AlarmList. This notification is triggered by value change in one or some of these attributes. The AlarmInformation carried in the notification shall satisfy the current filter constraint of the subscription.

The notification shall contain all parameters that are filterable and are present in the original (related) notifyNewAlarm notification.
There are two tables for Input Parameters. If alarmType parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm", the first table (see clause 6.X.1.2) shall be applicable. If alarmType parameter indicates "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation" or "Time Domain Violation", the second table (see clause 6.X.1.3) shall be applicable.
6.X.1.2
Input Parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	Notification header - see [5].  It shall carry the MonitoredEntity class name.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 
	Notification header - see [5].  It shall carry the DN of the MonitoredEntity.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	notificationId
	M,N
	--
	Notification header - see [5].  

	eventTime
	M,Y
	AlarmInformation.alarmChangedTime
	Notification header - see [5].  

	systemDN
	C,Y
	--
	Notification header - see [5].  

	notificationType
	M,Y
	"notifyChangedAlarmGeneral".
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	

	rootCauseIndicator
	O,N
	It indicates that this AlarmInformation is the root cause of the events captured by the notifications whose identifiers are in the related CorrelatedNotification instances.
	“Yes”, “No”

	alarmType
	M,Y
	AlarmInformation.eventType
	The notification structure defined by this table is applicable if this parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm".

	specificProblem
	O,N
	AlarmInformation.specificProblem
	

	correlatedNotifications
	O,N
	The set of CorrelatedNotification related to this AlarmInformation.
	

	backedUpStatus
	O,N
	AlarmInformation.backedUpStatus
	

	backUpObject
	O,N
	MonitoredEntity.objectInstance 
	It carries the DN of the back up object. The object is identified by relation-BackUpObject-AlarmInformation of the new AlarmInformation.

	trendIndication
	O,N
	AlarmInformation.trendIndication
	

	thresholdInfo
	O,N
	AlarmInformation.thresholdInfo
	

	stateChangeDefinition
	O,N
	AlarmInformation.stateChange 
	

	monitoredAttributes
	O,N
	AlarmInformation.monitoredAttributes
	

	proposedRepairActions
	O,N
	AlarmInformaton.proposedRepairActions
	

	additionalText
	O,N
	AlarmInformation.additionalText
	

	additionalInformation
	O,N
	AlarmInformation.additionalInformation
	

	alarmId
	M,N
	AlarmInformation.alarmId
	

	changedAlarmAttributes
	M,N
	LIST OF SEQUENCE <AttributeName, OldAttributeValue>
	The changed alarm attributes (name/value pairs) (with old values).


6.X.1.3
Input Parameters for notification related to security alarm

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	See Table 6.8.1.2.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 


	See Table 6.8.1.2.

	notificationId
	M,N
	--
	See Table 6.8.1.2.

	eventTime
	M,Y
	AlarmInformation.alarmChangedTime
	See Table 6.8.1.2.

	systemDN
	C,Y
	-- 
	See Table 6.8.1.2.

	notificationType
	M,Y
	"notifyChangedAlarmGeneral". 
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	

	rootCauseIndicator
	O,N
	It indicates that this AlarmInformation is the root cause of the events captured by the notifications whose identifiers are in the related CorrelatedNotification instances.
	“Yes”, “No”

	alarmType
	M,Y
	AlarmInformation.eventType
	The notification structure of this table is applicable if this parameter indicates "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation", "Time Domain Violation".

	correlatedNotifications
	O,N
	The set of CorrelatedNotification related to this AlarmInformation.
	

	additionalText
	O,N
	AlarmInformation.additionalText
	

	additionalInformation
	O,N
	AlarmInformation.additionalInformation
	

	serviceUser
	M,N
	AlarmInformation.serviceUser
	This may contain no information if the identify of the service-user (requesting the service) is not known.

	serviceProvider
	M,N
	AlarmInformation.serviceProvider
	This shall always identify the service-provider receiving a service request, from serviceUser, that provokes the security alarm. 

	securityAlarmDetector
	M,N
	AlarmInformation.securityAlarmDetector
	This may contain no information if the detector of the security alarm is the serviceProvider.

	alarmId
	M,N
	AlarmInformation.alarmId
	

	changedAlarmAttributes
	M,N
	LIST OF SEQUENCE <AttributeName, OldAttributeValue>
	The changed alarm attributes (name/value pairs) (with old values).


6.X.1.4
Triggering Event

6.X.1.4.1
From-state

alarmMatched AND alarmNotCleared AND alarmChanged.

	Assertion Name
	Definition

	alarmMatched
	The matching-criteria-attributes of the newly generated network alarm has values that are identical (matches) with ones in one AlarmInformation in AlarmList. 

	alarmChanged
	The backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector of the newly generated network alarm and of the matched AlarmInformation are different. 


6.X.1.4.2
To-state

informationUpdate.
	Assertion Name
	Definition

	informationUpdate
	· The AlarmInformation identified in alarmMatched in from-state has been updated according to the following rules: backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector is updated;

· notificationId is updated;

· alarmChangedTime is updated;

· ackTime, ackUserId and ackSystemId are updated to contain no information;

· ackState is updated to "unacknowledged";


	End of Modification


AlarmIRPNotifications_1





notifyNewAlarm()





notifyAckStateChange()





notifyClearedAlarm()





notifyAlarmListRebuilt()





<<Notification>>





AlarmIRPNotification_2





notifyChangedAlarm()





<<Notification>>





AlarmIRPNotification_3





notifyComments()





<<Notification>>





AlarmIRPNotification_4





notifyPotentialFaultyAlarmList()





<<Notification>>





AlarmIRPNotification_5





notifyCorrelatedNotificationChanged()





<<Notification>>





AlarmIRP





<<SupportIOC>>





<<use>>





<<may use>>





<<may use>>





<<may use>>





<<may use>>





notifyChangedAlarmGeneral()





<<Notification>>





AlarmIRPNotification_6





<<may use>>








