3GPP TSG SA WG5 (Telecom Management) Meeting #97
S5-145386
20-24 October 2014 Venice (Italy)
revision of S5-145346
Source:
China Mobile
Title:
pCR on Configuration Management of TR32.861
Document for:
Approval
Agenda Item:
6.9.4
1
Decision/action requested

The document gives some suggestions on requirments of configuration management to TR32.861.
2
References

[1]
3GPP draft TR 32.861 v 0.2.0 “Telecommunication Management; Study on Application and Partitioning of Itf-N”

[2]   3GPP TS32.600 v11.0.0 “Telecommunication management; Configuration Management (CM); Concept and high-level requirements”  
3
Rationale

A proposal on Performance Management of ItfN is submitted and approved at SA5 Meeting #96. This pCR was proposed for Configuration Management part of TR 32.861 involving chapter 5 and 6.
4
Detailed proposal

	1st Modified Section


5
Concepts and architecture
……
5.4 Configuration Management (CM)
(Quote from TS 32.600 Clause 7.1)
“The Itf‑N (see ref. 3GPP TS 32.102 [2]) is an object oriented interface, i.e. all resources of the PLMN network (functional and physical resources) whose management is standardised by the present document are represented as Managed Object Instances (MOI) of a Network Resource Model (NRM).

The NRM shall be highly simplified for the purpose of the NM, based on the assumption that all of the detailed CM actions, including fault correction after one or more alarms, are performed by an Element Manager (EM), which knows the vendor-specific NRM and configuration.

The NRM identifies the basic Network Resources (NRs) to the level of detail required by FM and PM at the Network Management (NM) level. In addition to NR identification, the NRM also supports the alarm surveillance part of FM by defining which alarms can be notified by which Information Object Classes (IOCs).”
Generally, Configuration Management (CM) aspects of managing a PLMN network contains the following process:

· Installing a PLMN network;
· Operating a PLMN network;
· Growing/pruning a PLMN network
· NRM data monitoring
In order to simplify Itf-N, only the last process is implemented through Itf-N, while others are implemented by EM/NEs.

(Quote from TS 32.600 Clause 5.2)
“The system monitoring service component provides the operator with the ability to receive reports (on request or spontaneously) on the configuration of the entire network or parts of it from managed NEs. These consist of structure, states, versions employed and data settings. The NE sends spontaneous reports if there was an autonomous change of, for example, the states or other values due to Fault Management (FM) actions. Also, the NM may ask the managed EM/NE to send the information required to the NM at any time.”
“Any inconsistencies found during system monitoring by the NM should be reported to the operator, and it is left to the operator or an Operations System Function (OSF) to take appropriate actions.”
6
Application of Network Management (NM) requirements

……

6.3 Configuration Management (CM)
The following requirements are proposed:
(Quote from TS 32.600 Clause 6.2.3)
“
For responses to information requests and for information reports, it should be possible for the operator to specify where and when the information should go. The NM, EM and NE shall provide a capability to configure the response/reporting capabilities such that the following requirements are met at the Itf‑N:


information forwarding shall be possible to be enabled and disabled;


information shall be possible to be forwarded to the NM as soon as it is available;


information shall be possible to be directed to any of various NMs (one or several).
”
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