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Decision/action requested

Discuss and approve on the text proposal.
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Rationale

This contribution looks into the definition of ifOperStatus object in RFC 2863[2], and alarm notifications based on the linkUp and linkDown values (RFC 3877 [3]) to find the mapping of WLAN alarms to 3GPP notifications, according to the alarm handling method described in clause 4.6 in TR 32.841 [5]. It is able to find notificationType, probableCause, perceivedSeverity, and alarmType (TS 32.111-2 [4]) for up(1), down(2), lowerLayerDown(7). If testing(3), dormant(5), notPresent(6) are to be supported,  then changes to TS 32.111-2 are required.
This contribution proposes the WLAN alarm mapping to [1].
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Detailed proposal
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4
Concepts and background

4.3
WLAN alarm notification
WLAN AP alarms can be generated from ifOperStatus (RFC 2863 [5]) object. The following examples extracted from RFC 3877 [7] shows that the WLAN AP embeds the ifOperStatus object in the linkUp/linkDown notifications to report the WLAN AP alarms.

"6.1. Alarms Based on linkUp/linkDown Notifications

linkDown NOTIFICATION-TYPE

        OBJECTS { ifIndex, ifAdminStatus, ifOperStatus }

        STATUS  current

        DESCRIPTION

            ""

    ::= { snmpTraps 3 }

linkUp NOTIFICATION-TYPE

        OBJECTS { ifIndex, ifAdminStatus, ifOperStatus }

        STATUS  current

        DESCRIPTION

            ""

    ::= { snmpTraps 4 }"

alarmModelIndex                  3

alarmModelState                  1

alarmModelNotificationId         linkUp

alarmModelVarbindIndex           0

alarmModelVarbindValue           0

alarmModelDescription            "linkUp"

alarmModelSpecificPointer        ituAlarmEntry.3.1

alarmModelVarbindSubtree         ifIndex (1.3.6.1.2.1.2.2.1.1)

alarmModelResourcePrefix         0.0

alarmModelRowStatus              active (1)

ituAlarmEventType                communicationsAlarm (2)

ituAlarmPerceivedSeverity        cleared (1)

ituAlarmGenericModel             alarmModelEntry.3.1

alarmModelIndex                  3

alarmModelState                  3

alarmModelNotificationId         linkDown

alarmModelVarbindIndex           2

alarmModelVarbindValue           up (1)

alarmModelDescription            "linkDown - confirmed problem"

alarmModelSpecificPointer        ituAlarmEntry.3.3

alarmModelVarbindSubtree         ifIndex (1.3.6.1.2.1.2.2.1.1)

alarmModelResourcePrefix         0.0

alarmModelRowStatus              active (1)

ituAlarmEventType                communicationsAlarm (2)

ituAlarmPerceivedSeverity        critical (3)

 

ituAlarmGenericModel             alarmModelEntry.3.3"
WLAN AP will send a notification when ifOperStatus object changes its value. The value of ifOperStatus object is shown below (see RFC 2863 [5]). 
ifOperStatus OBJECT-TYPE

    SYNTAX  INTEGER {

                up(1),        -- ready to pass packets

                down(2),

                testing(3),   -- in some test mode

                unknown(4),   -- status can not be determined

                              -- for some reason.

                dormant(5),

                notPresent(6),    -- some component is missing

                lowerLayerDown(7) -- down due to state of

                                  -- lower-layer interface(s)

            }

    MAX-ACCESS  read-only

    STATUS      current

    DESCRIPTION

            "The current operational state of the interface.  The

            testing(3) state indicates that no operational packets can

            be passed.  If ifAdminStatus is down(2) then ifOperStatus

            should be down(2).  If ifAdminStatus is changed to up(1)

            then ifOperStatus should change to up(1) if the interface is

            ready to transmit and receive network traffic; it should

            change to dormant(5) if the interface is waiting for

            external actions (such as a serial line waiting for an

            incoming connection); it should remain in the down(2) state

            if and only if there is a fault that prevents it from going

            to the up(1) state; it should remain in the notPresent(6)

            state if the interface has missing (typically, hardware)

            components."

    ::= { ifEntry 8 }
The following tables show that IRPAgent, together with the mapping function will map the IETF alarm notification attributes for down(2) and up(1)  to the 3GPP alarm parameters as defined in TS 32.111-2 [6]. For each table, it also includes the example of on what conditions the 3GPP alarm notification will be sent. 
1) notifyNewAlarm
	IETF alarm notification attribute
	Value
	3GPP AlarmInformation Attribute
	Legal Value

	
	
	objectClass
	Carry the object class name of the IOC

	
	
	objectInstance
	Carrying the Distinguished Name (DN) of this object instance

	
	
	notificationId
	Carry the identifier for the notification

	alarmActiveDateAndTime
	DateAndTime
(It indicates the local date and time when the alarm occurred)
	eventTime
	Convey the same sematic as DateAndTime

	
	
	systemDN
	Carry either (1) the IRPAgent instance containing that Interface IRP instance, or (2) the DN of that particular Interface IRP instance responsible for the emission of the notification

	alarmModelVarbindValue
	down (2)
	notificationType
	"notifyNewAlarm"

	
	
	probableCause
	Communication Subsystem Failure

	ituAlarmPerceivedSeverity
	ituAlarmPerceivedSeverity
(It indicates the alarm severity as defined in ITU Recommendation X.733)
	perceivedSeverity
	Convey the same sematic as ituAlarmPerceivedSeverity

	ituAlarmEventType
	communicationsAlarm (2)
	alarmType
	"Communications Alarm "

	
	
	specificProblem
	Absent

	
	
	correlatedNotifications
	Absent

	
	
	backedUpStatus
	Absent

	
	
	backUpObject
	Absent

	
	
	trendIndication
	Absent

	
	
	thresholdInfo
	Absent

	
	
	stateChangeDefinition
	Absent

	
	
	monitoredAttributes
	Absent

	
	
	proposedRepairActions
	Absent

	
	
	additionalText
	Absent

	
	
	additionalInformation
	Absent

	
	
	alarmId
	Mapping function allocates the alarm ID


It there exists no AlarmInformation [6] in AlarmList [6] corresponding to IETF alarm notification, and the IETF alarm notification is down (2), then the IRPAgent will send notifyNewAlarm to the IRPManager, who has a subscription with NotificationIRP.
2) notifyChangedAlarm
	IETF alarm notification attribute
	Value
	3GPP AlarmInformation Attribute
	Legal Value

	
	
	objectClass
	Carry the object class name of the IOC

	
	
	objectInstance
	Carrying the Distinguished Name (DN) of this object instance

	
	
	notificationId
	Carry the identifier for the notification

	alarmActiveDateAndTime
	DateAndTime
(It indicates the local date and time when the alarm occurred)
	eventTime
	Convey the same sematic as DateAndTime

	
	
	systemDN
	Carry either (1) the IRPAgent instance containing that Interface IRP instance, or (2) the DN of that particular Interface IRP instance responsible for the emission of the notification

	alarmModelVarbindValue
	down (2)
	notificationType
	"notifyChangedAlarm".

	
	
	probableCause
	Communication Subsystem Failure

	ituAlarmPerceivedSeverity
	See reference in ituAlarmPerceivedSeverity
(It indicates the alarm severity as defined in ITU Recommendation X.733)
	perceivedSeverity
	Convey the same sematic as ituAlarmPerceivedSeverity

	ituAlarmEventType
	See reference in communicationsAlarm (2)
	alarmType
	"Communications Alarm "

	
	
	alarmId
	Mapping function uses the alarm ID previously allocated


It there exists an AlarmInformation [6] in AlarmList [6] corresponding to IETF alarm notification, and the IETF alarm severity ituAlarmPerceivedSeverity has been changed, then the IRPAgent will send notifyChangeedAlarm to the IRPManager, who has a subscription with NotificationIRP.
3) notifyClearedAlarm
	IETF alarm notification attribute
	Value
	3GPP AlarmInformation Attribute 
	Legal Value

	
	
	objectClass
	Carry the object class name of the IOC

	
	
	objectInstance
	Carrying the Distinguished Name (DN) of this object instance

	
	
	notificationId
	Carry the identifier for the notification

	alarmActiveDateAndTime
	DateAndTime
(It indicates the local date and time when the alarm occurred)
	eventTime
	Convey the same sematic as DateAndTime

	
	
	systemDN
	Carry either (1) the IRPAgent instance containing that Interface IRP instance, or (2) the DN of that particular Interface IRP instance responsible for the emission of the notification

	alarmModelVarbindValue
	up (1)
	notificationType
	"notifyClearedAlarm".

	
	
	probableCause
	Communication Subsystem Failure

	ituAlarmPerceivedSeverity
	See reference in ituAlarmPerceivedSeverity
(It indicates the alarm severity as defined in ITU Recommendation X.733)
	perceivedSeverity
	“cleared”

	ituAlarmEventType
	See reference in communicationsAlarm (2)
	alarmType
	"Communications Alarm "

	
	
	correlated Notifications
	Absent

	
	
	clearUserId
	Absent

	
	
	clearSystemId
	Absent

	
	
	alarmId
	Mapping function uses the alarm ID previously allocated


It there exists an AlarmInformation [6] in AlarmList [6] corresponding to IETF alarm notification, and the IETF alarm notification is up (1), then the IRPAgent will send notifyClearedAlarm to the IRPManager, who has a subscription with NotificationIRP.
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