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1
Decision/action requested

Capture the text for secure environement requirement in TR 32.844.
2
References

[1]
3GPP TR 32.844 Study of charging support of Proximity-based Services (ProSe) Direct Communication for Public Safety use
3
Rationale

TR 32.844[1] has identified the need for storing the usage information securely in the UE, before sending it to the network. 

During the study, it is further identified that beside the requirement for secure, requirement on trust is also needed. Therefore, it is proposed to add the corresponding requirement and clarification in the TR 32.844. 

4
Detailed proposal

	Beginning of first change


5.3.1 
Agreed principles and working assumptions

The usage information for ProSe Direct Communication is collected based on the configuration defined in TS 24.333 [241]. The usage information is collected and recorded associated with the IMSI.
When the UE is in E-UTRAN coverage, it shall report the usage information as configured when the following criteria are met:

-
a configured reporting period has been reached; and

-
the usage information recorded for the current reporting period is not empty.

When the UE is out of E-UTRAN coverage, the UE shall generate reports from the recorded usage information every reporting period and store the non-empty reports in a non-volatile memory, and send the reports once the UE returns to coverage;
The storage of the usage information and the execution of the reporting procedure shall be in a secure environment in the UE that is trusted by the charging system and/or the public safety network.
Editor's Note: Alternative solutions for UE reporting usage information are FFS.
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