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1
Decision/action requested

Agreement on structure of key issues discussion and resolution.
2
References

[1]
3GPP TR 32.849 Study on Charging aspects on Roaming End-to-end scenarios with VoLTE IMS and interconnecting networks 
[2]
3GPP TR 29.949 Study on Technical aspects on Roaming End-to-end scenarios with VoLTE IMS and other networks
3
Rationale

Proposal of a an update for the callflow section. The main question is how to proceed with this sections.
4
Detailed proposal

It is proposed that TR 32.849 be updated with the following changes.
First change
5.9
Routeing from terminating home network to the terminating visited network

This subclause describes routeing from terminating home network to the terminating visited network including the traversal of transit network between the terminating home network and the terminating visited network.
Editor's note: Further details to be worked out. (Besides straight forward approach according to given VoLTE concepts an alternative optimisation without need for specific IC-Handling in IC-networks might be useful.)
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Figure 5.9.1: Mobile terminating call from terminating home to terminating visited network

The steps of the flow are as follows:

Step 1.
SIP INVITE request (IBCF-hB1 to I-CSCF-hB1)
An initial SIP INVITE request is received by the IBCF-hB1. Due to bilateral agreement all relevant SIP header fields are included. The IBCF-hB1 forwards the call to the I-CSCF‑hB1 according to TS 24.229 [106].

It is assumed that the IBCF-hB1 is providing full B2BUA functionality, thus Via and Record-Route header fields start with new entries. But due to bilateral agreements more entries can be received and passed towards the I-CSCF.

Request-URI:
Contains the destination address for the SIP INVITE. In this example a SIP URI with user=phone is used. It could be also a tel URI.
P-Charging-Vector:
Contains the type 2 "orig-ioi" of the call which is either UE‑A's home network or UE-A's visited network when loopback apply. The I-CSCF-hB1 can add the "transit-ioi" header field parameter identifying the interconnection network the SIP INVITE request was received from a transit network.

Contact:
The Contact header field contains in this example the IP address of the originating UE-A. But due to network rules it could be also the IP address of the preceding B2BUA which could be the IBCF-hB1.
Route:
The originating network includes a Route header field pointing to the home network hB. The IBCF can replace the Route header field which points to the I-CSCF of the home network.
Step 2.
SIP INVITE request (I-CSCF-hB1 to S-CSCF-hB1) 

When the I-CSCF-hB1 receives the initial SIP INVITE request it queries the SLF/HSS to identify the correct S-CSCF where the call has to be routed to. Due to normal routing procedures the S-CSCF will be allocated by the HSS procedures as described in 3GPP TS 24.229 [106].

Request-URI:
Contains the destination address for the SIP INVITE request. In this case the I-CSCF-hB1 changes the URI from a SIP URI user=phone to a tel URI as described in TS 24.229 [106].
Step 3.-4.
SIP INVITE request (S-CSCF-hB1 to AS-B1 to S-CSCF-hB1)

The S-CSCF applies the filter criteria to involve the AS for terminating services. 

P-Charging-Vector:
Contains the type 3 "orig-ioi" of the call which is the network of the S-CSCF-hB1 sending the request.

Route:
The S-CSCF-hB1 adds a Route header field identifying the selected AS-B1 and S-CSCF-hB1 for routing back.
Editor's note: The behaviour of the transit-ioi value is currently discussed and needs further consideration how the S-CSCF to AS correlation is describes.

Step 5.
SIP INVITE request (S-CSCF-hB1 to IBCF-hB2) 

Request-URI is changed to the registered uri.

The S-CSCF identifies that user is roaming and includes the Route header field with the routeing information received during registration in the Path header field.

The orig-ioi is now changed to a type 1 IOI identifying the home network of the terminating user.

Since the call is a terminating call no further specific information is not needed for termination of the call.

The S-CSCF-hB1 sends the SIP INVITE request according to TS 24.229 [106] to the IBCF-hB2.

P-Charging-Vector:
The S-CSCF-hB1 replaces the "orig-ioi" header field parameter identifying the home network of the UE-B.
Step 6.
SIP INVITE request (IBCF-hB2 to IC-B1)

The IBCF‑hB1 applies local policy which is dependent on the operator policy for roaming calls with that specific visited network and the intermediate transit network. Header can be deleted or anonymized.

The IBCF-hB2 selects, based on the Route header field as shown Table 5.9-5 or in cases where the Path header field received during registration only points to the visited network, based on local policy, to route the SIP INVITE request via IC network B and sends the SIP INVITE request according to TS 24.229 [106] to the IC-B1. The IBCF- hB2 determines the next hop IP address from the URI in the first entry of the Route header field either by configured information or using a DNS query according to RFC 3263 [13]. If the subsequent interconnection network is SIP-aware, the determined IP address will belong to the SIP proxy IC-B1. Otherwise the determined IP address will point to IBCF-hB1 and step 7 is skipped (not reflected in message details below).
The procedures apply to TS 24.229 [106].

Step 7.
SIP INVITE request (IC-B1 to IBCF-vB1).

The IC-B1 selects an entry point (IBCF-vB1) of the visited IMS network vB and sends the SIP INVITE request according to TS 24.229 [106] to the IBCF-vB1.

The IC-B1 can add a Route header field entry pointing to the entry point of home network hB.

Route:
The IC-B1 deletes the top most entry of the Route header field if indicates the own entity (i.e. ic-B1.interconnection-B.net).
P-Charging-Vector:
The IC-B1 can add the "transit-ioi" header field parameter identifying the interconnection network the SIP INVITE request was received from (i.e. ICb.1).
All other SIP headers are set due to procedures described within TS 24.229 [106].
Step 8.
SIP INVITE request (IBCF-vB1 to P-CSCF-hB1).

The IBCF-vB1 routes the call to the P-CSCF-vB1 as stated within the Route header field.

IBCF-vB1 applies local policy based on trust relationship with the transit network and SLA between home network carrier and visited network carrier.

If a "transit-ioi" header field parameter value exists within the P-Charging-Vector header field then the values can be forwarded or made void.

Route:
The IBCF-vB1 the top most entry of the Route header field if indicates the own entity (i.e. IBCF-vB1).
Step 9.
SIP INVITE request (P-CSCF-hB1 to UE-B).

The P-CSCF-vB1 routes the call to UE-B as stated within Request-URI which contains the address of the UE.

The P-CSCF can apply Privacy regarding RFC3323 and RFC3325 based on privacy settings within the SIP INVITE.

The P-CSCF sends the SIP INVITE request according to TS 24.229 [106] to the UE-B.
Route:
Route header is deleted since the Request-URI contains the next and last hop.
P-Charging-Vector:
The P-CSCF-vB1 removes the P-Charging-Vector header field.
Step 10-30 Other SIP Signalling 
Based on the procedure needed the UE-B sends a SIP 183 (Session Progress) response when 100rel and preconditions are supported by UE-A. The routing towards the IBCF-hB1 is based on the via header fields received by the UE in the initial SIP INVITE. When the IBCF‑hB1 receives the SIP 183 (Session Progress) response, the IBCF‑hB1 sends the SIP 183 (Session Progress) response according to TS 24.229 [106] towards the UE‑A as described within subclause 5.3 or subclause 5.4 of this document and regarding the rules defined in TS 24.229 [106].


The SIP PRACK request and the 200 (OK) response to the PRACK request are sent without any SDP offer/SDP answer between the IBCF-hB1 to UE‑B according to TS 24.229 [106].

SIP UPDATE requests (IBCF-hB1 to UE‑B) and SIP 200 (OK) response to the SIP UPDATE request (UE‑B to IBCF-hB1) does finnaly negotiate the SDP in case of preconditions used.

SIP 180 (Ringing) response to the SIP INVITE request (IBCF-hB1 to UE‑B).

NOTE:
If the interconnection network is SIP-unaware, step 24 is skipped. 

SIP PRACK requests (UE‑B to IBCF-hB1) and SIP 200 (OK) response to the SIP PRACK request (IBCF-hB1 to UE‑B) does makes the SIP 180 reliable.

The SIP PRACK request and the SIP 200 (OK) response to the SIP PRACK request are sent without any SDP offer/SDP answer between the UE-A and the BGCF-hA according to TS 24.229 [106]. 

Step 30-40.
SIP 200 (OK) response to the SIP INVITE request (IBCF-hB1 to UE‑B).

NOTE:
If the interconnection network is SIP-unaware, step 34 is skipped. 

P-Charging-Vector:
The settings of the IOI values are important:
-
in step 30 the "term-ioi" header field parameter includes a type 1 IOI value which identifies the visited network of the terminating user (i.e. "visited‑b"). The "orig-ioi" header field parameter is set to the same type 1 IOI value that was included in the initial SIP INVITE request by the home network hB (i.e. "home‑b") towards the terminating user;

-
in step 31-32 no change of ioi values;

-
in step 33 the "transit-ioi" header field parameter includes one or more values identifying the transit networks passed between the visited network B and home network B;

-
in step 34-35 the "term-ioi" header field parameter includes a type 3 IOI value (prefix "Type 3") which identifies the AS-hB1 network. The "orig-ioi" header field parameter is set to the same type 3 IOI value that was included in the initial SIP INVITE request from the S‑CSCF‑hB1 to the AS-hB1, the "transit-ioi" is deleted by the S-CSCF based on the operator policy; and

-
in steps 36-37 the "term-ioi" header field parameter includes a type 2 IOI value which identifies the home network hB. The "transit-ioi" header field parameter are not appearing. The S-CSCF deletes received transit-ioi values Type 1 or Type 3. The "orig-ioi" header field parameter is set to the same type 2 IOI value that was included in the initial SIP INVITE request from the home network hA or in case of loopback visited network-vA towards the home network hA or visited network-vA.

Editor’s note:
Completion of description is needed.

End of changes
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