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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[1]

3GPP TR 32.859 Study on Alarm Management

[2]

3GPP TS 32.111-1 3G Fault Management Requirements

3
Rationale

The WI Alarm Quality Improvements aims at implementing relevant recommendations of the TR 32.859 [1]  in 
3GPP 32 series of technical specifications. This proposal explores requirements on the concept of Managed Alarm.
It is proposed to 
· Add a new clause, 4.1.X  Managed Alarm  into 3GPP TS 32.111-1   [2];
· Add reference to ANSI/ISA standard 18.2 -2009: "Management of Alarm Systems for the Process Industries " into 3GPP TS 32.111-1   [2];
· Add definition of “Managed Alarm” into clause 3.1 Definitions  in 3GPP TS 32.111-1   [2];
· Add abbreviation for “HMA” into clause 3.2 Abbreviations in 3GPP TS 32.111-1   [2].
4
Detailed proposal

	First change


4.1.X

Managed Alarm
The alarm severities set in the network elements in a mobile system are basically defined by the limitation of the functionality of the network element. Vast amount of alarms classified as critical are potentially sent to operator's management centers but are rarely critical from the overall business perspective. They may even not be critical from the aspect of time to respond.

An operator’s view may obviously be very different from the alarm severity defined by the equipment vendor.
Operators may need to enrich the information for the purpose of the alarm management processes, see ref [19]. In figure 4.1.X is introduced the concept of Managed Alarm, the management representation of the alarm in the NM domain (above Itf-N).
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Figure 4.1.X
Within the concept of Managed Alarm the operator can e.g. transform severity of the alarm from resource focus to a full focus on service impacts, to prevent or mitigate network and service outage and degradation. The concept applies to any severity level. 

A very special important class of managed alarm is the Highly Managed Alarm (HMA) class, introduced by ANSI/ISA standard [19]. 
These alarms are the very most critical alarms, catastrophic from operations, security, business or any other top level reason. These alarms should receive special treatment particularly when it comes to viewing their status in the Human-Machine Interface (HMI). These are the alarms that shall never be allowed to be delayed or lost and must always be given the highest attention. 

Considerable high levels of administrative requirements are applicable for the HMAs. For companies following this standard, detailed documentation and a multitude of special administrative requirements in a precise way, need to be fulfilled.

These include: 

· Specific shelving requirements, such as access control with audit trail;
· Specific "Out of Service" alarm requirements, such as interim protection, access control, and audit trail;
· Mandatory initial and refresher training with specific content and documentation;
· Mandatory initial and periodic testing with specific documentation;
· Mandatory training around maintenance requirements with specific documentation;
· Mandatory audit requirements.
The Highly Managed Alarm (HMA) classes are also subject to special requirements for operator training, frequency of testing, and archiving of alarm records for proof of regulatory compliance.

Millions of mobile customers are from time to time affected by major failures in the infrastructure of mobile systems. Service assurance management of the continuously increasing complexity of our mobile systems could benefit from concepts like Highly Managed Alarms (HMAs). The very most critical equipment should be identified and secure that these types of alarms are treated in the most thoughtful way. The HMAs may never be hidden, delayed etc in e.g. alarm flooding.

Setup of HMAs will include many of the processes identified in the alarm management lifecycle, [19]. 

	Second change
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	Third change


3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

active alarm: an alarm that has not been cleared and which is active until the fault that caused the alarm is corrected and a "clear alarm" is generated

ADAC Faults: faults that are "Automatically Detected and Automatically Cleared" by the system when they occur and when they are repaired

ADMC Faults: faults that are Automatically Detected by the system when they occur and Manually Cleared by the operator when they are repaired

alarm: abnormal network entity condition, which categorizes an event as a fault

alarm notification: notification used to inform the recipient about the occurrence of an alarm

clear alarm: alarm where the severity value is set to "cleared"

event: this is a generic term for any type of occurrence within a network entity

NOTE:
A notification or event report may be used to inform one or more OS(s) about the occurrence of the event.

fault: a deviation of a system from normal operation, which may result in the loss of operational capabilities of the element or the loss of redundancy in case of a redundant configuration
managed alarm: The management representation of the alarm in the NM domain
notification: information message originated within a network entity to inform one or more OS(s) about the occurrence of an event

	Fourth change


3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ADAC
Automatically Detected and Automatically Cleared

ADMC
Automatically Detected and Manually Cleared

CM
Configuration Management

EM
Element Manger

FM
Fault Management
HMA
Highly Managed Alarm
ISO
International Standards Organisation

IRP
Integration Reference Point
MMI
Man-Machine Interface

MOC
Managed Object Class

MOI
Managed Object Instance

NE
Network Element

NM
Network Manager

OS
Operations System

QoS
Quality of Service

TMN
Telecommunications Management Network

	End of changes
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