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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References
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3GPP TS 32.111-1 3G Fault Management Requirements

3
Rationale

The WI Alarm Quality Improvements aims at implementing relevant recommendations of the TR 32.859 in 
3GPP 32 series of technical specifications. The study explores new important requirements based on operators alarm handling.
It is proposed to add a new clause, 4.4 Operators alarm handling into 3GPP TS 32.111-1   [2]
4
Detailed proposal

4.x

Operators alarm handling

A 3GPP system is composed of a multitude of network elements of various types and with a variety of complexity. The purpose of FM is to detect failures as soon as they occur and to limit their effects on the network Quality of Service (QoS) as far as possible.

Alarm Surveillance of the network is the first line Network Management Assurance Activity and is often maintained in near real time. The very essence of the surveillance functionality is to alert the operating personnel when failures appearin the networks. This is emphasized by the following sentence from 
TS 32.101 [2] clause 7.5.2 Standardisation objectives: 

“In order to minimise the effects of such failures on the QoS as perceived by the network users it is necessary to:

· detect failures in the network as soon as they occur and alert the operating personnel as fast as possible”.
The operating personnel are confronted with most of the alarm notifications. It is of significant importance that the alarms are of operational relevance otherwise valuable time and resources will be spent to identify the irrelevant alarms.

Operator response to an alarm may consist of many different steps such as:

•
Recognizing the alarm;

•
Acknowledging the alarm;

•
Verifying that the alarm is valid and not a malfunction;

•
Getting enhanced information related to the alarm;

•
Analysing the situation in order to try to determine the cause of the alarm, potential service impact and decide upon actions on the alarm. This may include reporting/activating other people from the second line support;

•
Taking actions which may include activating reset of network elements, replacing the faulty equipment, creating trouble reports etc;

•
Continuing the surveillance of the network element(s) to ensure the fault correction.

The alarm notifications are basically a human-machine interface and a common expectation is that operators should never miss alarms requiring an operator action. To be able to fulfil such a request the goal is to only monitor the necessary alarms at the right time by extracting the relevant ones.

The key criterion is that alarms must require an operator response – that is, an action.

The expectation of alarm handling includes the following:

•
Few alarms; 

•
Alarms are clearly prioritized and presented to the operator;

•
Each alarm requires a needed action;

•
Each action is taken by the operator;

•
Alarm suppression methods aid the operator to handle alarm flooding so that saturation of the alarm management
      systems will not happen and control of the network is never lost.
