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1
Decision/action requested

Discuss and approve on the text proposal.
2
References

[1]
TR 32.841, v1.4.0, “Study on WLAN Management” (Release 12)

3
Rationale

This contribution proposes changes to wrap-up TR 32.841 [1].

4
Detailed proposal
	1st Modified Section


3.1        Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [3] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [3].

AP
Access Point
CC
Cumulative Counter
DM

Domain Manager

EM
Element Manager
GP
Granularity Period 

MIB
Management Information Base
MAC
Media Access Control
NE
Network Element

NM
Network Manager
OAM
Operation Administration Maintenance
SDO



Standards Development Organization
SI




Status Inspection
SNMP



Simple Network Management Protocol
WLAN


Wireless Local Area Networks
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4.4        3GPP – WLAN Mapping Function

Note: 
1) WLAN AP can report the management data to the mapping function directly, or via AC.
2) The interface and entities below EM are out of the scope of the standard.
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4.6        Alarm handling


Editor’s note 1: Since information produced by WLAN AP (identified as 3GPP alarms) may not convey explicitly or implicitly the meaning of perceivedSeverity level, how to determine the ‘need’ is for FFS.
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5.2       WLAN alarm reporting

Table 5.2-1 WLAN Alarm Reporting (I)
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	WLAN AP alarm reporting 
	

	Actors and Roles (*)
	IRPManager as user
	

	Telecom resources
	The WLAN AP, IRPAgent, and IRPManager.
	

	Assumptions
	IRPAgent is able to receive or get WLAN AP alarms.
	

	Pre conditions
	The WLAN AP is up and running.
	

	Begins when 
	A fault in a WLAN AP causes the WLAN air interface link to go down. 
	

	Step 1 (*) (M)
	EM receives an alarm from WLAN AP as the result of state change (e.g. ifOperStatus (RFC 2863) is transitioned from up(1) to down (2))
	

	Step 2 (*) (M)
	EM's associated mapping function maps this alarm received from WLAN AP to a state change notification over Itf-N.
	

	Step 3 (*) (M)
	IRPAgent sends the state change notification to the IRPManager over Itf-N.
	

	Ends when (*)
	The IRPManager receives the state change notification.
 
	

	Exceptions
	FFS.
	

	Post Conditions
	
	

	Traceability (*)
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Table 5.2-2 WLAN Alarm Reporting (II)
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	WLAN AP alarm reporting 
	

	Actors and Roles (*)
	IRPManager as user
	

	Telecom resources
	The WLAN AP, IRPAgent, and IRPManager.
	

	Assumptions
	IRPAgent is aware of WLAN AP generated events. IRPAgent knows which WLAN AP generated events should be reported as alarm via Itf-N.
	

	Pre conditions
	None.
	

	Begins when 
	WLAN AP generated an event and is received by IRPAgent. 
	

	Step 1 (*) (M)
	IRPAgent knows the received event should be reported as alarm. IRPAgent, together with the mapping function, will process the received event as described in section 4.6.
	

	Ends when (*)
	The IRPManager receives the notification carrying alarm information.
 
	

	Exceptions
	No exception
	

	Post Conditions
	None.
	

	Traceability (*)
	None
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6         Potential Requirements

The IRPAgent should provide the capability to the IRPManager to retrieve the performance measurements of the WLAN AP using an existing Interface IRP, such as File Transfer IRP.

The IRPAgent should support the capability of reporting alarms of the WLAN AP to the IRPManager by using the existing Alarm IRP and Notification IRP.

The IRPAgent should support the capability of allowing the IRPManager to retrieve the alarms of the WLAN AP by using the existing Alarm Interface IRP.
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