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Decision/action requested

It’s asked for the group to discuss and approve the proposal.
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Rationale

A few Alarm notification use cases and requirement have been included in TR 32.841 [1]. However, there are editor’s notes and FFS (shown below) that have not been resolved for long time. 
Table 5.2-1 WLAN Alarm Reporting

Note: 

1. Whether the WLAN AP state change notification is an alarm notification is subject to FFS. If the FFS result is positive, then the subject use case is invalid.

2. “IRPAgent sends the state change notification to the IRPManager over Itf-N” is FFS.

Table 5.2-2 WLAN Alarm Reporting
Note: This use case is valid in case there are alarms to be reported over Itf-N for WLAN AP generated information and IRPAgent knows which WLAN AP generated information should be reported as alarm over Itf-N.

Editor’s note: 
1. Whether there is a need to report alarms for IETF defined events or traps are FFS.

In summary, the editor’s notes or FFS indicate that the group has not agreed whether the state change notification (e.g. ifOperStatus, RFC 2863 [3] see below) or IETF defined events or traps can be considered as 3GPP alarm. This discussion paper is intended to list 3 options for resolving the FFS issue.

ifOperStatus OBJECT-TYPE

    SYNTAX  INTEGER {

                up(1),        -- ready to pass packets

                down(2),

                testing(3),   -- in some test mode

                unknown(4),   -- status can not be determined

                              -- for some reason.

                dormant(5),

                notPresent(6),    -- some component is missing

                lowerLayerDown(7) -- down due to state of

                                  -- lower-layer interface(s)

            }

    MAX-ACCESS  read-only

    STATUS      current

    DESCRIPTION

            "The current operational state of the interface.  The

            testing(3) state indicates that no operational packets can

            be passed.  If ifAdminStatus is down(2) then ifOperStatus

            should be down(2).  If ifAdminStatus is changed to up(1)

            then ifOperStatus should change to up(1) if the interface is

            ready to transmit and receive network traffic; it should

            change to dormant(5) if the interface is waiting for

            external actions (such as a serial line waiting for an

            incoming connection); it should remain in the down(2) state

            if and only if there is a fault that prevents it from going

            to the up(1) state; it should remain in the notPresent(6)

            state if the interface has missing (typically, hardware)

            components."

    ::= { ifEntry 8 }
Option 1: State change notification
Whether notifications can be considered as alarm has been discussed at IETF. Section 3.5 of RFC 3877 [2] describes the relationship between alarm and notification. It states some guidelines, such that if the notification is to indicate the result of a configuration operation, then it is not an alarm.
3.5. Relationship between Alarm and Notifications

It is important to understand the relationship between alarms and Notifications, as both are traditional fault management methods. This relationship is modelled using the alarmModelTable to define the alarmModelNotificationId for each alarm state.

Not all Notifications signal an alarm state transition. Some Notifications are simply informational in nature, such as those that indicate that a configuration operation has been performed on an entity. These sorts of Notifications would not be represented in the Alarm MIB.

Section 6.1 of RFC 3877 [2] shows some examples of using Alarm MIB to model linkUp and linkDown notifications. Apparently, ifOperStatus can be used as alarm, as described in RFC 3877.
6.1. Alarms Based on linkUp/linkDown Notifications

linkDown NOTIFICATION-TYPE

        OBJECTS { ifIndex, ifAdminStatus, ifOperStatus }

        STATUS  current

        DESCRIPTION

            ""

    ::= { snmpTraps 3 }

linkUp NOTIFICATION-TYPE

        OBJECTS { ifIndex, ifAdminStatus, ifOperStatus }

        STATUS  current

        DESCRIPTION

            ""

    ::= { snmpTraps 4 }

 alarmModelIndex                  3

 alarmModelState                  1

 alarmModelNotificationId         linkUp

 alarmModelVarbindIndex           0

 alarmModelVarbindValue           0

 alarmModelDescription            "linkUp"

 alarmModelSpecificPointer        ituAlarmEntry.3.1

 alarmModelVarbindSubtree         ifIndex (1.3.6.1.2.1.2.2.1.1)

 alarmModelResourcePrefix         0.0

 alarmModelRowStatus              active (1)

 ituAlarmEventType                communicationsAlarm (2)

 ituAlarmPerceivedSeverity        cleared (1)

 ituAlarmGenericModel             alarmModelEntry.3.1

 alarmModelIndex                  3

 alarmModelState                  3

 alarmModelNotificationId         linkDown

 alarmModelVarbindIndex           2

 alarmModelVarbindValue           up (1)

 alarmModelDescription            "linkDown - confirmed problem"

 alarmModelSpecificPointer        ituAlarmEntry.3.3

 alarmModelVarbindSubtree         ifIndex (1.3.6.1.2.1.2.2.1.1)

 alarmModelResourcePrefix         0.0

 alarmModelRowStatus              active (1)

 ituAlarmEventType                communicationsAlarm (2)

 ituAlarmPerceivedSeverity        critical (3)

 ituAlarmGenericModel             alarmModelEntry.3.3

Option 2: Serach for other alarm information
Since IEEE is mainly to standardize the layer 1 or layer 2 protocol for the WLAN air interface, no alarm objects can be found in the IEEE 802.11 MIB at this time. ifOperStatus was first proposed at the Malta meeting over a year ago. Since then, the group has not been able to find other alarm information. Therefore, the group may continue searching for other information that can be considered as 3GPP alarm. But, the chance of finding one may be very slim.
Option 3: No alarm notification
If both options described above cannot accepted, then the 3rd option is to conclude that alarm notification is not fesible in the WLAN OAM.  
4
Detailed proposal
The group is asked to discuss and come to an agreement on one of the proposed options.
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