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1
Decision/action requested

Discuss and approve
2
References

[1]
TR 32.841, v1.2.0, “Study on WLAN Management” (Release 12)

3
Rationale

In section 4.6 of [1], there is this FFS item.

“Section 6 stated that “The IRPAgent should support the capability of reporting alarms of the WLAN AP to the IRPManager by using an existing Interface IRP. Editor’s note: Which IRP to be used is FFS.” In case the Alarm IRP is not selected to reporting alarms of the WLAN AP, then this section is invalid and should be removed.”

This pCR suggests the removal of the FFS statement above.

This pCR suggests the selection of Alarm IRP and Notification IRP to convey WLAN AP alarm information via Itf-N.

The supporting reasons are:

1. Alarm information, from eNB, MSC, HeNB etc, is handled by Alarm IRP and Notification IRP. There is no reason why WLAN AP alarm information handling should be an exception.

2. Alarm handling requires the knowledge of alarm state such as alarm raised, acknowledgement, cleared cycles. Current implementations of IRPManager and IRPAgent that handle alarms are programmed with such knowledge. These IRPManagers and IRPAgents would require reprogramming if WLAN AP alarm information handling is an exception.

It should be noted that there are two independent issues: 

A. Agreement on the use of existing Alarm IRP/Notification IRP to handle WLAN AP alarm information.

B. Which WLAN AP generated information should be handled as alarm information via Itf-N. 

This pCR is about bullet A above.

	1st Modified Section


 4         Concept and architecture implied

4.1        General concept

WLAN is becoming an essential technology to complement 3GPP RAN, as operators are deploying huge number of WLAN nodes to mitigate the traffic congestion caused by the surge of mobile data traffic. As the result, performance measurements of eNB and WLAN AP are important measurements for monitoring the performance of WLAN offloading. Since mobile data traffic can fluctuate very rapidly and dynamically, the performance measurements of both eNB/NB and WLAN APs that are overlaid by the eNB/NB need to be collected, and then correlated on a regular basis, in order to understand the WLAN offloading performance, and to identify any potential issues that may degrade the offloading performance.

For interworking with 3GPP networks, WLAN alarm reporting is also needed.

4.2        Architectures

4.2.1
General

The architecture for management of WLAN AP is conformant to the Management reference model defined (see Figure 1 of [4]). The WLAN AP is depicted as NE in the Management reference model.

The System Context for WLAN management is System Context A (see Figure 4.7.1 of [5]). 

IRPManager manages the WLAN AP by sending/receiving the management data to/from IRPAgent over the Type-2 interface. 
4.2.2
Data correlation scenarios
This section describes 3 scenarios supporting data correlation for alarms and correlation of performance measurements.
The figure below depicts a scenario where correlation is done.
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Figure 4.2-1: Data correlation at NM
The figure below depicts a scenario where data correlation is done at DM.
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Figure 4.2-2: Data correlation at DM
The figure below depicts a scenario where data correlation is done via peer DM.
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Figure 4.2-3: Data correlation via peer DM

4.3        Sources of performance measurements and alarm data

3GPP does not specify interface(s), neither directly nor indirectly, between WLAN AP and DM. IEEE and IETF specify standards for accessing management data of WLAN AP.

For the data, here are the relevant SNMP MIBs:

· IEEE 802.11 "Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications" [1]

· RFC 2863, "The Interfaces Group MIB" [2]

The IEEE 802.11 MIB, as defined in IEEE 802.11 [1], includes for example dot11QosCountersTable, which provides counters to measure the performance of a WLAN AP.  

4.4        3GPP – WLAN Mapping Function

Figure 4.4-1 depicts the mapping function that is to map the relevant management data produced by WLAN AP in a form suitable for distribution via the Type-2 interface to IRPManager(s). The mapping function is logical in that its location is not specified. Furthermore, its internal and external interfaces are not standardized.
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Figure 4.4-1: 3GPP – WLAN Mapping Function
Note: WLAN AP can report the management data to the mapping function directly, or via AC.

Note: WLAN PM counters as defined in IEEE 802.11 or IETF are not able to support the cumulative incremental method that NE may use to collect the PM measurements. It is the responsibility of EM or Mapping Function to take care of this issue. 

Editor’s note:

1) The details of the mapping function are FFS.

2) The interface and entities below EM are out of the scope of the standard.

4.5        Performance measurements handling

TBD

4.6        Alarm handling
WLAN AP produces network management information. Some of such information will be handled as alarm in the following manner.

On reception of such alarm, the mapping function should process the alarm and decide if 

a) There exists no AlarmInformation [6] in AlarmList [6] corresponding to the newly received alarm or 

b) There exists an AlarmInformation in AlarmList corresponding to the newly received alarm. There is a need (see Editor’s Note 3) to change the value of perceivedSeverity of the corresponding AlarmInformation to any value but Cleared or
c) There exists an AlarmInformation in AlarmList corresponding to the newly received alarm. There is a need (see Editor’s Note 3) to change the value of perceivedSeverity of the corresponding AlarmInformation to Cleared.
In case of a), a new AlarmInformation is added in the AlarmList.  The IRPManager, who has a subscription with NotificationIRP, is notified via notifyNewAlarm if the added AlarmInformation satisfies the subscription filter constraint.  
In case of b), the corresponding AlarmInformation perceivedSeverity is changed.  The IRPManager, who has a subscription with NotificationIRP, is notified via notifyChangedAlarm if the subject AlarmInformation satisfies the subscription filter constraint.  

In case of c), the corresponding AlarmInformation is removed from the AlarmList if it has been acknowledged; else its perceivedSeverity is changed to Cleared.  The IRPManager, who has a subscription with NotificationIRP, is notified via notifyClearedAlarm if the subject AlarmInformation satisfies the subscription filter constraint.  
Editor’s note 1: Whether there is a need to specify the detail of mapping is FFS.

Editor’s note 2: Whether there is a need to identify the information produced by WLAN AP is FFS as 3GPP alarms.

Editor’s note 3: Since information produced by WLAN AP (identified as 3GPP alarms) may not convey explicitly or implicitly the meaning of perceivedSeverity level, how to determine the ‘need’ is for FFS.


5         Use cases

5.1       WLAN performance monitoring

To enable WLAN playing a role as a complement to cellular technology, the performance of WLAN needs to be known by cellular operators. WLAN performance data is also essential to monitor the quality of service a subscriber may receive. The WLAN performance may be monitored by following parameters:

· Data volume

· The number of associated UE

Data volume

It measures data volume on MAC layer or IP layer level per elapsed time unit that provides an indication of loading and activity in the WLAN AP.

The following lists the possible PM counters that are to be mapped to the network management data, and then delivered to the IRPManager via the Itf-N interface:

· ifInOctets, and ifOutOctets in IF-MIB (IETF RFC 2863)

The number of associated UE

It is also of interest to determine how many users are associated with a given WLAN AP, as it indicates the number of UE that are connected to a WLAN AP. If lower packet throughput is generated from large number of associated UE, it may be the indication to poor WLAN performance.

The following lists the possible PM counter that is to be mapped to the network management data, and then delivered to the IRPManager via the Itf-N interface:

· dot11AssociatedStationCount in IEEE802dot11-MIB (IEEE 802.11)

5.2       WLAN alarm reporting

Table 5.2-1 WLAN Alarm Reporting

	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	WLAN AP alarm reporting 
	

	Actors and Roles (*)
	IRPManager as user
	

	Telecom resources
	The WLAN AP, IRPAgent, and IRPManager.
	

	Assumptions
	IRPAgent is able to receive or get WLAN AP alarms.
	

	Pre conditions
	The WLAN AP is up and running.
	

	Begins when 
	A fault in a WLAN AP causes the WLAN air interface link to go down. 
	

	Step 1 (*) (M)
	EM receives an alarm from WLAN AP as the result of state change (e.g. ifOperStatus (RFC 2863) is transitioned from up(1) to down (2))
	

	Step 2 (*) (M)
	EM's associated mapping function maps this alarm received from WLAN AP to a state change notification over Itf-N.
	

	Step 3 (*) (M)
	IRPAgent sends the state change notification to the IRPManager over Itf-N.
	

	Ends when (*)
	The IRPManager receives the state change notification.
 
	

	Exceptions
	FFS.
	

	Post Conditions
	
	

	Traceability (*)
	
	


Note: 

1. Whether the WLAN AP state change notification is an alarm notification is subject to FFS. If the FFS result is positive, then the subject use case is invalid.

2. “IRPAgent sends the state change notification to the IRPManager over Itf-N” is FFS.

Table 5.2-2 WLAN Alarm Reporting

	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	WLAN AP alarm reporting 
	

	Actors and Roles (*)
	IRPManager as user
	

	Telecom resources
	The WLAN AP, IRPAgent, and IRPManager.
	

	Assumptions
	IRPAgent is aware of WLAN AP generated events. IRPAgent knows which WLAN AP generated events should be reported as alarm via Itf-N.
	

	Pre conditions
	None.
	

	Begins when 
	WLAN AP generated an event and is received by IRPAgent. 
	

	Step 1 (*) (M)
	IRPAgent knows the received event should be reported as alarm. IRPAgent, together with the mapping function, will process the received event as described in section 4.6.
	

	Ends when (*)
	The IRPManager receives the notification carrying alarm information.
 
	

	Exceptions
	No exception
	

	Post Conditions
	None.
	

	Traceability (*)
	None
	


Note: This use case is valid in case there are alarms to be reported over Itf-N for WLAN AP generated information and IRPAgent knows which WLAN AP generated information should be reported as alarm over Itf-N. 
5.3       WLAN alarm retrieval

Table 5.2-2 WLAN Alarm Retrieval

	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	WLAN AP alarm retrieval 
	

	Actors and Roles (*)
	IRPManager as user
	

	Telecom resources
	The WLAN AP, IRPAgent, and IRPManager.
	

	Assumptions
	The IRPAgent is able to retrieve WLAN AP alarms.
	

	Pre conditions
	The WLAN AP is up and running.
	

	Begins when 
	The IRPManager is ready to retrieve the alarm information of a WLAN AP
	

	Step 1 (*) (M)
	The IRPManager requests the WLAN AP alarm information from the IRPAgent 
	

	Step 2 (*) (M)
	The IRPAgent returns the WLAN AP alarm information to the IRPManager
	

	Ends when (*)
	The IRPManager receives the WLAN AP alarm information.
	

	Exceptions
	FFS.
	

	Post Conditions
	
	

	Traceability (*)
	
	


6         Potential Requirements

The IRPAgent should provide the capability to the IRPManager to retrieve the performance measurements of the WLAN AP using an existing Interface IRP, such as File Transfer IRP.

The IRPAgent should support the capability of reporting alarms of the WLAN AP to the IRPManager by using the existing Alarm IRP and Notification IRP.


The IRPAgent should support the capability of allowing the IRPManager to retrieve the alarms of the WLAN AP by using the existing Alarm Interface IRP.

Editor’s note: 
.
1. Whether there is a need to report alarms for IETF defined events or traps are FFS.

7         Conclusion

3GPP
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