3GPP TSG SA WG5 (Telecom Management) Meeting #91
S5-131788
14-18 October 2013; Shenzhen (China)
revision of S5-131645
Source:
NSN
Title:
Proposal for FQDN format standardization in MvPnC
Document for:
Discussion and Approval

Agenda Item:
6.6.3 Multi-Vendor Plug and Play eNB connection to the network (560033)
1
Decision/action requested

Discuss the presented rationale and agree to the proposals.
2
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Rationale

During the MvPnC procedure specified in section 6.4.3 of [1] eNB needs to communicate with:

-
CA/RA server;

-
SeGW;

-
Element Manager.

In order to be able to communicate with these entities eNB needs to "know" their IP addresses. According to the current agreement in 3GPP SA5, these IP addresses may be either available at the eNB (e.g. factory pre-configured, provided by the IP Autoconfiguration service, configured by a previously connected EM) or resoved from the FQDNs using DNS services.
The FQDNs formats used in MvPnC should be standardized in order to support the multi-vendor interoperability and minimize the operator's OPEX. They should support vendor differentiation to allow the co-existence and easy identification of Element Managers or SeGWs deployed by different vendors in the same operator's network. They should support operator differentiation to identify the specific operator's CA/RA server in network sharing deployments.
The pCR [5] proposed the use of ".3gppnetwork.org" domain for MvPnC, but did not follow the exisiting 3GPP procedures for sub-domain allocation.

The normative Annex E in [2] specifies the procedures for sub-domain allocation in ".3gppnetwork.org" domain. In table E.1 it lists the "<service_id>.mnc<MNC>.mcc<MCC>.3gppnetwork.org" sub-domain format for "domain names to be resolved by network nodes only" (this is the case in MvPnC).
The FQDN structure "oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org" currently standardized for OAM Realm/Domain in section 23in [2] supports the operator differentiation with use of MCC/MNC in the domain name and may be enhanced to support the vendor differentiation by adding a vendor ID. The vendor ID portion of the domain name should be made optional (i.e. both formats with and without vendor ID should be possible) to support cases where the same network entity (e.g. SeGW or CA/RA server) instance is used by multiple vendors in a particular operator deployment scenario.

The FQDNs with vendor ID used for eNB MvPnC procedures should be constructed as following:

vendor<ViD>.segw.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org

vendor<ViD>.cara.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org

vendor<ViD>.em.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org

The FQDNs without vendor ID used for eNB MvPnC procedures should be constructed as following:

segw.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org

cara.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org

em.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org

The specific values of <ViD> may be either left out of scope of standardization or standardized in TS 32.509 [4] to guarantee the domain name uniqueness.
The specific deployment scenario (e.g. SeGW per vendor or one SeGW for all vendors) is not known to the eNB when it connects to the network. Therefore, it should first try to resolve the more specific FQDN containing the vendor ID and if it fails, try to resolve the more generic FQDN without the vendor ID.
4
Detailed proposal

Proposal 1: Agree to the proposed FQDN formats for MvPnC

Proposal 2: Follow the process outlined in Annex E of [1] and inform the 3GPP CT4 about the need for the new FQDNs in MvPnC by outgoing LS from this (SA5#91) meeting. This would trigger a new CR to TS 23.003 [2].
Proposal 3: Document the proposed FQDN formats in the corresponding sections of TS 32.509 [4] (see the pCR changes below).

Proposal 4: Discuss and agree whether the specific values of <ViD> should be left out of scope of standardization or specified in TS 32.509 [4].
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4.3
MvPnC Entities Fully Qualified Domain Names

4.3.1
General

This clause describes the Fully Qualified Domain Name (FQDN) formats used in Multi Vendor Plug and Connect (MvPnC) procedures.
The FQDNs used in MvPnC are in the form of an Internet domain name as specified in IETF RFC 1035 [x].
The sub-domains used in MvPnC are allocated within the ".3gppnetwork.org" domain. The GSM Association is in charge of allocating the new sub-domains of ".3gppnetwork.org" domain name. The procedure specified in Annex E of TS 23.003 [6] is used for the sub-domain allocation.

The FQDNs used in MvPnC follow the general encoding rules specified in section 19.4.2.1 of TS 23.003 [6].
The format of FQDNs used in MvPnC follows the "<vendor ID>.<system>.<OAM realm>" pattern.
The <vendor ID> label is optional and is used only in the operator deployments where multiple instances of a particular network entity are present (e.g. one per vendor). If present, the <vendor ID> label is in the form "vendor<ViD>", where <ViD> field corresponds to the ID of the vendor. The specific deployment scenario (e.g. one network entity instance per vendor or one network entity instance for all vendors) is not known to the eNB when it connects to the network. Therefore, it should first try to resolve the more specific FQDN containing the vendor ID and if it fails, try to resolve the more generic FQDN without the vendor ID.
The details of the <system> label are described in the clauses 4.3.2, 4.3.3 and 4.3.4.
The <OAM realm> label is the operator's OAM realm domain name in the form of "oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org", where "<MNC>" and "<MCC>" fields correspond to the MNC and MCC of the operator's PLMN. Both the "<MNC>" and "<MCC>" fields are 3 digits long. If the MNC of the PLMN is 2 digits, then a zero shal be added at the beginning.
An example of an OAM realm domain name is:
MCC = 123;
MNC = 45;

Which gives the OAM realm domain name: "oam.mnc045.mcc123.3gppnetwork.org".
4.3.2
Certification Authority server

The Certification Authority server (CA/RA) FQDN is derived as follows. The "cara" <system> label is added in front of the operator's OAM realm domain name:

cara.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org
If particular operator deployment scenario has multiple CA/RA servers (one per vendor), the <vendor ID> label is added in front of the "cara" label:

vendor<ViD>.cara.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org
An example of a CA/RA FQDN is:

MCC = 123;

MNC = 45;
ViD = abcd;
Which gives the CA/RA FQDN: "cara.oam.mnc045.mcc123.3gppnetwork.org" and "vendorabcd.cara.mnc045.mcc123.3gppnetwork.org".
4.3.3
Security Gateway

The Security Gateway (SeGW) FQDN is derived as follows. The "segw" <system> label is added in front of the operator's OAM realm domain name:

segw.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org
If particular operator deployment scenario has multiple Security Gateways (one per vendor), the <vendor ID> label is added in front of the "segw" label:

vendor<ViD>.segw.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org
An example of a SeGW FQDN is:

MCC = 123;

MNC = 45;
ViD = abcd;
Which gives the SeGW FQDN: "segw.oam.mnc045.mcc123.3gppnetwork.org" and "vendorabcd.segw.mnc045.mcc123.3gppnetwork.org".
4.3.4
Element Manager

The Element Manager (EM) FQDN is derived as follows. The "em" <system> label is added in front of the operator's OAM realm domain name:

em.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org
If particular operator deployment scenario has multiple Element Managers (one per vendor), the <vendor ID> label is added in front of the "em" label:

vendor<ViD>.em.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org
An example of a EM FQDN is:

MCC = 123;

MNC = 45;
ViD = abcd;
Which gives the EM FQDN: "em.oam.mnc045.mcc123.3gppnetwork.org" and "vendorabcd.em.mnc045.mcc123.3gppnetwork.org".
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