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1 Scope
The objective of this document is to describe the detailed technical requirements in order to implement roaming unbundling for EU roaming regulation III.

The document consider each of end user requirements, high level architecture and operator obligations for the different options required by the regulation.  The document identify common requirements, which should be detailed in other documents, describing interfaces and protocols, billing and IT systems, and processes. 
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Figure 1 – Requirement hierarchy & classification 

Each requirement is identified with the following notation:
< Domain>-<Structural Solution> #<Number>-<Topic>
Where 

· Domain = USER (end user) or ARCH (architecture) or OP (operator with V or H or ARP)

· Structural Solution = SI (Single IMSI) or LBO

· Number

· Topic = short name identifying the requirement 
Example: USER-SI #1-Roaming services
The core of this document together with detailed design appendixes contains the agreements reached upon the interpretation of the regulation when translated into requirements. 

The following appendixes prepared by the different sub-groups are integral part of EU Roaming regulation III Structural Solutions Technical specifications:
· Appendix 1: Interface & Protocol Detailed Specifications;
· Appendix 2: Billing & Provisioning specification - SI-IF6 WS Billing How to use TAP;
· Appendix 3: Billing & Provisioning specification - ABF format specification;

· Appendix 4: Billing & Provisioning specification - SI-IF8 Fraud How to use NRTRDE;

· Appendix 5: Billing & Provisioning specification - IF7 Specifications – Provisioning;

· Appendix 6: Process specification – Processes.

In the annex of the document additional topics on which there are no agreements are described, and the different options of understanding are explained.

1.1 References

[1] Regulation (EU) No 531/2012 of the European Parliament and the Council of 13 June 2012 on roaming on public mobile communications networks within the Union

[2] Regulations, Commission Implementing Regulation (EU) No 1203/2012 of 14 December 2012 on the separate sale of regulated roaming services within the Union 
Following documents are for information only (given for supporting the consultation).

No binding requirements should be derived from there.
[3] BoR (12) 68: ROAMING REGULATION - CHOICE OF DECOUPLING METHOD: A consultation to assist BEREC in preparing advice to the Commission on its forthcoming Implementing Act, June 2012, 72 pages.

[4] BoR (12) 109: ROAMING REGULATION - CHOICE OF DECOUPLING METHOD, BEREC opinion on article 5 implementing act, 27 Sept 2012, 7 pages 
[5] 3GPP TS 32.240, Telecommunication management; Charging management; Charging architecture and principles
[6] 3GPP TS 22.011: Service accessibility

[7] 3GPP TS 23.122: Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode

1.2 Definitions
Below mentioned definitions are adopted by 3GPP TS 32.240 [5] “Charging architecture and principles” and “Implementation Act”

	alternative roaming provider: a roaming provider different from the domestic provider; It can be single IMSI alternative roaming provider – named ARP or LBO roaming provider - called LBO provider.

	billing: function whereby CDRs generated by the charging function(s) are transformed into bills requiring payment;

	call control function (CCF): CCF is the Call Control Function in the network that provides call/service processing and control (see ITU-T Recommendation Q.1224)

	CAMEL: network feature that provides the mechanisms to support operator specific services even when roaming outside HPLMN;

	charging data record (CDR): formatted collection of information about a chargeable event (e.g. time of call set-up, duration of the call, amount of data transferred, etc) for use in billing and accounting. For each party to be charged for parts of or all charges of a chargeable event a separate CDR shall be generated, i.e. more than one CDR may be generated for a single chargeable event, e.g. because of its long duration, or because more than one charged party is to be charged;

	charging: function within the telecommunications network and the associated OCS/BD components whereby information related to a chargeable event is collected, formatted, transferred and evaluated in order to make it possible to determine usage for which the charged party may be billed (offline charging) or the subscriber’s account balance may be debited (online charging);

	circuit switched domain: domain within GSM / UMTS in which information is transferred in circuit switched mode;

	domestic provider: an undertaking that provides a roaming customer with domestic mobile communications services;
domestic provider or Domestic Service Provider (DSP): an undertaking that provides a roaming customer with domestic mobile communications services - Mobile Network Operator or a Mobile Virtual Network Operator.

	donor roaming provider: the roaming provider, that is currently providing roaming services to a customer;

	EUInternet access point name (APN): a common identifier set, manually or automatically, in the roaming customer's mobile device and recognized by the home network and visited network to indicate the roaming customer's choice to use local data roaming services (LBO Provider);

	home network / HP(L)MN: a public  communications network located within a Member State and used by the roaming provider for the provision of regulated retail roaming services to a roaming customer. The MCC+MNC of the customer's IMSI corresponds to a MCC+MNC of this network's identity.

	local data roaming service: a regulated data roaming service provided, temporarily or permanently, to roaming customers directly on a visited network, by an alternative roaming provider without the need for roaming customers to change their SIM card or mobile device;

	mobile number portability: The ability for a mobile subscriber to change subscription network within the same country whilst retaining their original MSISDN(s).

	network barring: a control function used by the home network operator aimed at avoiding the selection of certain visited networks for its roaming customers;

	offline charging: charging mechanism where charging information does not affect, in real-time, the service rendered.

	online charging system: the entity that performs real-time credit control. Its functionality includes transaction handling, rating, online correlation and management of subscriber accounts/balances.

	online charging: charging mechanism where charging information can affect, in real-time, the service rendered and therefore a direct interaction of the charging mechanism with bearer/session/service control is required.

	packet switched domain: domain in which data is transferred between core network elements.

	premium service: call from VPLMN to premium rate service or value added service number of the VPLMN country; call to destination in EU, where the interconnection cost is not regulated on national termination market, including in the VPLMN country

	real-time: real-time charging and billing information is to be generated, processed, and transported to a desired conclusion in less than 1 second.

	recipient roaming provider: a roaming provider, that will provide roaming services instead of roaming services currently provided by the donor roaming provider after the change of roaming provider;

	resale of retail roaming services: a provision of regulated roaming services, provided as a bundle, and associated services, such as voice mailbox services, that are usually available to roaming customers, without the need for roaming customers to change their SIM card or mobile device, in accordance with a wholesale agreement concluded between an alternative roaming provider and a domestic provider;

	retail charging: see charging

	roaming customer: a customer of a roaming provider of regulated roaming services, by means of a terrestrial public mobile communications network situated in the Union, whose contract or arrangement with that roaming provider permits Union-wide roaming

	roaming provider: an undertaking that provides a roaming customer with regulated retail roaming services;

	roaming: The ability for a user to function in a serving network different from the home network. The serving network could be a shared network operated by two or more network operator.

	traffic steering: a control function used by the home network operator aimed at the selection of visited networks for its roaming customers based on a priority list of preferred visited networks;

	union-wide roaming: the use of a mobile device by a roaming customer to make or receive intra-Union calls, to send or receive intra-Union SMS messages, or to use packet switched data communications, while in a Member State other than that in which the network of the domestic provider is located, by means of arrangements between the home network operator and the visited network operator;

	visited network /VP(L)MN: a public mobile communications network located within a Member State other than that of the roaming customer’s HPLMN that permits a roaming customer to make or receive calls, to send or receive SMS messages or to use packet switched data communications, by means of arrangements with the home network operator. The MCC+MNC of the customer's IMSI does not correspond to a MCC+MNC of this network's identity.


1.3 Abbreviations
3GPP
Third Generation Partnership Project
ABS
Anti Bill Shock prevention service of data roaming (transparency and safeguard mechanism measures)
APN
Access Point Name
API
Application Programming Interface

ARCH
Architecture
ARP
Alternative Roaming Provider

BEREC
Body of European Regulators for Electronic Communications
CAMEL
Customized Applications for Mobile networks Enhanced Logic

CCF
Call Control Function
CDR
Charging Data Record

CF
Call Forwarding
CLIP
Calling Line Identity Presentation

CLIR
Calling Line Identity Restriction
CS
Circuit Switched
CSI
CAMEL Subscription Information
DSP
Domestic Service Provider

EU (or EEA)
Member States of the European Union, the outermost regions of the European Union and countries adopting Regulation
GGSN
Gateway GPRS Service Node
GMSC
Gateway MSC

GPRS
General Packet Radio Service
GSM
Global System for Mobile communication

GSMA
GSM Association
GTP
GPRS Tunnelling Protocol
HLR
Home Location Register

HP(L)MN
Home Public (Land) Mobile Network

IMSI
International Mobile Subscriber Identity
IREG
International Roaming Experts Group (a Working Group of GSMA)

ITU
International Telecommunications Union
LBO
Local Break-Out

LTE
Long Term Evolution
MAP
Mobile Application Part (protocol)

MCC
Mobile Country Code
ME
Mobile Equipment

MMS
Multimedia Messaging Service
MMSC
Multimedia Messaging Service Centre
MNC
Mobile Network Code

MNO
Mobile Network Operator

MOC
Mobile Originating Call
MSC
Mobile services Switching Centre

MSISDN
Mobile ISDN Number
MTC
Mobile Terminating Call

MVNO
Mobile Virtual Network Operator

MVNE
MVNO Enabler
NNI
Network to Network Interface
NRT
Non Real-Time

NRTRDE
Non Real-Time Roaming Data Exchange
OCS
On-line Charging System
OMA
Open Mobile Alliance
ORLCF
Optimal Routing of Late Call Forwarding

OTA
Over The Air
PCRF
Policy, Charging and Rules Function
PDP
Packet Data Protocol
PLMN
Public Land Mobile Network
QoS
Quality of Service
REST
Representational State Transfer
SCP
Service Control Point
SGSN
Serving GPRS Support Node
SIM
Subscriber Identity Module

SMS
Short Messaging Service

SMSC
Short Message Service Centre
SOAP
Simple Object Access Protocol

TADIG
Transferred Account Data Interchange Group (a Working Group of GSMA)
TAP
Transferred Account Procedure 
TDR
Telecommunications for Disaster Relief
UIFN
Universal International Freephone Number
UMTS
Universal Mobile Telecommunications System

UPT
Universal Personal Telecommunication
USSD
Unstructured Supplementary Service Data

VAT
Value Added Tax

VLR
Visited Location Register
VMS
Voice Mail System

VMSC
Visited MSC
VP(L)MN
Visited Public (Land) Mobile Network

Important: This document contains obligations and options, using the terminology defined in section 2.4.

2 Context Definition
2.1 Roaming unbundling
2.1.1 General

The following figure depicts the architecture and relationships that exist today (shown in white), those that will apply for the Single IMSI approach  and those that will apply for the LBO approach.
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Figure 2 – Existing and new roaming architecture and relationships
The following sections introduce the two alternatives for roaming unbundling. In this document, a Single IMSI Alternative Roaming Provider will be denoted as simply an Alternative Roaming Provider  (ARP), while an LBO roaming provider will be denoted as an LBO Provider.
2.1.2 Single IMSI / ARP alternative
Roaming unbundling implemented by attachment of the Alternative Roaming Provider (ARP) to the Domestic Service Provider (DSP) uses a Single IMSI approach. The Single IMSI approach allows reuse of wholesale agreements of Home operators between the DSP and ARP, capitalising on all of the existing roaming agreements composed of signalling, billing, payment, testing and operation and therefore does not require the use of multiple SIM cards or multiple IMSIs on a single SIM card. The ARP does not need to implement its own roaming routes. Instead, the ARP will rely on the roaming services opened between the Domestic Service Provider and the Visited Networks. A DSP could be a Mobile Network Operator (MNO) or a Mobile Virtual Network Operator (MVNO).
In the Single IMSI approach, the user/customer can subscribe to a new roaming offer and keep his domestic offer with his DSP. The new roaming subscription provided by the ARP will offer roaming regulated services. 
2.1.3 Local Break-Out (LBO) alternative
Roaming unbundling of Internet access implemented by an ARP on a VPLMN is called Local Break-Out (LBO).  It is based on optimisation of Internet access directly delivered by the VPLMN i.e. GGSN in the VPLMN. The LBO design uses a new standardised APN value (standardised at European level) of "euinternet" (not case sensitive), which is known hereafter as the EUInternet APN. The EUInternet APN is specific to the LBO service, and based on which the VPLMN will route Internet traffic directly to the InternetVPLMN instead of routing via the HPLMN.
For LBO, the end user will be charged directly by the LBO Provider and not by the Single IMSI roaming provider, which can be a DSP or an ARP. The end user will have the choice between 3 roaming offers:

1. LBO Provider (visited network) could offer internet access to roamers 

2. For non-internet access and for Regulated roaming service, Alternative Roaming Provider  could deliver voice, SMS and data service in roaming regulated coverage 
3. For non-internet access (e.g. Enterprise access, MMS), DSP can continue to deliver Roaming offer providing voice, SMS and data service in remaining roaming coverage

LBO Internet access will have priority over an ARP connection, based on user APN selection.
2.2 Basic Concepts
The following diagram illustrates the hierarchy of services:
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The DSP provides a set of ‘all roaming services’, which are considered to cover all roaming usage. Unbundling cannot extend this set of services.

A subset of these services is affected by the regulation, which defines the regulated roaming usage.

The DSP can extend these services providing additional services as a bundle to Regulated Voice Services or subject to DSP-ARP commercial agreement.

LBO captures a further subset of the regulated roaming usage. This is denoted as ‘LBO captured usage’ in the above mentioned diagram.

The concept to initiate and subsequently apply LBO is based on changing APN settings in the mobile device. It is assumed that there is a role-based definition of the APN to be used, e.g. for ‘Cellular Data’, ‘Visual Voicemail’, ‘MMS’, and ‘Internet Tethering’.  The user selects (either directly or using tools he or she applies) which roles are set to the EUInternet APN, i.e. which roles are for the LBO. Hence it is the user who determines the services to which ‘LBO captured usage’ applies and does not apply.

N.B.: There may be limitations with regards to the functionality depending on the role of the APN. For example, it is expected that Enterprise access and MMS will not work if their current APN is replaced by the EUInternet APN. Enterprise access and MMS typically require using a DSP-specific APN.
2.3 Domestic Service Providers
There are two types of DSPs: MNOs and MVNOs (Mobile Virtual Network Operators), hence both are equally subject to roaming separation regulatory requirements. Obligations related to domestic service providers apply to both MVNOs and MNOs, even if MVNOs are a separate branch of existing MNOs. 

MVNOs as well as MNOs shall have a direct wholesale relation with ARPs that offer services to their customers. MNOs and hosted MVNOs may have wholesale relations with different ARPs.  

The below figure outlines wholesale relations between DSPs and ARPs.  
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The technical realization of this relationship depends on the scope of the MVNO and is explained in detail in the following sections of this document. The Hosting MNO plays an agent role within the Light MVNO and Hybrid MVNO scenarios while a Heavy MVNO interfaces directly to an ARP, unless the MVNO is simply a separate brand of the hosting network in which case that MVNO is, from a architecture point of view, the Hosting MNO.










2.4 Requirements and interpretations
Documents [1] and [2] were used to derive the requirements for the separate sale of roaming services. These sources are the only legally binding documents with regards to the separate sale of regulated roaming services. Therefore, all requirements within this document that are relevant for the technical solution are derived from those documents. Articles regarding the separate sale of regulated roaming services apply from 1 July 2014.

Keyword Interpretation 

The words “MUST”, “MUST NOT”, “SHALL”, “SHALL NOT” and “MAY” are to be interpreted as follows:

· “SHALL”, “MUST” – an obligation / mandatory requirement.
· “SHALL  NOT”, “MUST NOT” - an absolute prohibition

· “MAY” - an optional requirement.
The following text contains TECHNICAL interpretation of the regulation.

2.4.1 General Requirements

	Number
	Requirement
	Remarks/References

	GEN-001
	Domestic providers SHALL enable their customers to access alternative roaming provider roaming services.  The requirements for services to be made available via Single IMSI are described in section 2.3.2. The requirements for services to be made available via LBO are described in section 2.3.3.
	Regulation - Art. 4 §1

	GEN-002
	Domestic or roaming providers SHALL NOT prevent 

customers from accessing regulated data roaming services 

provided directly on a visited network by an alternative 

roaming provider.
	Regulation- Art. 4 §1

	GEN-003
	Roaming customers SHALL have the right to switch roaming provider at any time without undue delay. A maximum period of one working day is permitted between the conclusion of the agreement with the previous roaming provider and the initiation of the new roaming provider’s service.
	Combination of :

Regulation - Art. 4 §2

IA – Art.3 §5

	GEN-004
	The switch to an alternative roaming provider SHALL be possible under any tariff plan.
	Regulation- Art. 4 §3

	GEN-005
	The technical characteristics of regulated roaming services 

SHALL NOT differ from the technical characteristics of the roaming services provided by the DSP, including the quality parameters, as provided to the customer before the switch.
	Regulation- Art. 4 §5

	GEN-006
	Consumers SHALL be able to switch to an alternative roaming provider while keeping their existing mobile phone number and while using the same mobile device and SIM card.
	Combination of :

Regulation - Art. 5§3

IA – Art.3 §1

	GEN-007
	Technical solution SHALL enable technical interoperability between operators.
	Regulation - Art. 5§3

	GEN-008
	The technical solution SHALL NOT prevent roaming by Union customers in non-EU countries or by non-EU country customers roaming in the Union.
	Regulation - Art. 5§3

	GEN-009
	The technical solution SHALL ensure that the rules on protection of privacy, personal data, security and integrity of networks and transparency required by the Framework Directive and the Specific Directives are respected.
	Regulation - Art. 5§3

	GEN-010
	The Roaming providers SHALL NOT levy any charge on their roaming customers for the receipt by them of a roaming voicemail message
	Regulation - Art. 8§2

	GEN-011
	Each roaming provider SHALL provide the customer, when entering a Member State other than that of his domestic provider, with basic, personalised pricing information on the roaming charges (including VAT) that apply to the making and receiving of calls and to the sending of SMS messages by that customer in the visited Member State, unless this notification of pricing information is explicitly revoked by the customer. This notification SHALL occur automatically by means of a Message Service, without undue delay and free of charge.

Similarly, retail information about the Data services SHALL be sent when the user enters a Member State and initiates data roaming service for the first time. 
	Regulation - Art. 14§1

Regulation – Art.15§2

Regulation - Art. 15§4

	GEN-012
	Each roaming provider SHALL operate a free-of-charge number for obtaining more detailed information on the charges that apply to the making and receiving of calls and to the sending of SMS messages by that customer in the visited Member State.  
	Regulation – Art. 14§1

	GEN-013
	The roaming provider SHALL also provide information on the possibility of accessing emergency services by the European emergency number 112 free of charge.
	Regulation – Art. 14§1

	GEN-014
	A customer SHALL have the opportunity to suspend the information message service, on the occasion of each received message.
	Regulation – Art. 14§1

	GEN-015
	Requirements GEN-011,13,14,15 SHALL be applicable for roamers travelling outside the Union for services provided by an alternative roaming provider.
NOTE: Services outside the Union are not regulated therefore DSP is not obliged to provide ARP with them. However DSP may decide to offer such coverage extension under the agreement between DSP and ARP.
	Regulation – Art. 14§1

	GEN-016
	Roaming providers SHALL make available information to their customers on how to avoid inadvertent roaming in border regions. Roaming providers SHALL take reasonable steps to protect their customers from paying roaming charges for inadvertently accessed roaming services while situated in their home Member State
	Regulation – Art. 14§4

	GEN-017
	Each roaming provider shall grant to all their roaming customers the opportunity to opt deliberately and free of charge for a facility which provides information on the accumulated consumption expressed in volume or in the currency in which the roaming customer is billed for regulated data roaming services and which guarantees that, without the customer’s explicit consent, the accumulated expenditure for regulated data roaming services over a specified period of use, excluding MMS billed on a per-unit basis, does not exceed a specified financial limit. 
	Regulation – Art. 15§3

Regulation – Art. 15§4

	GEN-018
	Requirements GEN-017 SHALL be applicable for roamers travelling outside the Union for services provided by an alternative roaming provider.
NOTE: Services outside the Union are not regulated therefore DSP is not obliged to provide ARP with them. However DSP may decide to offer such coverage extension under the agreement between DSP and ARP.
	Regulation – Art. 15§6

	GEN-019
	Hosting MNOs SHALL support hosted MVNOs to enable MVNO customers accessing alternative roaming services. This support  should be based on existing operating model defined within the wholesale agreements. Level of support may differ depending on the scope of MVNO varying from light, hybrid to heavy.
	Regulation - Art.4 (1)

IA – Art. 3 (1)


2.4.2 Specific Single-IMSI Requirements

	Number
	Requirement
	Remarks

	SI-001
	Domestic providers shall provide the necessary network interfaces and the relevant services that allow for the resale of retail roaming services for regulated voice, SMS and data traffic.
	IA – Art. 3 §1



	SI-002
	Domestic providers SHALL implement facilities to support the procedure to change the roaming provider.
	IA – Art. 3 §2

	SI-003
	Location data information of the customer SHALL be provided to the ARP by the domestic provider..
	IA – Art. 3 §2

	SI-004
	CDR for billing support that is necessary for the provision of retail roaming services SHALL be provided to the ARP by the domestic provider.
	IA – Art. 3 §2

	SI-005
	Information to enable the ARP to support the implementation of financial limits for the specified period of use of data roaming services SHALL be provided to the ARP by the domestic provider.
	IA – Art. 3 §2

	SI-006
	Domestic providers SHALL ensure that the roaming customers of the alternative roaming providers may continue to use their existing voice mailbox services.
	IA – Art. 3 §4

	SI-007
	MVNOs as DSPs SHALL comply with all requirements to enable ARP services either directly or with the support of Hosting MNOs.  
	Regulation - Art.4 (1)

IA – Art. 3 (1)

	SI-008
	MVNOs SHALL provide billing records of MVNO customers and arrange for settlements directly with ARPs. 
	


2.4.3 Specific LBO Requirements

	Number
	Requirement
	Remarks

	LBO-001
	DSP operating a terrestrial public mobile communication network shall meet requests for access to the necessary network interfaces and the relevant services that allow for the resale of retail roaming services for regulated LBO data traffic.
	IA – Art. 4 §1



	LBO-002
	Roaming providers SHALL support the switch between a roaming provider using a home network and an LBO provider of local data roaming services for the purpose of using data roaming services.
	IA – Art. 4 §2



	LBO-003
	Those services which have not been switched (voice and SMS) SHALL continue to be provided to the fullest extent possible by the roaming  provider  with the same technical characteristics, including quality parameters.
	Regulation – Art. 4 §4

	LBO-004
	Roaming providers SHALL allow the use of EUinternet APN in the visited network in order to allow routing of data roaming traffic to the selected LBO provider and the retail provision of the data roaming service by the visited network operator.
	IA – Art. 4 §2

	LBO-005
	DSP SHALL ensure that traffic steering, network barring, or other mechanisms applied in the home network do not prevent users from selecting and using the visited network for local data roaming services of their choice.
	IA – Art. 4 §2 (c & d)

	LBO-006
	Roaming customers SHALL be able to use the services provided by LBO providers instantaneously.
	IA – Art. 4 §4

	LBO-007
	The DSP SHALL co-operate with the LBO provider in order to ensure that roaming customers who have activated a contract with the LBO provider for the provision of local data roaming services are able to use the services provided by this provider instantaneously from the moment a LBO provider sends a request to a DSP.
	IA – Art. 4 §4

	LBO-008
	The LBO provider providing local data roaming services SHALL facilitate the automatic restoration of the default roaming services instantaneously from the moment a domestic provider sends a request to the LBO provider.
	IA – Art. 4 §4

	LBO-009
	MVNOs as DSPs SHALL comply with all the above requirements either directly (e.g. MVNO manages/controls/owns HLR) or with the support Hosting MNOs. 
	Regulation - Art.4 (1)

IA – Art. 3 (1)


Note: For LBO-006, 007 and 008, the immediate availability of LBO service to the customer in these requirements refers to service availability at the network level. The domestic provider bears no responsibility for the correct re-configuration of the customer device to enable LBO services.

2.5 Definitions

The purpose of this section is to clarify the scope of the current document when designating an alternative roaming provider, the services it provides and its obligations.  
The definitions below are extracted from reference [1].
	1
	Art. 2 § 2 – Definitions 
	Roaming Voice Services definitions

	(h) ‘regulated roaming call’ means a mobile voice telephony call 

· made by a roaming customer, originating on a visited network and terminating on a public communications network within the Union 

or 

· received by a roaming customer, originating on a public communications network within the Union  and terminating on a visited network; 

	Technical Interpretation

	The concept of voice call shall be interpreted as any Circuit-Switched call, whatever the teleservice used (speech, 3.1 kHz audio, Fax or CS Data), except Circuit Switched Video Telephony calls (BS.37, 64 kbit/s Unrestricted Digital Info mode).

For Mobile Originated calls:
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A call is defined by the Calling Party and Called Party attributes, per standards.

The actual location of the recipient is unknown to the call originator and the visited PLMN the call originator is located within.

Hence the requirement shall be understood as: made by a roaming customer, originating on a visited network of EU and with destination number (or equivalent) belonging to a public communications network which is within the EU, except for Video Telephony calls and calls to Premium Services.
On the wholesale side, due to CAMEL control, the same call could be unregulated on retail and regulated on wholesale if there is a CAMEL Home Routing (for prepaid design for example) to the HPLMN.
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	For Mobile Terminated calls:
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Mobile terminating call from A party to B party is always composed of three parts.

1. Mobile originating call to B party roaming customer: call from A to the home network of the B party.

2. Roaming leg: Call from Home network of the B party to the VPLMN, where B party is located.

3. Terminating leg on VPLMN network to B party.
DSP is obliged to charge Mobile Terminated calls at regulated rates. VPLMN may charge DSP for the provisioning of Terminating leg at an unregulated rate.

The actual location of the call recipient is unknown to the call originator. The actual location of the originator is unknown to the call recipient, as well as the home and the visited PLMN of the call recipient. 
Thus the call made from any location to a roamer will always first return to the Home Network (terminating leg), as the destination is a MSISDN belonging or ported to the Home Network.

From there, the actual location of the roaming customer can be retrieved and an international roaming leg can be created and terminated on the VPLMN radio network.
Hence the requirement shall be understood as: received by a roaming customer who is located within the EU, independent of calling party country.


	For Call Forward calls:
Two forms of call forwards may exist.
· Early Call Forward consists of call forward initiated in the home network as soon as the call terminates into the network. For this scenario, the decision to forward the call and the triggering takes place at the GMSC, i.e. no attempt will be made to route to the VMSC first. This is the case for the following types of Call Forwarding: Call Forwarding Unconditional and Call Forwarding Not Reachable (IMSI-Detach, MS-Purged, Roaming-Restriction). In this context, there are no roaming call legs; hence is out of the separation scope
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· Late Call Forward consists of call forward initiated in the visited network after the call has been routed to the VMSC. This is the case for the following types of Call Forwarding: Call Forwarding Busy, Call Forwarding No Reply and Call Forwarding Not Reachable (No Paging Response). In this case the call forward calls may be considered as a combination of MT and MO call legs
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	2
	Art. 2 § 2 – Definitions 
	Roaming SMS Services definitions

	(k) ‘regulated roaming SMS message’ means an SMS message 

· sent by a roaming customer, originating on a visited network and terminating on a public communications network within the Union

 or 

· received by a roaming customer, originating on a public communications network within the Union and terminating on a visited network;

	Technical Interpretation

	For Mobile Originated SMS:
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A SMS is sent to a destination with the use of Short Message Service Centre (SMS-C).
The SMS-C is usually located in the home network.

Since two destination addresses (the actual recipient number and the SMSC Global Title) are required for sending a SMS, the requirement shall be understood as: sent by a roaming customer, originating on a EU visited network and with a recipient number (end-user) belonging to a public communications network which is within the EU, including number in national format and short code of the Home network.
Note: For wholesale, all SMS MO could be considered as regulated traffic because SMS-C is located in the HPLMN.
For the Mobile Terminated SMS:
The exchange of a SMS between two end-users is actually performed in two steps, through the SMS-C of the home network of the sending party: a MO SMS leg and a MT SMS leg.
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Hence the requirement shall be understood as: received by a roaming customer, originating from its home network located within the EU and terminating on a visited network.
Note: If the originator or the destination or of the SMS belongs to a premium rate service (e.g. a content provider) the additional surcharges related to the service provided are out of scope of the regulation.


	3
	Art. 2 § 2 – Definitions 
	Roaming Data Services definitions

	(m) ‘regulated data roaming service’ means a roaming service enabling the use of packet switched data communications by a roaming customer by means of his mobile device while it is connected to a visited network.
A regulated data roaming service does not include the transmission or receipt of regulated roaming calls or SMS messages, but does include the transmission and receipt of MMS messages;


	Technical Interpretation

	For Data Roaming:
the requirement shall be understood as: data connection, sent by a roaming customer, originating on a EU visited network
.
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	For the Mobile Originated MMS:
A MMS is sent to a destination with the use of Multimedia Message Service Centre (MMS-C).

The MMS-C is usually located in the home network.
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Since two destination addresses (the actual recipient MSISDN and the MMSC – under the form of an APN) are required for sending a MMS, the requirement shall be understood as: the use of packet switched data communications by a roaming customer, for sending a MMS originating on a visited network and with a recipient number (end-user) belonging to a public communications network which is within the EU, including number in national format and short code of the Home network.
For the Mobile Terminated MMS:
The exchange of a MMS between two end-users is actually performed in two steps, through the MMS-C of the home network of the sending party: a MO MMS leg and a MT MMS leg.

The MMS reception (MT MMS) is actually performed thanks to a SMS Push for initiating the downloading of the MMS message from the MMS-C.

Hence the requirement shall be understood as: the use of packet switched data communications by a roaming customer, for collecting a MMS from its home network located within the EU, while connected to a visited network.


3 End user SERVICES
This section contains requirements and associated use cases from the perspective of the end user.
3.1 Prerequesites
The technical solution to implement the facilities referred to in article 5 shall meet the following criteria: 

· consumer friendliness, in particular allowing consumers to easily and quickly switch to an alternative roaming provider while keeping their existing mobile phone number and while using the same mobile device; 

· ability to serve all categories of consumer demand on competitive terms, including intensive usage of data services; 

· ability to effectively foster competition, whilst taking into account the scope for operators to exploit their infrastructure assets or commercial arrangements; 

· cost-effectiveness, taking into account the division of costs between domestic providers and alternative roaming providers; 

· allow the maximum degree of interoperability; 

· user friendliness, in particular in respect of the customers’ technical handling of the mobile terminal when changing networks; 

· ensuring that the rules on protection of privacy, personal data, security and integrity of networks and transparency required by the Framework Directive and the Specific Directives are respected; 

· ensuring that providers apply equivalent conditions in equivalent circumstances;
3.2 End user services for Single IMSI
This section will contain end users’ technical requirements that SHALL be met for Single IMSI solutions.
End user services outside the list MAY be made available to ARP customers subject to DSP-ARP commercial agreement and technical feasibility except if provided as bundle to Regulated Voice Services.
USER-SI #1-Basic roaming services

The user SHALL be able to use the following roaming services:

1) Circuit Switched calls (mobile originating call, mobile terminating call), 
2) Emergency call
3) SMS (originating and terminating)

4) Data services
5) MMS (originating and terminating)
USER-SI #2-Supplementary roaming services

The user MAY benefit from the same Supplementary services as offered for DSP end users in roaming.

Typical examples: Call Forwarding, Call Hold/Call Wait, Call Barring, CLIP/CLIR, multiparty.
USER-SI #3-Basic Voice Mail services

The user SHALL use his voice mail (provided by the domestic service provider, and if active) in roaming conditions in order to retrieve voice messages.
USER-SI #4-Regulated retail functions
The user SHALL benefit from the following retail services which are requested by regulation:

1) Regulated SMS for roaming tariff information

2) Free voice mail deposit (for all call forwarding cases)

3) Data Bill shock prevention (transparency and safeguard mechanism measures)
4) Free-of-charge number for obtaining more detailed information on the roaming charges (voice/sms)
USER-SI #5-Customer care

The user SHALL use the customer care of the ARP for customer support for all topics related to roaming, such as subscription, services and billing.

USER-SI #6-Charging

The user SHALL be charged for the roaming services based on a post-paid or prepaid mechanism.

The billing unit MAY be, for example, the following:

1) Voice: per second
2) SMS: per message (SMS-MT is free of charge)
3) DATA: Time based or Volume based (per Kbyte)

4) MMS: per message or on volume (per Kbyte)
USER-SI #7-Roaming coverage
The new roaming offer SHALL be applicable to the following roaming cases, not exceeding the regulated tariff:

1) Voice mobile call (originating): the user is located in an EU country and is calling an EU telephone number (except Premium services)

2) Voice mobile call (terminating): the user is located in an EU country and is called by any telephone number (Origin has no influence)

3) Voice call forwarding: the user is located in an EU country and the forwarding of the call is configured to an EU telephone number (except Voice mail)

4) Voice call forwarding to Voice Mail: the user is located in an EU country and the forwarding of the call is configured to his Voice Mail number – free of charge

5) SMS (originating): the user is located in an EU country and is sending an SMS to an EU telephone number (including number in national format or short code)
6) SMS (terminating): the user is located in an EU country and is receiving an SMS by any telephone number (Origin has no influence) - free of charge
7) Data services: sessions initiated inside EU  

8) MMS (originating): the user is located in an EU country and is sending an MMS to an EU telephone number (including number in national format or short code)
9) MMS (terminating): the user is located in an EU country and is receiving an MMS by any telephone number (Origin has no influence)
Note: Since there is no unified numbering plan for Premium services/numbers within the EU, nor is there a centralized database recording Premium services/numbers supported by the industry, successful discovery of such services cannot be guaranteed. 

The new roaming offer MAY be extended to unregulated roaming services in order to include additional roaming traffic:
1) Additional destinations (on top of EU destinations), like Premium service numbers or Non EU destinations , in order to simplify call control design or to simplify customer experience).
2) Additional roaming coverage on top of EU countries (up to the world) in order to simplify mobility management or to simplify customer experience.
Support for such extensions is optional for DSPs, but is the decision of DSP and to be provided as a bundle to Regulated Voice Services. DSPs cannot be obliged to support such extensions by ARPs.  Where supported, the tariffs of these services are not regulated and shall be provided at fair and reasonable prices.
Notes
1) Services excluded by technical limitations (MultiSim, Corporate data & voice, etc.)

2) Future technologies and services not taken into account (RCS, VoLTE, …)

3.3 End user services for LBO

This section will contain end users’ technical requirements that are to be met for LBO solutions.
USER-LBO #1-Basic internet access

Roaming customer SHALL have access to a local data connection in order to use internet services.
Other roaming services which are not related to internet access SHALL be provided by the original roaming Provider which could be the DSP or any ARP under a Single IMSI arrangement. 

In order to access the LBO offer, the user SHALL have data roaming capabilities, meeting eligibility criteria as defined in section 3.4.1.  That is:

· Roaming option is not blocked due to customer request
· Data option is not blocked due to customer request
USER-LBO #2-LBO Service (de)selection

For LBO service selection in the terminal, the user SHALL 
· Select manually the network delivering the LBO offer 

· Reconfigure the device to activate the LBO APN (EUInternet) in order to enable the LBO offer, thus deactivating the Home APN.

In order to deactivate the LBO data service, the user shall re-activate the Home APN.
APN and Network selection modifications may be performed by an application running on the terminal, or may be performed manually by the end user.

USER-LBO #3-Anti bill shock on data
The user SHALL benefit from Anti bill shock on data (cut roaming data after a predefined threshold) except, if the customer has unsubscribe to the Bill shock prevention service.
USER-LBO #4-LBO offer information

The user SHALL be informed on how to select or deselect the LBO offer, especially information related to APN modifications.
USER-LBO #5-Customer care

The user SHALL use the customer care of the LBO provider for customer support for all topics related to data roaming, such as subscription, services and billing.

USER-LBO #6-Data Charging

The user SHALL be charged for the data roaming services based on a post-paid or prepaid mechanism.

USER-LBO #7-Roaming coverage

The new data roaming offer SHALL be limited to visited network coverage.
Loss of LBO provider coverage will mean loss of LBO data services in the visited country.
Usage of LBO APN in another EU country means subscription to another LBO provider for LBO services. 

On non-LBO providers, the user shall not have access to any data service using LBO APN. 
3.4 ARP and LBO subscription processes
ARP subscription processes in details are explained in Appendix  and in general below.
3.4.1 Customer eligibility

As per the regulation ‘’Roaming customer’’ is defined as

· 'roaming customer' means a customer of a roaming provider of regulated roaming services, by means of a terrestrial public mobile communications network situated in the Union, whose contract or arrangement with that roaming provider permits Unionwide roaming

According to the above definition, the below are the minimum set of conditions that shall be met to allow the customer to receive an ARP service 

Any ARP service is conditional on the customer’s domestic service 
· DSP shall not allow ARP usage in any PLMN if the subscriber is not in receipt of domestic service

· DSP shall prevent or terminate any ARP usage over the termination or suspend  domestic service.

· DSP shall continue to operate existing processes for account suspension and/or deletion as a result of default, dormancy, porting, subscriber (bill payer) instruction, breach of contract, misuse, termination of airtime, etc. 

Any ARP service is conditional on the customer’s roaming service 

· DSP shall not allow ARP usage in any PLMN if the subscriber is not in receipt of roaming service

Any ARP service is conditional on the customer’s consent 

· DSP shall not allow ARP usage if the service requestor is not the legal responsible party (according to the State rules) such as ‘’Bill Payer’’ e.g. a corporate user.

· Validation method shall be compliant with DSP conditions and/or country laws

The above conditions are valid for services provided under single IMSI and/or LBO; however for LBO and ARP additional conditions shall be met as well:
Any LBO service is conditional on the customer’s data service 

· DSP shall not allow LBO usage in any PLMN if the customer is not in receipt of packet switch data services and Internet access (i.e. not restricted to private APN)

Any ARP service is conditional on the roaming unbundling agreement between DSP and ARP:
· DSP shall not allow ARP usage in any PLMN if there is no unbundling agreement between DSP and ARP in place.
3.4.2 DSP-ARP roaming unbundling agreement 

If ARP would like to provide the roaming unbundling service for DSP subscribers, ARP will have to execute a roaming unbundling agreement with DSP, defining the terms and conditions of their cooperation. 

The following elements may be included in Single IMSI roaming unbundling agreement (non exhaustive list, given for illustration purposes):
· Administrative and contact information
· Services to be enabled for ARP customers
· Wholesale rates between the DSP and the ARP
· Technical information needed to manage online charging, anti bill shock...
In addition, some information may be mandatory in specific cases, for example if the DSP operates specific functions – e.g. online charging, anti bill shock, etc – on behalf of the ARP:
· Subscription groups 
· Retail tariffs (may the anti bill shock be operated by the DSP)
3.4.3 ARP subscription

3.4.3.1 ARP subscription setup process

The user MAY subscribe to a new roaming offer in addition to his home subscription.

The switch to an ARP (or between ARPs) shall be:

1) At any time

2) With Maximum 1 working day delay 

3) Possible under any tariff plan
4) Implemented in a secured way
ARP Subscription Process
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Note: the above chart is simplified: the DSP and ARP are assumed to be operators (not MVNOs), and the exception scenarios are not represented (e.g. operation rejected).

The main steps would be the following:

1. The subscriber identified by MSISDN or IMSI (subscriber ID) contract with the newly selected ARP and provide the authorisation information of DSP subscription.
2. The ARP initiate an ARP subscription request to the subscriber’s DSP and pass the subscriber ID and authorisation information given by the subscriber.

3. The subscriber’s DSP would acknowledge the reception of the request, check the accuracy of the subscriber authorisation information and the absence of existing EU roaming service and, upon successful check, confirm the newly selected ARP that the request has been validated and will be processed. 

4. Upon completion of the provisioning request, the subscriber’s DSP notifies the ARP that the new ARP subscription has been provisioned.

5. The newly selected ARP can then finalize the provisioning in their infrastructure and notify the subscriber upon completion that the alternative roaming service is now active.

The authorisation information depends on the customer and subscription type of DSP. 

The authorisation information contains the following data, for example:

1. Name – name and surname of postpaid subscription of individual person or company name of company subscription;

2. ID - personal ID of individual person or registration ID of the Company

3. SIM card number – serial number of SIM card of prepaid subscription.

3.4.3.2 ARP Subscription Termination Process
ARP subscription termination shall be implemented in 1 working day.
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Note: the above chart is simplified: the DSP and the ARP are assumed to be operators (not MVNOs), and the exception scenarios are not represented (e.g. Authorization Code rejected).

3.4.4 LBO subscription process
The user MAY subscribe to any LBO roaming offer in addition to the subscription to DSP and/or ARP.
The user MAY subscribe to several LBO offers in parallel, but will be technically capable of using only one at any given time.
The switch to LBO roaming provider shall be;
1) at any time

2) instantaneous
3) possible under any tariff plan

The LBO subscription process is defined by LBO provider and shall be provided instantaneously from the request of subscriber.

DSP is not contacted in the subscription setup and termination processes. 

4 High level Architecture
This section describes the architecture principles for Single IMSI and LBO solutions.  This description consists of:

· Functional architecture

· Definition of the interfaces between the different players

· Function mapping between ARP and Home based on the usage of standard interfaces
Important note: 
LTE DATA roaming and CSFB, VoIMS and SMSoIMS are today not operational and are not taken into account into this specification (for further analysis, when those technologies will be stable and fully operational).
4.1 Single IMSI architecture
This section defines the major building blocks and interfaces for Single IMSI architecture.
4.1.1 Functional architecture

The ARP will require the following interfaces in order to support the end user services:
· Agreement management interface to manage DSP/ARP unbundling agreements.
· Provisioning interface to manage customer subscription.
· Real-time signaling interface to provide information in real-time of relevant customer activities.
· Mobility interface to provide mobility information for correct Roaming tariff information.
· Billing interface to manage pure post-paid retail offers and wholesale billing.
· Fraud management interfaces to provide information for prevention of roaming fraud.
· Finance interface to support ARP payment.
· Support interface to allow ARP access to DSP information to support end user.
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Figure 3 – Single IMSI functional architecture 

4.1.2 Basic principles
This section defines some basic rules regarding which entity has responsibility for providing different aspects of service.
ARP services are based on DSP services

DSP is not obliged to deliver services to ARP customer, if those services are not delivered to DSP customer.

If the basic service provided by the Domestic service provider within the regulation has restrictions those restrictions also apply to the ARP. ARP cannot demand from the Domestic service provider to enhance it’s services.

Example: 

If specific operator developed services only work as post-paid the ARP shall not be entitled to request to provide this service as a pre-paid service to its customers. 

No discrimination

DSP is not allowed to degrade intentionally the roaming service delivered to ARP customers
TADIG Codes
In order to provide a unique identification of the parties for SI-IFs 6, 7 and 8, both ARP and DSP need to use official GSMA TADIG Codes.  If companies have existing TADIG codes that they use for other purposes (for example an ARP is also a MNO with international roaming agreements), then they need to use a separate TADIG code for their role as ARP or DSP.  The TADIG codes must identify the country where the DSP and ARP are offering services.

4.1.3 Interface definition
4.1.3.1 Interface overview

To enable the sale of regulated roaming services the following GSM-related interfaces are proposed to directly provide the basic regulated service.
· IF1: A real-time interface for voice retail billing.
· IF2: A real-time interface for SMS retail billing.
· IF3: A real-time interface for Data/MMS retail billing.
· IF4: A near real-time  interface for providing mobility information to the ARP, to inform the ARP that one of its customers has started to roam or has changed network.
· IF5: real-time USSD interface to enable the ARP to provide pre-paid account queries (conditional).
· IF9: Bi- Directional interface for standard SMS exchange (optional).
In order to manage the customer and perform proper billing and invoicing the following additional interfaces are required:

· IF6: Invoicing interface, providing Charging Records.
· IF7: Provisioning interface enabling the management of ARP subscriptions.
· IF8: Interface for high usage and fraud control (conditional).
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Figure 4 – Single IMSI interface definition 
Note: ARP Awareness (terminology to be refined) logical function aims at enabling the DSP functions to determine whether customers have an ARP subscription and if yes with which ARP, whether a service used by an ARP customer has to be decoupled or not, etc.
Notes: 

1. Common testing procedures could be defined per interface

(Similar to IREG/TADIG testing definition for international roaming defined by GSMA)

2. Customer Identification on the different interfaces could be using MSISDN, IMSI, or a combination: to be determined on each of the different interfaces, based on availability of relevant identifiers. (MSISDN should be the preferred customer identification: MSISDNless terminals could have impacts on SI-IF3,6,7 and LBO-IF2 to provide IMSI if MSISDN is not present)
3. Lawful interception is a matter of national legislation and behaviour should be according to existing practices. Since law agencies will approach the DSP, it is foreseen that the DSP will have the prime responsibility in the matter of lawful interception unless agreed otherwise between ARP and DSP.
4.1.3.2 Real-time signaling Interface
These interfaces will be defined in detail within the “Interface and Protocol” sub group:

· IF1: interface based on CAMEL (or Diameter for further study)
· IF2: interface based on CAMEL or Diameter
· IF3: interface based on Diameter
· IF5: USSD interface based on MAP signaling 
Note:

The use of Diameter-based interfaces between the ARP and DSP for all online charging (SI-IF1, SI-IF2 and SI-IF3) would isolate CAMEL roaming agreements between DSP and VPLMN from ARP implementations reducing the possibility of interoperability issues and compatibility testing.

Profile parameter assumptions
Inside the Single IMSI architecture, the following parameters shall be unique and controlled by the DSP

· HLR to VLR SS profile, 
· SMSC address, 
· APN for data services, 

· PCRF parameters
4.1.3.3 Near real-time signaling Interface
This near real time interface will be defined in detail within the “Interface and Protocol” sub group:

· IF4: mobility information provided by an OMA interface (notification to be sent to ARP at every successful registration of the customer in ARP coverage).
.

4.1.3.4 Billing Interface
The Wholesale Billing shall provide the billing for the usage of roaming services as per the technical interpretation specified on the section 2.4, Definitions.
Particular CDR’s are generated depending on the roaming service, which shall be used for the Wholesale Billing, for example:
	Service
	Online charging availability
	Roaming CDR
	Interconnection CDR

	
	
	VPLMN
	DSP
	DSP

	Mobile Originated Call, Circuit Switched, no CAMEL with VPLMN
	No
	Yes
	No
	No

	Mobile Originated Call, Circuit Switched, CAMEL with VPLMN, no CAMEL re-routing
	Yes
	Yes
	Yes
	No

	Mobile Originated Call, Circuit Switched, CAMEL with VPLMN, CAMEL re-routing
	Yes
	Yes
	Yes
	Yes; shall be charged in addition to Roaming CDR

	Late Call Forwarding to VMS, no anti-tromboning, no CAMEL with VPLMN
	No
	Yes
	No
	No

	Late Call Forwarding to VMS, no anti-tromboning, CAMEL with VPLMN
	Yes
	Yes
	Yes
	No

	Early Call Forwarding to VMS, anti-tromboning
	Yes
	No
	No
	Yes

	Mobile Terminated Call, Circuit Switched
	Yes
	Yes, normally free of charge, but charges can be applied
	Yes; shall be charged in addition to VPLMN CDR, if charges applies
	No

	USSD Callback, if offered by DSP to ARP
	Yes
	Yes, normally free of charge, but charges can be applied
	Yes; shall be charged in addition to VPLMN CDR, if charges applies
	Yes; shall be charged in addition to Roaming CDR

	Mobile Originated SMS, home SMSC usage
	Yes
	Yes
	Yes
	Yes; shall be charged in addition to Roaming CDR, if terminated outside of DSP

	Mobile Originated SMS, 3rd party SMSC usage, CAMEL3 with VPLMN
	Yes
	Yes
	Yes
	Yes; shall be charged in addition to Roaming CDR, if terminated outside of DSP

	Mobile Originated SMS, 3rd party SMSC usage, no CAMEL3 with VPLMN
	No
	Yes
	No
	No

	Data service, Packet Switched
	Yes
	Yes
	Yes
	No

	MMS
	 Yes
	Yes
	Yes; shall be charged in addition, if per event charging
	Yes; shall be charged in addition to Roaming CDR, if terminated outside of DSP


A standardised interface shall be used. The interface may take the form of a new simplified billing interface or reuse of the existing standardised interface, for example TAP.

There are already proven, standardized and well established processes for wholesale billing between visited and home MNOs, and they can also be reused for the Home Network / ARP interface with some modifications (such as timing and inclusion of visited MNO). This may enable efficient and low cost implementations as there are a number of existing systems already in place and a number of existing vendors to choose from.  For example, TAP already supports an interface between a home MNO and its service providers / MVNOs, a concept that has been extended to cover ARPs without any changes to the format.  There are already a number of home MNOs who use this functionality today although many MNOs use bespoke formats to support this functionality.

An alternative may be to use a highly simplified file format for the Home MNO/ARP billing interface which could be supported either in the Home MNO environment or by their appointed agent.

It is the choice of the DSP whether TAP or the new simplified billing interface (ABF – Alternative Billing Format) is used for the interface.

For Retail Billing Interface, the well-defined processes for wholesale billing described before will also enable the ARPs to effectively manage post-paid customer retail billing.  For pre-paid customers, real-time solutions using on-line signalling interfaces (IF1, IF2, IF3) may also be implemented.
4.1.3.5 Fraud Interface
The following fraud cases are the most significant in roaming condition, and have to be taken into account for the fraud interface design, mostly related to voice and SMS:

· Mobile Originating Call to revenue shared numbers
· Call Forwarding to (international) revenue shared numbers
· Open SMSC: bypass home SMSC usage
In order to manage those roaming frauds, existing interface may be used, like

· real-time signalling 
· near real-time NRTRDE (Near Real-Time Roaming Data Exchange)
Real time signalling

Real time signalling (IF1, 2 and 3) may be used as a convergent approach, enabling the ARP to manage retail charging and control fraud cases.

NRTRDE
The visited MNO must make NRTRDE data available to the home MNO in line with current GSMA rules and procedures, or is otherwise liable for any related proven roaming fraud.

In the case there is no on-line (real-time) retail charging interface with the ARP, the DSP must forward MOC, MTC and SMS-MO records for contracted services/destinations to the ARP, or is otherwise liable for any related proven roaming fraud.  The timing of the NRTRDE process between the DSP and the ARP needs to be standardized.
In the case there is an on-line (real-time) retail charging interface with the ARP, the DSP must nevertheless forward SMS-MO records (using a third party SMSC) to the ARP, or is otherwise liable for any related proven roaming fraud.
It is at the discretion of the DSP to send other NRTRDE data or not.

4.1.3.6 Finance Interface
Wholesale invoicing, settlement and payment, shall be based on existing GSMA rules and procedures.

There are already proven, standardized and well established processes for wholesale invoicing, settlement and payments between visited and home MNOs, and they can also be reused for the Home Network / ARP interface with only slight modifications (such as timing).  This will enable efficient and low cost implementations as there are a number of existing systems already in place and a number of existing vendors to choose from.  For example, the GSMA multi-network invoice already supports an interface where one party can charge another party for usage in multiple networks.
4.1.3.7 Provisioning Interface

The alternative roaming subscription management may include multiple processes such as:

· The setup of a new subscription

· The modification of an existing subscription

· The termination of an existing subscription

Each of those processes may require the cooperation of multiple parties, including:

· The subscriber

· The subscriber’s Domestic Service Provider (DSP), and its host network in the event the DSP would be an MVNO

· The newly selected Alternative Roaming Provider (ARP), and its host network in the event the new ARP would be a MVNO.
· The formerly selected ARP, and its host network in the event the former ARP would be a MVNO.
Note: subscriptions may be managed either individually or in bulk.

The subscription management processes shall address the following requirements:

· User experience should be as easy as possible

· Effectiveness – new subscriptions must be provisioned in no more than 1 day

· User security – e.g. avoiding unsolicited new subscriptions activated without the knowledge or consent of the subscriber

· Consistency with DSP/ARP anti-fraud processes

· Ensuring that no more than one ARP subscription is active

Operating a material number of alternative roaming subscription management processes, managed in an ad-hoc manner will be painful and inefficient for both DSPs and ARPs, costly, error-prone, and could ultimately impair the roll-out of roaming unbundling. Standardizing the Subscription Management Processes between DSPs and ARPs will improve the efficiency, effectiveness and security.

A standard document structure may be defined to store the key elements of the agreed subscription management processes for a given DSP/ARP roaming unbundling agreement.

4.1.3.8 Agreement Management Interface

Managing in an ad-hoc manner a material number of unbundling agreements will be painful and inefficient for both DSPs and ARPs, costly, error-prone, and could ultimately impair the roll-out of roaming unbundling.
The standardization of an Agreement Management interface between DSPs and ARPs would improve the efficiency, effectiveness and security in the establishment and operation of roaming unbundling agreements.
4.1.4 Function mapping between ARP and Home Network
Some functions have to be assigned to DSP or ARP, based on the interfaces defined in the previous section. This section will describe the major function associated to the various interfaces.
The major criteria for interface definition and function mapping are modularity, information hiding, coupling minimization and cohesion maximisation.

Generic rules for function mapping
In order to prepare the operator obligation section, some generic rules have to be defined in order to share the responsibilities between DSP and ARP, based on 

· Interfaces (IFx) availability 

· Mapping of the functions associated to those interfaces (IFx).
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Figure 5 – Generic rules for function mapping
ARCH-SI #1-DSP IFx mandatory interface
DSP shall provide mandatory IFx interface to the ARP which shall implement all functions associated to this IFx interface.

If DSP does not provide IFx interface, then DSP shall deliver (free of charge) all the functions associated to this IFx interface.

If ARP does not intend to deliver the functions associated to this IFx interface, DSP has no obligation to deliver those functions: ARP may outsource to a third party (including DSP) the implementation of those functions

ARCH-SI #2-DSP IFx optional interface
DSP may provide optional IFx interface to the ARP which shall implement all functions associated to this IFx interface (based on commercial agreement).

The rest of this section will illustrates those rules for all the roaming services.

ARCH-SI #3-Voice control
Voice could be controlled in real-time using CAMEL signalling, if CAMEL roaming agreement exists between DSP and VPLMN. The ARP is only capable to offer real-time regulated services in visited network where the Domestic provider has Camel based roaming agreements.
Two interface options are proposed to manage the different functions between DSP and ARP for real time charging, depending on DSP technology availability/capability:

· IF1a – CAMEL

· IF1b – Diameter (for further study)
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Figure 6 – Voice / CAMEL architecture and associated functions

Note:

· Since video-telephony is not regulated, DSP can maintain control on these calls. Video-telephony can be identified in CAMEL and in TAP files.

ARCH-SI #4-Free voice mail deposit

CAMEL call control may provide some roaming end user services like Free voice mail deposit (for call forwarding cases). Three scenarios could be foreseen:

· Case 1: If no optimization mechanism is developed at DSP, there will be no obligation to develop it for ARP customers (which will imply wholesale charges to be assumed by ARP - same as it happens for DSP customers).

· Case 2: In case of ARP having only CAMEL coverage, ARPs will have all the needed facilities to provide the optimization by themselves by using CAMEL triggers for Call Forwarding (O-CSI) and terminating calls (T-CSI).

· Case 3: In case of ARP coverage is both CAMEL and non-CAMEL networks, ARPs are not able (technically – due to the SINGLE IMSI model) to deliver the function by themselves. So DSPs could deliver this function at a 'fair and reasonable' price. Or there could be no agreement / no function in place with ARP assuming the wholesale cost of the charges.
ARCH-SI #5-SMS control
SMS charging shall be based on CAMEL or Diameter depending on DSP technology availability/capability.

This architecture has to take into account Fraud cases based on the usage of SMS address different from the DSP SMSC address

· Only CAMEL ph3 between Visited and Home networks could fully control such case.

· Some call barring could also minimise fraud risk.
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Figure 7 – SMS architecture and associated functions

ARCH-SI #6-Data control
Data charging is based on Diameter signalling. The same interface is designed to provide retail charging and could also deliver Anti Bill Shock function.
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Figure 8 – Data architecture and associated functions

ARCH-SI #7-MMS control
MMS charging could be based on event or volumes: two different architectures could be proposed, depending on DSP technology availability/capability.

1. MMS charging on Volume is based on the same principle and interface than data charging (IF3a using Diameter signalling)

2. MMS charging on Event (per message) is based on an interface between the MMS proxy and the ARP OCS (IF3b using Diameter signalling).
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Figure 9 – MMS architecture and associated functions

ARCH-SI #8-Retail charging architecture
Charging profile

ARP may deliver prepaid and /or postpaid offers to ARP customers based on real-time (RT) and non-real-time (NRT) services delivered by the DSP.

Hybrid Profile: The ability of the ARP to provide the subscriber with a charging profile different from that of the DSP:
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Note: An exception to the above is where the DSP has no real-time roaming service for its own subscribers. In such a case the DSP may offer only non-real-time services.

Charging Strategy

The ARP shall use the information from the online interfaces (IF1, IF2, IF3) as a basis for end customer invoicing. For retail charging architecture, 2 major strategies are presented hereafter: 

· Strategy 1: Dual Interface mode (Real-Time and Non-Real-Time interfaces)
· Strategy 2: Convergent Mode (Only Real Time interface)
Convergent Mode (Only Real Time interface):

1 interface mode will be used by the DSP:

· DSP will provide only a real-time interface to the ARP for both Prepaid and Postpaid subscribers at the ARP. 

· In this case DSP shall offer only real-time services, enabling convergent mode for prepaid and postpaid ARP customers

If postpaid/prepaid are using the same real-time approach, only one functional mapping is needed for call control (CAMEL related, Anti Bill shock), but only CAMEL roaming agreements can be used
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Figure 10 – Real-time Retail charging architecture and associated functions
Note:

In the convergence approach, the DSP could provide only real-time interfaces to the ARP, decreasing some constraints on other interfaces:

1. No need to implement retail constraints in the IF6

2. No need to implement IF8 related to fraud, except information related to open SMSC

3. If the ARP does not wish to implement the real-time interface it can choose to work with an MVNE as described in section ARCH-SI #9-Retail charging architecture: MVNE

Dual Interface strategy: 

2 different interface modes will be used by the DSP: 

· DSP will offer real-time services to prepaid ARP subscribers 

· DSP will offer non-real-time  services to postpaid ARP subscribers 

The interface applied for ARP subscriber is regardless of the charging method at the DSP

ARP Prepaid offers could be implemented on real-time signalling implying that no billing records are needed, in which case only CAMEL roaming agreements can be used.

Postpaid offers could be implemented based upon IF6 interfaces: transparency measures and bill shock could be implemented in real-time as a prepaid offer or implemented by the DSP.
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Figure 11 – Non Real time Retail charging architecture and associated functions

Note:

IF-1, IF-2 and IF-3 must be delivered as a bundle for ARP real-time controlled subscribers: 

· it is not allowed to deliver just IF3 for Data without IF1 and IF-2 for voice and SMS respectively.
· If the DSP does not provide one of the 3 interfaces in real-time, the DSP must either upgrade the missing interface to real time or host all 3 interfaces for the ARP
Coverage Impacts

	 
	Convergent Strategy
	Dual Interface Strategy
	Operator without any roaming real-time charging (CAMEL based or USSD Call Back) at all

	CAMEL/USSD Callback Obligation
	Operator must have at least one CAMEL network in each Member States in the EU*
	Operator must provide the same CAMEL coverage it provides its own subscribers 
	No Obligation

	
	Or Operator must support IF5 (USSD) for Callback in non-CAMEL covered Member States, if operator has this for its own subscribers. 
	In non-CAMEL covered countries Operator must provide IF5 (USSD) for callback if operator has this for its own subscribers 
	

	Postpaid at ARP Coverage Obligation
	Postpaid at ARP has the same CAMEL coverage as the DSP (this guarantee at least one network in each Member States in the EU*, if not CAMEL, then supplemented by USSD Call Back, if operator has this for its own subscribers)
	Postpaid at the ARP has the same coverage as  postpaid at the DSP
	Postpaid at the ARP has the same coverage as  postpaid at the DSP

	Prepaid at ARP Coverage Obligation
	Prepaid at ARP has the same CAMEL coverage as the DSP (this guarantee at least one network in each Member States in the EU*, if not CAMEL, then supplemented by USSD Call Back, if operator has this for its own subscribers)
	Prepaid at the ARP has the same coverage - as prepaid at the DSP
	No obligation, therefore 

no Prepaid at the ARP


* See table in annex 7.2 for list of EU Member States
Hybrid Profile: 

1. The DSP should not be forced to provide real-time support if it has no online controlled subscriber for roaming support (of any kind – Real-time, USSD call back, etc.)

2. If the DSP does have real-time coverage 

a. It should not be forced to create additional coverage 

b. The DSP must provide for the hybrid profile case (DSP Post(ARP PP) the same coverage it provides its own real-time controlled customers 

c. If the DSP has a CAMEL roaming agreement in the country it is not required to provide additional callback support

Full Real time interface: 

1. The DSP may choose to provide only a real-time interface to the ARP

a. The DSP can make this choice only if it has sufficient CAMEL footprint (at least 1 CAMEL network in each EU country (see Annex) excluding countries that have no CAMEL supporting networks at all) 

b. If the DSP has made this choice - The subscriber will have the same restrictions as the real-time subscriber at the DSP (i.e. subscriber may be barred from MO calls on non-CAMEL networks)
2. If the DSP does not have sufficient CAMEL coverage it can still offer full real-time Interface with the addition of USSD interface in non-CAMEL covered countries so that the ARP can support USSD Callback on its own (DSP can also provide the actual Callback)

Impacts on LBO: 

1. Since barring LBO networks is not allowed the following points should be noted:

2. In order for the LBO VPLMN to be able to provide full services (voice, SMS per traditional roaming in addition to LBO Data) to a real-time controlled customer (whether ARP or DSP) the LBO may request a CAMEL agreement with the DSP.

3. The LBO may choose not to ask for CAMEL agreement and therefore the prepaid/ real-time subscriber will have only DATA services (and any other services allowed by the DSP for CAMEL subscribers on non-CAMEL networks) in that network.

4. In such a case the LBO shall inform the LBO subscriber that there may be a loss of service (i.e. MO call), this is to avoid an overload of customer care requests on the DSP.

Note
· article 3 could enable CAMEL opening obligation for the VPMN (LBO provider) if requested by HPMN.

Subscriber:

1. The issue of less coverage (in terms of countries) for a postpaid subscriber transferring to an ARP prepaid is not a problem since:

a. The ARP made the choice to provide a prepaid service – knowing the limitations

b. ARP should notify subscriber of limitations under new coverage

c. The subscriber will probably be more interested in the low cost than in the coverage – and can also make his choice by his travel destinations

ARCH-SI #9-Retail charging architecture: MVNE
Based on ARCH-SI #1 and 2, if DSP delivered all IFx interfaces, ARP is responsible to deliver all the functions associated to those interfaces.

ARP has the opportunity to outsource this implementation to a 3rd party, in a MVNE model (MVNO enabler). This implementation will cover the pure resale model.

MVNE could also be used by ARP in order to implement an ARP postpaid offer based on full real-time interfaces delivered by the DSP.

This will avoid any additional coupling between ARP and DSP, specially related to tariff exchange.
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Figure 12 – MVNE usage 

ARCH-SI #10-Mobility control
Tariff information must be provided in near-real-time based on the mobility observation between the VLR and the HLR. A new interface will allow ARP to send Tariff information, without DSP support.
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Figure 13 – Mobility management architecture and associated functions

ARCH-SI #11-Fraud control
Fraud is the responsibility of the operator implementing the retail billing (ARP in case of roaming unbundling). Fraud information has to cascade from the Home to the ARP. 
At the opposite, Fraud managed by the ARP for ARP customers could have a huge impact on DSP wholesale business.

Fraud prevention procedure between HPLMN Operators and VPLMN Operators implies HPLMN’s liability towards VPLMN for traffic generated by ARP’s customers. HPLMN operators remain involved in the information flows for fraud prevention procedures in order to take prompt actions in case of lack of re-actions from ARP in case of important frauds (procedure to be agreed between DSP and ARP).

In order to exchange fraud information between the DSP and the ARP, two strategies could be foreseen:

· Based on Real time signaling [IF1, 2 &3] generated by the DSP for all ARP customers, ARP may control fraud in real-time, excluding SMS fraud if 3rd party SMSC usage. 
This option in line with the real time convergence defined in ARCH-SI #8) 
· Based on NRTRDE files delivered by the DSP, ARP may control fraud of CS services for the ARP customers in near real-time, including SMS fraud in case of 3rd party SMSC usage.

Notes:

1. SMS-MO is the only flow which could be intentionally rerouted to another SMSC than the Home SMSC, bypassing the usage of interface IF2: this risk could be reduced if BOICexHC for SMS-MO is implemented in the HLR and supported by the VMSC.
2. NRTRDE file exchange is not covering 100% of the operators, depending of HPLMN/VPLMN agreement. 
3. NRTRDE for Data services is optional.
ARCH-SI #13-Voice Premium services 
Several options could be foreseen for calls to Premium services which may be provided to the ARP by the DSP:
· For non real-time offers, Premium services may be allowed to ARP customers, and charging information may be transferred into the billing interface, for example TAP files.

· For real-time offers, Premium services may be allowed to ARP customers based on voice proxy architecture defined in ARCH-SI #3. 
Notes:

1. Premium rate call barring may be set on HLR and ARP customers will not be able to use premium rate numbers on the VPLMN, but this barring is not always correctly implemented in the VPLMN.
2. For real-time offers, rating is unknown inside the CAMEL signaling: it is important to share between DSP and ARP the premium numbers range and associated tariffs if premium services are delivered by the ARP.
DSP and ARP shall note that following related call destinations may be needed to identify, for example:
· Universal International Freephone Number (UIFN)

· International Shared-Cost-Services
· International Premium-Rate-Services
· OCHA, Telecommunications for Disaster Relief (TDR)

· Universal Personal Telecommunication (UPT) services

· Value added services

· Unregulated EU destinations

ARCH-SI #14- Identification of subscribers between DSP and ARP
Principles

· MSISDN is the primary identification and is mandatory if it exists

· If the MSISDN does not exist, the full IMSI must be populated in the relevant field; in this case IMSI is the mandatory key, MSISDN can be a dummy MSISDN.

DSP can choose between the following 2 variants to support the different interfaces:

1. IFx are MSISDN based: each time an IMSI based interaction occurs – DSP must perform lookup to obtain MSISDN which is passed to the ARP on the interface (no need to pass IMSI)
2. IFx are MSISDN or IMSI based: During subscription – The subscriber IMSI will be sent from the DSP to the ARP, and in all following interactions the DSP can send either the IMSI or the MSISDN

In order to support the 2 variants, IF7 should be designed with an optional IMSI parameter, returned by the DSP in the variant 2: ARP will have to build MSISDN/IMSI DB, in order to manage subscriber identity.
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Figure 14 – Subscriber identity
In case of IMSI change (variant 2)
· Subscriber must initiate a new subscription to the ARP(same as he would do in the DSP case)

· In this case the credit may be lost depending on the ARP handling

In case of Multi IMSI:

1. Only the primary IMSI will be passed to the ARP.

2. 
The continuation of a multi IMSI service for in the case of an ARP subscriber will be pending DSP choice: DSP can choose to terminate the service, to disable the service under ARP coverage or to provide the service as usual
Change of MSISDN

MSISDN change is done at the DSP only – this is defined as a Primary identifier change:
· If the SIM card changed as well as the MSISDN then the subscriber must request a new subscription with the ARP - the DSP should notify the ARP of “Contract Termination due to MSISDN change”
· If the SIM card was not changed then the DSP should notify the ARP of “Contract Termination due to MSISDN change”

In the case of Multiple MSISDNs, the subscriber must initiate additional contracts with the ARP for each MSISDN. 

1. Each MSISDN is handled separately between the DSP and the ARP
2. 
The DSP has the right to reject non-primary MSISDNs which are part of a value added service provided by the DSP

ARCH-SI #15- Free-of-charge number 
ARP will deliver Free-of-charge number for obtaining more detailed information on the roaming charges. ARP free-of-charge number will be EU destination. ARP has still to pay DSP wholesale charges for this Free-of-charge number.

If the ARP is managing all calls/SMS for roamer located in EU (independently of the destination), the ARP will provide at retail level an ARP Free-of-charge number. ARP has still to pay DSP wholesale charges for this Free-of-charge number.

If the ARP coverage is limited to EU to EU, DSP has also to provide a DSP free-of-charge number for the non-EU destinations tariff; 2 options could be foreseen to implement the DSP free-of-charge number:

1) DSP is able to filter the DSP free-of-charge number: ARP is not impacted
2) DSP is not able to filter the DSP free-of-charge number: ARP will not charge at retail level the ARP customer for dialling the DSP free-of-charge number and the DSP will not charge at wholesale level the ARP customer for dialling the DSP free-of-charge number.
ARCH-SI #16-USSD services
USSD based services could be conditionally provided by ARP to support Callback services. These services can be provided if DSP support the signalling exchange between end user and ARP USSD service centre (Relay of USSD messages). 

Relay of USSD messages shall be conditionally provided by DSP via the interface IF5.
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Figure 15 – USSD relay architecture and associated functions
4.1.5 Function mapping between ARP, Home/Hosting Network and MVNO
In an MVNO scenario, some functions have to be assigned to the Hosting Network, the MVNO and the ARP, based on the interfaces defined in the previous section.

This document defines some of the general underlying principles governing the relationship between a Hosting Network and its hosted MVNO(s). However, these shall not cover in detail the various implementations of MVNOs. 
The following use case could help in order to define the better architecture proposal.

It is up to the Hosting Network and MVNO to discuss how to support ARPs on MVNO’s, the responsibility guideline is the interface responsibility, according to which entity (Hosting Network or MVNO) controls the node.
 “Heavy MVNO”
Heavy MVNO (under certain circumstances) could be considered as Home Operator for the Single IMSI Architecture.
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Figure 16 – Heavy  MVNO architecture in single IMSI solution
 “Light MVNO”
Home Operator could interface with ARP exactly like for Home Network subscribers. However, this would incur additional capacity requirements.
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Figure 17 – Light MVNO architecture in single IMSI solution
Hybrid MVNO
In the Hybrid case, part of the ARP interfaces will be managed by the Home Operator, and another part will be managed by the MVNO.

The different interfaces [IFx] will be split between Hosting Network and hybrid MVNO based on the management and control of (a part or all of ) the following nodes: HLR, GMSC, SCP, SMSC, GGSN, MMSC.
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Figure 18 – Hybrid MVNO architecture in single IMSI solution (example) 
Billing

Both Hosting Networks and MVNOs SHALL build new, modify their existing(hosting) commercial agreements (including, billing and settlement procedures) according to the obligations described in the Requirements section.  Any rationalization of the data flows SHALL be by bilateral agreement between affected parties.
4.1.6 An API approach
The technical solution to implement roaming unbundling needs some interactions among the network elements and platforms of the actors involved. Some of these interactions will be realized through signaling interfaces and protocols, based on 3GPP standard. For some other interactions, such as provisioning, an approach based on Application Programming Interfaces (API) may be used. An API is an interface exposed to a system (that will use the API), and acts as an abstraction layer that encapsulates application level protocols and associated data formats, hiding complexity that is not needed by the API users. 
The APIs are not tied to a specific technology: they may be implemented using a wide range of technologies. The technologies that have gained broad industry acceptance are Web Services (SOAP) and REST.
Some of the advantages of using API are:

· Client/server decoupling: A clean separation between client and server. With a stable interface, the client and server may be developed and replaced independently of each other.

· Layering: a server exposing an API does not know whether there are layers on top of it between itself and the end client; for example, whether the APIs are passed through multiple security policies.

· Uniform interface: servers and clients can interact, change, and be modified independently as long as the interface that binds them remains the same.

The use of APIs between the different ARPs-MNOs allows a homogenous approach and a maximum degree of interoperability.

Exposing of APIs is usually implemented by MNO through a “Service Exposure” model; this approach provides a secure, controlled, and accountable access to the capabilities offered by the MNO; it is able to virtualize, rationalize and protect the network infrastructure, ensuring a protected access by 3rd party applications enforcing security policies.
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Figure 19 - API Service Exposure model

The Service Exposure model is identified as the most suitable solution for the Non Real time Signaling interfaces in order to offer a homogenous front-end to ARPs. The Service Exposure APIs approach enables ARPs to use a single development for all subscribers, and for Home operators to create only one front-end for ARPs.

The usage of a Service Exposure model leveraging a set of APIs is necessary in order to provide ARPs with a common interface to the different MNOs and to optimize investments for all the stakeholders. 

It is thus proposed that, within Figure 5 – Single IMSI functional architecture, the interaction between the ARP and Home Network for such kind of interfaces may follow an APIs approach, mediated through a MNO Service Exposure in order to reduce overall industry impacts, facilitate ARP competitions and also enable cross usage of Single IMSI features.

Examples of APIs that enable the operator to expose the new roaming support functionalities using a Service Exposure model are:

· Provisioning interface to manage customer subscription (see 4.1.2.6)

· Setup a new Subscription

· Modify/close an existing subscription

· Reconciliation APIs

· CDR/TAP management and exchange

· Roaming Info exchange (e.g. mobility information)

· Support interface to help ARP to support end user

· Agreement management interface to manage exchange of DSP/ARP unbundling agreements

· Notification APIs from MNO to ARP 

· Finance interface to support ARP payment/charging(*)
· etc

 (*)See 4.2.1 LBO functions

4.2 LBO architecture
This section defines the major building blocks and interfaces for LBO architecture.
4.2.1 Functional architecture

The LBO ARP will require the following interfaces with the user in order to provide end user services:
· Provisioning interface to manage customer subscription.
· Real time signaling interface to interact with the end user terminal for Data connection.
· Finance interface to support customer payment.
· Support interface to help end user and inform them.
The LBO ARP will require the following interfaces with the Home Network in order to provide end users services:
· Real time signaling interface to allow subscriber to authenticate and locate successfully.

· A notification interface between the LBO provider and HPMN (informing HPMN about LBO subscription) to improve user experience (suspend traffic steering or update the SIM). 
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Figure 20 – LBO functional architecture 

Note:

· The LBO will be responsible for matters of lawful interception involving data: HPLMN is no more able to provide legal interception because data traffic is no more home routed. 
· Identification of LBO subscribers will be aligned with SI-IF7 - MSISDN mandatory IMSI optional, and mandatory where MSISDN is not available

4.2.2 Interface definition

No new interfaces are needed between LBO and HPLMN to launch LBO offer, except a notification interface.
The following interfaces will be included in the LBO architecture:
· IF1: existing MAP mobility interface, which will be impacted for customer profile and traffic steering.
· IF2: an NEW on-line notification interface provided by the LBO provider to inform Home operators of the start/end of an LBO subscription (conditional).
· IF3: existing TAP file interface. No TAP files are to be sent from LBO providers for LBO APN usage.
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Figure 21 – LBO interface definition 

4.2.2.1 Mobility Interface
IF1 interface (MAP) is an existing interface which will be impacted for

· Customer profile management: a dedicated LBO APN has to be provided for LBO eligible subscriber.

· Traffic steering (using SS7) has to be defined clearly to be compliant with the regulation “Obligation of DSPs not to bar or steer away outbound roaming customers having manually selected a LBO/VPLMN network”
Notes:

· LBO can be provided for CAMEL subscribers on non-CAMEL networks. It may be in such a case that the subscriber will have no MO voice
· It is noted that some devices automatically switch back to “automatic network selection” after a switch off / switch on manipulation, which may impair the user experience of the LBO customer.
4.2.2.2 Notification Interface
IF2 interface is a NEW interface to provide notification to the HPMN of the LBO subscription. Notification may be used by the HPMN to improve traffic steering policy, based on a dynamic subscriber profile management
· Conditional to LBO provider: it should send notifications to HPMN if requested to do so. 
· Optional to HPMN: it is up to the HPMN to decide whether it wants or not the notifications. The HPMN shall demonstrate the use of the notification (the notification request cannot be used solely for entry barrier reason). A demonstration for example could be the technical acknowledgement of the message. 
Due to late BEREC input, this interface will be defined later (September 2103).
4.2.2.3 Billing Interface
An LBO provider will manage LBO traffic locally and will not send TAP files related to this LBO traffic.
In some cases (VPAA flag=No), a non-LBO provider will route EUInternet APN usage to home.

DSP is not allowed to provide service in roaming on EUInternet APN that is routed home. However DSP may reroute to a landing page.

1. In such a case, the DSP has to pay wholesale on the EUInternet APN TAP files that are sent from the VPLMN and cannot reject them automatically. Since there will be TAP files that are sent to home including this EUInternet APN if the subscriber did not change his APN back.

2. 
DSP must filter the TAP files that should be paid by setting a GGSN + EUInternet APN filter that determines whether the TAP is mistakenly sent by the VPLMN or legitimate due to landing page

3. 
If DSP does not reroute to landing page it can routinely reject all EU Internet APN TAPs
5 Operator Obligations and Recommendations
This section contains obligations and recommendations for operators, with associated use cases where applicable.
5.1 Single IMSI obligations for Domestic Service Providers
This section contains the requirements from operator perspective for Home operators or full MVNO:
· Obligations

· Obligations that cannot be met due to technical limitations

· Features which do not change compared with existing roaming model (for clarification purpose)
DSP-SI #1-Barring service

The domestic service provider’s GSM operator determined barring shall always fully apply. 

DSP to inform ARP on general setting of barring in the commercial agreements. (general policies not per customer including fraud policies)

It is a customer obligation to change barring via DSP:

e.g.:

· Network barring Gibraltar/Spain

· contract issues

· premium rate barring

· multiparty barring

· call forward restrictions

· etc.

Remark: ARP suspensions/termination process is explained in Appendix 6.

DSP-SI #2-Customer billing 

DSPs have to enable retail charging by ARPs as per the designed architecture (ARCH-SI #8). Only information regarding billable regulated events must be made available to the ARPs. The service identity (e.g. MOC, MTC, MO SMS, GPRS ) the location and the destination information shall be provided for these events. 

Example of non billable event: SMS MT.

DSP-SI #3-Service Definition & Configuration

The DSP shall provide an interconnection access point for the ARP.

The domestic service provider shall settle with the ARP in an annex to the contract all technical details required for a full integration such as: IP addresses, secure access tokens, SCP GT,…

The domestic service provider shall not be responsible for providing or developing new tariffs for ARPs.

The detailed processes are explained in Appendix 6.
DSP-SI #4 Coverage using online control interfaces

The domestic service provider shall provide online controlled ARP customers with the same coverage as the DSP online controlled customers (regardless of the online interface e.g. CAMEL, Diameter,). 

A full real-time interface may be used by the DSP only if the DSP can provide sufficient coverage

DSP-SI #5-System availability
DSP shall ensure the robustness of the system.

If the DSP cannot provide robustness the commercial agreement may cover failures. 

The DSP shall bar the traffic of an ARP’s customers in case the corresponding ARP system that serves one of the interfaces IF1, IF2, IF3 is not available.

Example: It is not clear in this situation what the intention of the ARP would be and additionally it becomes difficult to properly sort out who would be allowed to bill the call if the call would be permitted.
DSP-SI #6-Interfaces
The DSP shall provide the ARP with an interfaces IF1 through IF5 as specified in Appendix 1.
If DSP has no on-line charging roaming customers, DSP has no obligation to deploy IF1 and IF2, but still needs to deploy IF3, 6 and 8 for retail off-line charging, fraud and ABS.
DSP shall provide Interface IF5 if  DSP does offer call back services based on USSD and has no sufficient real time coverage.
If DSP does not apply MMS charging per event, DSP has no obligation to deploy IF3 for MMS.

DSP-SI #7-IF6 Wholesale billing records
DSP shall provide IF6 as specified in Appendix 1.
DSP-SI #8-IF7 Provisioning

DSP shall provide IF7 as specified in Appendix 5
The operations shall be supported according to the Appendix 6, including, for example:

· Subscription set-up process

· Subscription termination of subscriber by ARP or DSP

DSP-SI #9-IF4 For Tariff Notification SMS
According to the Appendix 6:
· DSP shall NOT send Roaming Tariff Information on regulated sessions to ARP subscribers roaming in the EU.
· Both ARP and DSP must send customer care numbers to the roamer for additional information.
DSP-SI #10-Fraud Prevention
DSP shall provide IF8 for fraud prevention of CS services on the following conditions (and/or):

· DSP does not provide online control interfaces for CS services;

· DSP provides online control interfaces for CS services, but decide to provide this interface to ARP to reduce the risks related to fraudulent usage of CS services;

· ARP subscriber use roaming services on the VPLMN, where online control of CS services is not available.

The IF8 shall be provided as specified in Appendix 4.
The following roaming services shall be supported via this interface:

· Mobile originating calls;

· Mobile terminating calls;

· Mobile originating SMS.

If the DSP does not provide neither the online IF for CS services, nor IF8, DSP shall be responsible for fraud control ARP customers and losses due to fraudulent usage. This results in the need to expand the coverage of online control and/or NRTRDE relations between DSP and VPLMN’s or reducing the ARP roaming coverage by DSP to these roaming relations only.

In exceptional cases, in case of suspected fraudulent usage to reduce the risks related to fraudulent usage of CS services, DSP has a right to apply barring of roaming services to ARP customers.
5.2 Single IMSI obligations for Alternative Roaming Providers
This section will contain the requirements from operator perspective for ARP:

· Obligations

· Obligations that cannot be met due to technical limitations

· Features which do not change compare to today situation (for clarification purpose)
ARP-SI #1-Traffic Barring
The ARP shall be responsible to bar a customer on its own via the provided online interfaces IF1, IF2, IF3 However this may only be a temporary measure.

If this becomes a long term barring the ARP shall be responsible to request contract suspension from the DSP, so that the DSP will not incur signalling costs that cannot be covered. 
ARP shall request the DSP to bar customer if online interfaces are not available according to Appendix 6 

The ARP is liable for the costs associated to fraudulent customer if until customer is barred.
ARP-SI #2-Security
The ARP shall fulfil all security requirements of the Domestic provider for accessing the provided interfaces.

ARP-SI #3-Service Definition & Configuration
The ARP shall be responsible to setup access up to the Domestic provider systems that provide the interfaces.

ARP-SI #4-IF1 Voice online signalling

The ARP shall use the IF1 interfaces as specified in Appendix 1.
ARP-SI #5-IF2 SMS online signalling 

The ARP shall use the IF2 interfaces as specified in Appendix 1.
ARP-SI #6-IF3 Data via Gy

The ARP shall be responsible to use the information delivered from the DSP via IF3 as specified in Appendix 1 in order to for send the warning due to the Data Spending cap to fulfil the regulation : in order to support the notification, an ARP can use SMS or email (for non-SMS enabled devices or subscribers who requested to be blocked from receiving SMS) It is up to the ARP to define the email/SMS details with the ARP subscriber during the registration of the subscriber to the ARP
The ARP shall be responsible to use the information delivered from the DSP via IF3 in order to cut off data traffic if the Data Spending Cap is reached.
The ARP may request a specific mechanism and the DSP may provide it for a reasonable price upon commercial agreement
ARP-SI #7- For Tariff Notification SMS

The ARP shall be responsible to use the information delivered from the DSP via IF4 as specified in Appendix 1 in order to send a tariff SMS to his customers that are roaming inside the EU/EEA (no demands will be made on DSP in the case that tablets or other mobile devices that do not support SMS). 

The ARP has the responsibility for the delivery of the SMS to its customers using his own infrastructure or commercial agreements.

Both ARP and DSP (in case ARP coverage is limited to EU to EU) must send customer care numbers to the roamer for additional information.
When the customer is in roaming condition when subscribing to the ARP offer, there is a requirement to notify directly the customer about the tariff. ARP should notify directly the customer after successful provisioning (only generic tariff notification could be sent because ARP has not the location information at that time)
ARP-SI #8-Fraud Prevention
The ARP shall be responsible for high usage control of ARP customers and implementing prompt actions to prevent fraudulent usage of roaming services.

For these purposes the ARP shall use all relevant information provided by DSP:

· Real time signalling over the online interfaces IF1, 2 &3, excluding SMS fraud in case of 3rd party SMSC usage.
· NRTRDE records over the interface IF8, if provided by DSP, including SMS fraud in case of 3rd party SMSC usage.
In case of suspected fraudulent usage ARP shall restrict the usage of roaming services via online interfaces or bar roaming services for the subscriber.

Liability of ARP for fraudulent traffic generated by ARP customers is limited by the availability of online interfaces and/or NRTRDE records provided by DSP, provided the ARP met all of its obligations to use these interfaces. Liability timelines of NRTRDE are specified in ‘’ref B&P document’’.

ARP-SI #9-IF5 MAP (USSD)

ARP shall be responsible for the provisioning of USSD services provided via IF5.

ARP-SI #10-Callback Services
ARP may provide the Callback service on roaming in EU countries only. Provisioning of Callback service on non-EU countries is subject to commercial agreements.
5.3 Single IMSI mutually agreed functions between DSP and ARP
This section will contain some functions which could be mutually agreed between DSP and ARP.

The following features could discussed between DSP and ARP according to the Appendix 6 as a checklist for ARP/DSP agreement:

· Per interface, there should be agreements between ARP and DSP regarding allowable parameter manipulations and their values (e.g. short code translations)

· Voice tromboning elimination support
5.4 Single IMSI recommendations for Visited Public Mobile Networks 
This section will contain some recommendations to VPLMN in order to recap basic roaming requirements (this is necessary due to the reason that introduction of 3rd party ARPs make existing incorrect behaviour far more problematic):
· SI-IF2 - Recommendation for VPLMN to not charge unsuccessful MO SMS in TAP (defined in BA27)
· SI-IF3 – Recommendation to add in GTP the optional parameters related to location (MCC/MNC)
· SI-IF5 - Recommendation for VPLMN to support MAP v2 USSD 
5.5 LBO obligations for Home operators
This section will contain the requirements from operator perspective for Home operators:

· Obligations

· Obligations that cannot be met due to technical limitations

· Features which do not change compare to today situation (for clarification purpose)
DSP-LBO #1-APN configuration
The Domestic Service Provider shall enable the EUInternet APN with VPLMN Allowed flag set for all eligible subscribers.

DSP is allowed to reject all TAP containing  EUInternet APN for LBO traffic (routed via non home GGSN).
DSP-LBO #2- Adjust Steering of Roaming
The DSP has to adjust its steering algorithm to ensure that manual network selection of the subscriber will not be prevented. 
5.6 LBO obligations for Visited operators
This section will contain the requirements from operator perspective for LBO and non-LBO provider:

· Obligations

· Obligations that cannot be met due to technical limitations

· Features which do not change compare to today situation (for clarification purpose)
LBO-LBO #1-Customer Information
The LBO provider is responsible for providing the following information to its customers.

· How to enable manual LBO on the customer’s device

· How to return from manual LBO back to using data traffic as before the switch on the customer’s device  (as the LBO provider could not be aware of this information)

· Contact details of LBO Customer Care Support 
· What could be the service limitation in term of voice and SMS services
LBO-LBO #2-EUInternet APN
The LBO shall only provide the LBO service to customers that are marked by the Home Operator in the HLR with the VLPMN Allowed flag for the EUInternet APN and who have requested the EUInternet APN data session. 
On non-LBO provider’s networks, the user with LBO APN provisioned and VPMN access allowed flag (VPAA flag) shall not have access to any data service using LBO APN.
LBO-LBO #3-no TAP
The LBO shall take all technical necessary measures to prevent any GPRS TAP record to be sent to the Home Operator while the customer is using the LBO service (Important to prevent double billing).

Whenever these records are sent via TAP files, the Domestic operator is allowed to reject them.

LBO-LBO #4-Stop LBO
In case the LBO service has been terminated for an LBO customer but the customer has still the EUInternet APN set the LBO provider shall provide a landing page to the customer or send an SMS to the customer with details on how to switch back to the Home Operator data service.
LBO-LBO #5-MMS
The LBO shall not request from customers to change the MMS APN where in a device the APN settings are separated between common data and MMS services.
LBO-LBO #6-Bill Shock
LBO must comply with Bill Shock prevention regulation
LBO-LBO #7-subscribtion notification
LBO provider should provide the subscription notifications to HPMN if requested to do so: if LBO notification is not delivered based on valid HPMN request, LBO provider has to disable LBO service for users of this specific HPMN.
5.7 LBO recommendations for Home operators
Home operators may (depending on the technical abilities of the DSP) need to ensure that any operator controlled locks on the devices and SIM cards that they source and supply to their customers enable the customer to modify the APN settings on the device and use the EUInternet APN.
6 Recommendations for Device vendors

This section contains recommendations for device vendors.
6.1 LBO recommendations for device vendors
Device vendors should provide for the following in order to aid the user in selecting an LBO Provider network:
1. Manual Roaming to be enabled and disabled by the end user, and when the PLMN is no longer available wait for the same PLMN to become available again i.e. not select another PLMN until instructed to do so by the end user (as defined in 3GPP TS 22.011 [6] and 3GPP TS 23.122 [7]).

2. The APN(s) that the device uses for Internet access to be modifiable by the end user (subject to home operator allowing).

Device vendors may provide a set of APIs in order to facilitate application developers to help customers to select manually the LBO Provider network.
7 annexes
7.1 Extract from the Regulation 531/2012

The obligations below are extracted from Regulation 531/2012 of the European Parliament and of the Council of 13 June 2012 on roaming on public mobile communications networks within the Union. OJ L 172/10, 30.6.2012.

1 Obligations for the Roaming Providers with Technical implications

The following table gathers technical obligations relative to the roaming providers. The purpose of the table is to list items scattered in the EU regulation document. The items are list in order of appearance.

	
	Ref
	Description

	REG-1
	Art 4 §1
	Domestic providers shall enable their customers to access regulated voice, SMS and data roaming services, provided as a bundle by any alternative roaming provider

	REG-2
	Art 4 §1
	Neither domestic nor roaming providers shall prevent customers from accessing regulated data roaming services provided directly on a visited network by an alternative roaming provider.

	REG-3
	Art 4 §2
	Where a roaming customer chooses to switch roaming provider, the switch shall be carried out without undue delay, and in any case within the shortest possible period of time […] , but under no circumstances exceeding three working days from the conclusion of the agreement with the new roaming provider.

	REG-4
	Art.4 §3
	The switch to an alternative roaming provider or between roaming providers shall be free of charge for customers and shall be possible under any tariff plan. 

	REG-5
	Art 4 §5
	The technical characteristics of regulated roaming services shall not be altered in such a way as to make them differ from the technical characteristics of the regulated roaming services, including the quality parameters, as provided to the customer before the switch. 

Where the switch does not concern all regulated roaming services, those services which have not been switched shall continue to be provided at the same price and, to the fullest extent possible, with the same technical characteristics, including quality parameters.

	
	Art.5 §3
	The technical solution to implement the separate sale of regulated retail roaming services shall meet the following criteria:

(a) consumer friendliness, in particular allowing consumers to easily and quickly switch to an alternative roaming provider while keeping their existing mobile phone number and while using the same mobile device;

(b) ability to serve all categories of consumer demand on competitive terms, including intensive usage of data services;

(c) ability to effectively foster competition, taking also into account the scope for operators to exploit their infrastructure assets or commercial arrangements;

(d) cost-effectiveness, taking into account the division of costs between domestic providers and alternative roaming providers;

(e) ability to give effect to the obligations referred to in Article 4(1) in an efficient manner;

(f) allowing a maximum degree of interoperability;

(g) user friendliness, in particular in respect of the customers’ technical handling of the mobile device when changing networks;

(h) ensuring that roaming by Union customers in third countries or by third country customers in the Union is not impeded;

(i) ensuring that the rules on protection of privacy, personal data, security and integrity of networks and transparency required by the Framework Directive and the Specific Directives are respected;

(j) taking into account the promotion by national regulatory authorities of the ability of end users to access and distribute information or run applications and services of their choice, in accordance with point (g) of Article 8(4) of the Framework Directive;

(k) ensuring that providers apply equivalent conditions in equivalent circumstances.

	REG-6
	Art 8 §2
	Roaming providers shall not levy any charge on their roaming customers for the receipt by them of a roaming voicemail message
. This shall be without prejudice to other applicable charges such as those for listening to such messages.

	REG-7 
	Art 9 §4
	The visited network operator shall not levy any charge on a roaming customer’s roaming provider or home network operator, separate from the charge referred to in paragraph 1, for the termination of a regulated roaming SMS message sent to a roaming customer while roaming on its visited network.

	REG-8
	Art 10 §3
	Roaming providers shall not levy any charge on their roaming customers for the receipt by them of a regulated roaming SMS message.

	REG-9
	Art 11
	No roaming provider, domestic provider, home network operator or visited network operator shall alter the technical characteristics of regulated roaming SMS messages in such a way as to make them differ from the technical characteristics of SMS messages provided within its domestic market.

	REG-10
	Art 14 §1
	To alert roaming customers to the fact that they will be subject to roaming charges when making or receiving a call or when sending an SMS message, each roaming provider shall, except when the customer has notified the roaming provider that he does not require this service, provide the customer, automatically by means of a Message Service, without undue delay and free of charge, when he enters a Member State other than that of his domestic provider, with basic personalised pricing information on the roaming charges (including VAT) that apply to the making and receiving of calls and to the sending of SMS messages by that customer in the visited Member State.

That basic personalised pricing information shall include the maximum charges (in the currency of the home bill provided by the customer’s domestic provider) to which the customer may be subject under his tariff scheme for:

(a) making regulated roaming calls within the visited Member State and back to the Member State of his domestic provider, as well as for regulated roaming calls received; and

(b) sending regulated roaming SMS messages while in the visited Member State.

It shall also include the free-of-charge number referred to in paragraph 2 for obtaining more detailed information and information on the possibility of accessing emergency services by dialling the European emergency number 112 free of charge.

On the occasion of each message, a customer shall have the opportunity to give notice to the roaming provider, free of charge and in an easy manner, that he does not require the automatic Message Service. A customer who has given notice that he does not require the automatic Message Service shall have the right at any time and free of charge to require the roaming provider to provide the service again.

Roaming providers shall provide blind or partially-sighted customers with the basic personalised pricing information referred to in the first subparagraph automatically, by voice call, free of charge, if they so request.

The first, second, fourth and fifth subparagraphs shall also apply to voice and SMS roaming services used by roaming customers travelling outside the Union and provided by a roaming provider.


	REG -11
	Art 14 § 2
	In addition to paragraph 1, customers shall have the right to request and receive, free of charge, and irrespective of their location within the Union, more detailed personalised pricing information on the roaming charges that apply in the visited network to voice calls and SMS, and information on the transparency measures applicable by virtue of this Regulation, by means of a mobile voice call or by SMS. Such a request shall be to a free-of-charge number designated for this purpose by the roaming provider. Obligations provided for in paragraph 1 shall not apply to devices which do not support SMS functionality.

	REG-12
	Art 14 §4
	Roaming providers shall make available information to their customers on how to avoid inadvertent roaming in border regions. Roaming providers shall take reasonable steps to protect their customers from paying roaming charges for inadvertently accessed roaming services while situated in their home Member State.

	REG-13
	Art 15 §2
	An automatic message from the roaming provider shall inform the roaming customer that the latter is roaming and provide basic personalised tariff information on the charges (in the currency of the home bill provided by the customer’s domestic provider), expressed in price per megabyte, applicable to the provision of regulated data roaming services to that roaming customer in the Member State concerned, except where the customer has notified the roaming provider that he does not require that information.

Such basic personalised tariff information shall be delivered to the roaming customer’s mobile device, for example by an SMS message, an e-mail or a pop-up window on the mobile device, every time the roaming customer enters a Member State other than that of his domestic provider and initiates for the first time a data roaming service in that particular Member State. It shall be provided free of charge at the moment the roaming customer initiates a regulated data roaming service, by an appropriate means adapted to facilitate its receipt and easy comprehension.

A customer who has notified his roaming provider that he does not require the automatic tariff information shall have the right at any time and free of charge to require the roaming provider to provide this service again.

	REG-14
	Art 15 §3
	Each roaming provider shall grant to all their roaming customers the opportunity to opt deliberately and free of charge for a facility which provides information on the accumulated consumption expressed in volume or in the currency in which the roaming customer is billed for regulated data roaming services and which guarantees that, without the customer’s explicit consent, the accumulated expenditure for regulated data roaming services over a specified period of use, excluding MMS billed on a per-unit basis, does not exceed a specified financial limit.

[…]

If the roaming customer does not respond as prompted in the notification received, the roaming provider shall immediately cease to provide and to charge the roaming customer for regulated data roaming services, unless and until the roaming customer requests the continued or renewed provision of those services.

Whenever a roaming customer requests to opt for or to remove a financial or volume limit facility, the change shall be made within one working day of receipt of the request, shall be free of charge, and shall not entail conditions or restrictions pertaining to other elements of the subscription.

	REG-15
	Art 15 §4
	Paragraphs 2 and 3 shall not apply to machine-to- machine devices that use mobile data communication.

	REG-16
	Art 15 §5
	Roaming providers shall take reasonable steps to protect their customers from paying roaming charges for inadvertently accessed roaming services while situated in their home Member State. This shall include informing customers on how to avoid inadvertent roaming in border regions.

	
	Art 15 §6
	This Article, with the exception of paragraph 5, and subject to the second and third subparagraph of this paragraph, shall also apply to data roaming services used by roaming customers travelling outside the Union and provided by a roaming provider.

Where the customer opts for the facility referred to in the first subparagraph of paragraph 3, the requirements provided in paragraph 3 shall not apply if the visited network operator in the visited country outside the Union does not allow the roaming provider to monitor its customers’ usage on a real- time basis.

In such a case the customer shall be notified by an SMS message when entering such a country, without undue delay and free of charge, that information on accumulated consumption and the guarantee not to exceed a specified financial limit are not available.


7.2 Table of countries
This table will contain the list of countries on which EU regulation is applicable (Especially important for traffic split).
	Covered by Regulation
	Not covered by regulation

	Member States
	Outermost Regions + specific territories
	Overseas Countries and Territories
	Specific Territories

	Germany
	
	
	

	Austria 
	
	
	

	Belgium
	
	
	

	Bulgaria
	
	
	

	Croatia (**)
	
	
	

	Cyprus
	
	Turkish Republic of Northern Cyprus
	

	Denmark
	
	Greenland
	Faroe Islands

	Spain
	Canaries

Ceuta

Melilla
	
	

	Estonia
	
	
	

	Finland
	Ahland Islands
	
	

	France
	Martinique 

Guadeloupe & Saint-Martin

French Guyana

Réunion 
Mayotte
	New Caledonia

French Polynesia

Wallis and Futuna

French Southern and Antarctic Lands

Saint-Pierre-et-Miquelon

Saint-Barthélémy

Clipperton Islands
	Scattered Islands

	Greece
	
	
	

	Hungary
	
	
	

	Iceland (*-EEA)
	
	
	

	Ireland
	
	
	

	Italy
	
	
	

	Latvia
	
	
	

	Liechtenstein (*-EEA)
	
	
	

	Lituania
	
	
	

	Luxembourg
	
	
	

	Malta
	
	
	

	Netherlands
	
	Antilles

Aruba
	

	Norway (*-EEA)
	
	
	

	Poland
	
	
	

	Portugal
	Madeira

Azores
	
	

	Czech Republic
	
	
	

	Romania
	
	
	

	UK 
	Gibraltar


	Anguilla

Bermuda

British Antarctic Territory

British Indian Ocean Territory

British Virgin Islands

Cayman Islands

Falkland Islands

Montserrat

Pitcairn

St Hélèna

South Georgia and South Sandwich

Turks and Caicos

Akrotiri and Dhekelia
	Jersey

Guernsey

Isle of Man



	Slovakia 
	
	
	

	Slovenia
	
	
	

	Sweden
	
	
	


(*) EU regulation is also applicable on EEA countries (Iceland, Liechtenstein and Norway).
(**) Croatia will be part of EU beginning 2014
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IF3b





Diameter





ARP





OCS





DSP





Visited�Network





Retail charging





IF2





Data Proxy





IF1





IF3





VMSC





Call control





Billing Proxy





Wholesale





IF6





SMS Proxy





Voice Proxy





SGSN





Anti Bill shock





Fraud Proxy





Fraud





IF8





Retail charging





ARP





OCS





DSP





Visited�Network





Retail charging





IF2





Data Proxy





IF1





IF3





VMSC





Billing Proxy





Wholesale





IF6





SMS Proxy





Voice Proxy





SGSN





Anti Bill shock





Fraud Proxy





Fraud





IF8





MVNE





Domestic Service Provider





Alternative Roaming Provider

















On line Charging System


(SCP)





Tariff notification





IF4





IF1





IF2





IF3





IF5





USSD





CRM





IF7





WS�Billing





IF6





Fraud





IF8





Postpaid





Prepaid





IF9





SMS�Delivery





Visited Network








ARP





Subscriber location





Mobility Proxy





VLR





DSP





Visited Network





Tariff Info





IF4





ARP





DSP





Exchanged �Parameter


(m) Mandatory�(o) Optional





IF7





IF7





IF1-5





Subscriber�Response or�SIM change





Subscriber�Request





IF6-8





Session





Billing�and�Fraud





Function





MSISDN (m)





MSISDN (m)


IMSI (o)





MSISDN (m)


IMSI (o)





IMSI (o)


MSISDN (o-lookup)








ARP





USSD Proxy





VMSC





DSP





Visited Network





IF5





USSD Centre





HLR





<Single IMSI> ARP





Visited


Network





Hosting


Network











Home or Sponsor


Network





HLR





Voice


Proxy





Home coverage





(national roaming)








Roaming coverage





(international roaming)








Heavy MVNO





IF7





SMS


Proxy





Data


Proxy





Roam


Info





Wholesale


Billing





IF6





IF4





IF1





IF3





IF2





IF5





Customer





Domestic offer





Roaming offer





<Single IMSI> ARP





Light MVNO














Home Network / Hosting Network








HLR





Voice


Proxy





Domestic Services





Roaming 


Services





IF7





SMS


Proxy





Data


Proxy





Roam


Info





Wholesale


Billing





IF6





IF4





IF1





IF3





IF2





IF5





Visited


Network





Hosting


Network





Domestic coverage





Roaming coverage





Customer





Domestic offer





Roaming offer





<Single IMSI> ARP





Hybrid MVNO








Home Network


(Hosting Network)








HLR





Domestic Services





Roaming Services





IFx





Hosting


Network





Visited


Network





Domestic coverage





Roaming coverage





Customer





Domestic offer





Roaming offer





IFx





<LBO> Alternative Roaming Provider





Home Network





Signalling





Customer





Subscription





Support





Finance





Signalling





Notification





HPMN





LBO provider


Visited Network








SGSN





WS�Billing





Notification





IF1(*)





Notification





IF2





WS�Billing





IF3(*)





Traffic�Steering








HLR








 (*) IF1 & IF3 are EXISTING interfaces, while IF2 is really a NEW interface.






































� It is noted that there is no definition available of a ‘roaming voicemail message’. However the use of the terms roaming providers and roaming customers induces the free reception of roaming voicemail message is only applicable to customers in the Union.


� This sentence contradicts the coverage of the roaming providers and the definition of roaming customers.
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