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Reply LS on Applying user consent for SON use cases
3
Rationale

The recently received response LS from SA3 [2] includes guidelines for applying user consent and anonymization mechanisms for data collection that should be followed for MDT and SON use cases, including CCO. In this contribution we include text proposal corresponding to the SA3 guidelines into TR 32.836 [1].
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Detailed proposal
	First change


6.2
Privacy requirements by SA3

The privacy protection requirement is related to the service that the user has signed up to in a contract with the operator. The operator can collect and process data needed to be able to deliver the service ordered by the user i.e. data related directly to the service delivery. However, user consent is needed for the collection of location data for the purpose of MDT and SON, even if it is for direct service delivery.
Even if the user has given consent for collection and processing of its data for the purpose of SON / MDT, then data collection should still be restricted to the minimal data set needed to perform SON / MDT. 
How long the MDT data is stored is out of scope of standardization.
6.3
Solution descriptions

If MDT measurements of the same UE need to be mapped to each other (e.g. for handover tracing or for some SON function, e.g. CCO), then a generic mechanism to anonymize the user data like using specific identifiers, e.g. pseudonym or temporary identity can be used. This kind of method is good for privacy protection but does not replace user consent.
