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1
Decision/action requested

This paper discusses about  the various scenarios that must be considered for charging, when the UE accesses a Trusted WLAN access  that could be owned by a different Operator  from the PLMN operator, within “EPC architecture for GTP and PMIPv6 based S2a over Trusted WLAN Access configuration”. It tries to clarify that in some scenarios the WLAN  access operator needs to be known by the PGW, whereas in some others the VPLMN needs to be known instead, based on business relationships.  
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3
Rationale

1) Trusted WLAN Access standing for Trusted Non-3GPP access  

 In Rel-11, SA2 WID for S2a Mobility based On GTP & PMIPv6 for WLAN access to EPC (SAMOG-WLAN) resulted in the following detailed architecture (part of global EPC architecture with Trusted non-3GPP access, the non-3GPP access beeing WLAN access) described in TS 23.402 chapter 16:
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In the general architecture for Trusted non-3GPP access access over S2a, the Charging aspects for EPC routed traffic  have been considered for non-3GPP access = HSGW (3GPP2 access) until now, and  covered under PS Charging TS 32.251:

· UE charging handled from PGW with appropriate RAT-Type (i.e RAT-type=HRPD), Serving node PLMN Identifier (identifying Network owning HRPD), User location (i.e 3GPP2 User Location).... 
· Inter-Operator accounting between non-3GPP access Operator (HRPD) and 3GPP Network Operator: the PGW CDRs include the necessary information (serving Node PLMN Identifier, charging-Id ...) to allow reconciliation with the non-3GPP Network.

The SA2 SAMOG-WLAN introduced a new type of non-3GPP access Operator, i.e TWAN Operator owning the TWAN access defined under architecture described in the figure above. This case has not been discussed yet in SA5, and proposed to be discussed here.    
It is assumed the TWAN Operator may or not be a 3GPP mobile operator, and when it is not a 3GPP mobile operator, it may be identified differently than by a PLMN Id. 

The following paragraph describes the different scenarios in order to highlight which information are needed within each Network in order to ensure proper charging and inter-Operator settlements.
2) Trusted WLAN Access Operator and relationship with 3GPP Network Operator 

Following scenarios are considered together with exchanges between Billing systems:

a) non-roaming scenario, where the TWAN operator has direct agreements with the HPLMN Operator. In this case, the TWAN is connected to the Home AAA server via STa and to the PGW via a S2a interface secured by e.g. IPsec;
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Figure 1: non-roaming scenario
b) local break out roaming scenario, where the PGW is in the VPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. In this case, the TWAN is connected to the VPLMN Proxy AAA server via STa and to the local PGW via a S2a interface secured by e.g. IPsec;  
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Figure 3: local break out roaming scenario
c) home routed roaming scenario, where the PGW is in the HPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. In this case, the TWAN is connected to the VPLMN Proxy AAA server via STa but Because of no direct agreement with the HPLMN operator, the S2a interface goes through the VPLMN transport network.
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Figure 2: home-routed roaming scenario
In case the group has the same understanding on the Billing systems relationship in the different scenarios, it could be concluded the following: 

Conclusion 1: In non-roaming and local break out roaming cases, because the PGW PLMN has direct agreements with the TWAN operator, the PGW CDRs need to include the “serving Node TWAN Operator Identifier” to allow reconciliation with the TWAN Operator. 

Conclusion 2: In home routed roaming case, the roaming agreement applies between VPLMN and HPLMN, and VPLMN has direct agreement with the TWAN Operator. Reconciliation mecanisms are therefore expected:

· between VPLMN and HPLMN: the PGW CDRs need then to include the VPLMN Id  
· between VPLMN and the TWAN Operator: the VPLMN CDRs need then to include “serving Node TWAN Operator Identifier”.
In all the scenarios, UE charging for EPC routed traffic is specified with appropriate RAT-Type (i.e WLAN), but there also may be a need to have other TWAN-access-related information as input for charging purpose, and this still need to be determined.   
4
Detailed proposal

The group is proposed to discuss on these different scenarios, and provide their view on the resulting conclusions, or possible different approaches. 
In case the above conclusions are accepted, it’s proposed to send an LS to SA2 and CT4 in order to provide this charging-related input, so the corresponding procedures/ interfaces can be adapted in consequence if needed.
It is also proposed to discuss on how such Rel-11 SAMOG-WLAN charging for EPC routed traffic aspects can be adressed in our specifications.
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