3GPP TSG SA WG5 (Telecom Management) Meeting #86
S5-122968
12-16 November 2012;New Orleans, USA
revision of S5-122abc
Source:
Ericsson
Title:
No need for configuration server
Document for:
Approval

Agenda Item:
6.7.2 Multi-Vendor Plug and Play eNB connection to the network
1
Decision/action requested

Agree on initial configuration algorithm 
2
References

3
Rationale

Several contributions suggest the use of a Configuration Server (CS)  (sometimes called a Vendor Mediator (VM)) as an essential component of a Multi-vendor PnP solution. This contribution argues for a solution which does not use a CS/VM, is simple to implement, and leads to lower interoperability risks.
An outline of the solution follows:

1. The eNB, when powered up, scans available VLANs for a DHCP server for IPv4, or uses the Neighbour Discovery Protocol for IPv6. From the DHCP reply (IPv4) or Router Advertisement (IPv6),  the eNB can obtain its IP address, address to nearest Gateway and address(es) to DNS server(s). No unusual or vendor specific records need to be sent from DHCP severs. 
2. The DNS server needs to be configured with one or more DNS records for each vendor. The records are of the form <vendor specific part>.<3GPP specified part>. The latter part could for example be 3gpp-mvpnp.org.  An example of a complete record could be secgw.ericsson.3gpp-mvpnp.org. Another vendor might choose securitygateway.intel.3gpp-mvpnp.org.
3. When an eNB has received its IP address and the address to a DNS server, it can contact the DNS server. It uses the DNS record described in step 2 to resolve the IP address of the SecGW to contact for setting up an IPSec tunnel. 
4. When the IPSec tunnel is being set up, the eNB receives the address of an DNS server in the Secure Operator Network by the IKEv2 protocol. Using the same procedure as in step 2, the eNB can resolve the IP address of the Registration Authority. An example DNS name could be ra.ericsson.3gpp-mvpnp.org, for contacting the Registration Authority.  Another example of a vendor-specific service that can be reached using this mechanism is a FTP serve for updating the software of the eNB. A Domain Name for this service could be ftp.ericsson.3gpp-mvpnp.org.

By using DNS together with two-part DNS names, where one part is vendor specific and another part is 3GPP specified, the MvPnP solution can do without special DHCP records and without the Vendor Mediator. The advantages are:

1. DHCP service is simple, and requires no special configuration.
2. Router Advertisements can be used for IPv6, without the need for DHCPv6 servers.

3. No Vendor Mediator/Configuration Service is needed.

4. The MvPnP solution is moved early in the process to vendor specific domains. This leads to an overall simple SA5 specified solution, with lower interoperability risks.

The disadvantages are:

1. DNS servers need to be configured with a small number of static records for each vendor.

4
Detailed proposal

Ericsson proposes that SA5 creates a simple solution as outlined in the previous section.

