3GPP TSG SA WG5 (Telecom Management) Meeting #86
S5-122765
12-16 November 2012; New Orleans, USA


Source:
Nokia Siemens Networks
Title:
MUPPET message flows
Document for:
Discussion and Approval
Agenda Item:
6.7.2 - Multi-Vendor Plug and Play eNB connection to the network (560033)
1
Decision/action requested

Agree to the conclusion
2
References
[1]

S5-122780
Pre-SA5#86 stand of MUPPET Super CR to 32.501 V11.0.0 
3
Rationale

Previous MUPPET discussion showed that there is no common understanding which information is exchanged during the Plug and OAM Connect part of Plug and Play.
4
Detailed proposal

It is proposed to accept the following changes to TS 32.501 and to collect them in the draft Super-CR (latest version was [1] ) to this specification:
	First change 


3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Credentials: Data that is transferred to establish the claimed identity of an entity, see ITU-T Recommendation X.800 [6].
Plug and Play: The process of connecting a minimally preconfigured node to the transport network, whereby the node, with minimum operator attention, can exchange information with the OAM system and other relevant nodes to an extent that the node is configured and ready to handle traffic. 

Self Configuration: The process which brings a network element into service requiring minimal human operator intervention or none at all.

Plug and OAM Connect: The part of Plug and Play from beginning of the Plug and Play process until to the point when connection to the OAM system is established.

	Next change (new section)


4.3.3
Message Flows for Plug and OAM Connect
4.3.3.1
DNS only outside of operator controlled secured network 
The following message flow takes place during the course of Plug and OAM Connect in case a configuration server is used and DNS is only present outside of the operator controlled secured network. 
This is a message flow on concept level, detailed content will be defined elsewhere [Editor’s note: Add reference].
Remark: Message exchange eNB-SEG is not shown. Messages crossing the SEG dotted line are using secured channels.

[image: image1]
4.3.3.2
DNS also inside of operator controlled secured network 
The following message flow takes place during the course of Plug and OAM Connect in case a configuration server is used and DNS is present outside and inside of the operator controlled secured network. 
This is a message flow on concept level, detailed content will be defined elsewhere [Editor’s note: Add reference].
Remark: Message exchange eNB-SEG is not shown. Messages crossing the SEG dotted line are using secured channels. The difference to 4.3.3.1 is marked by blue color.
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4.3.3.3
No DNS, neither inside nor outside of operator controlled secured network 
The following message flow takes place during the course of Plug and OAM Connect in case a configuration server is used and no DNS is present neither outside nor inside of the operator controlled secured network. 
This is a message flow on concept level, detailed content will be defined elsewhere [Editor’s note: Add reference].
Remark: Message exchange eNB-SEG is not shown. Messages crossing the SEG dotted line are using secured channels. 
The problem with this DNS less version is, that the DHCP server is mostly out of control of the mobile network operator. This makes it complicated to manage the required data for PnP and its dependencies on vendor and operator (IP addr. of RA/CA and of SEG depend on mobile network operator, IP addr. of SEG; IP addr. of Conf. Server depends on mobile network operator and eNB vendor).
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	End of changes
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