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Decision/action requested

Agreement on the response to SA2 LS on charging requirements for redirection.
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Rationale

We have received incoming LS S5-122771 from SA2 on charging requirements for traffic redirection. 

As defined for application detection and control per Rel-11 and documented in the TS 23.203, the PCRF provides ADC Rules to the TDF or to the PCEF enhanced with ADC. As a part of the ADC Rule, the Redirect enforcement action can be provided as an indication whether redirection of the detected application's traffic is enabled/disabled along with Redirect Destination to provide the Controlled Address to which detected uplink application's traffic should be redirected when Redirect is enabled.

It may be helpful to provide our considerations for the following traffic handling cases with regard to charging of the redirected traffic:

1. How should the uplink traffic redirected to the Controlled Address be charged? 
The relevant considerations are:

· Is redirected uplink traffic a candidate for charging that is different from charging for other traffic?
· If so, how should the redirected uplink traffic be charged, e.g. if a different charging key/rating group should be provided for that type of traffic? 
2. How should the downlink traffic of the same detected application be charged?
The relevant considerations are:

· Is downlink traffic of the application whose uplink traffic was redirected to the server a candidate for charging that is different from charging for other traffic?

· If so, how should this traffic be charged, e.g. if a different charging key/rating group should be provided for that type of traffic? 
It is important to mention that there may be two different situations of traffic handling which may be known per type of the application in this regard (thus corresponding configuration per type of the application may be preconfigured in the PCRF):
· Downlink of the application's traffic gets corrupted as a result of application's uplink redirection to server

· Downlink and uplink for the application are independent which means that downlink traffic is consistent with the user's expectations, while the uplink application's traffic is redirected to the Controlled Address server.

3. How should the downlink for the traffic from the Controlled Address (e.g. payment server) be charged?
The relevant considerations are:

· Is downlink traffic from the server whose uplink traffic was redirected to a candidate for charging that is different from charging for other traffic?

· If so, how should this traffic be charged, e.g. if a different charging key/rating group should be provided for that type of traffic?
4. Is there a need to correlate redirection functionality controlled by the PCRF and redirection functionality controlled by the OCS? If yes, then how this should be coordinated? 
The relevant aspects are (but not limited to) redirect Controlled Address from both PCRF and OCS, actions at OCS in case of redirect applied at the PCRF etc.

Specifically, this may be triggered by the following case:

· The PCRF activated redirection (due to no-charging policy reasons) while the credit runs out for this charging key. Now the OCS could provide its own redirection destination address and the question is for the PCEF/TDF which one to take?
5. Is there a need to provide OCS with the information on the applied redirection action controlled by the PCRF e.g. by supporting re-authorization event trigger or by any other means?

      If the decision is that redirection is purely controlled by the PCRF e.g. by providing a specific charging key/rating group for the redirected traffic, then this might not be required. However, in case of a different charging models applied at the OCS (i.e. charging key assigned by the PCRF remains the same, but OCS should re-apply charging after redirection was done) there might be need to support such an event trigger.
Additionally, in order to correlate redirection functionality (see question 4 above) this might also be needed.
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Detailed proposal
It is proposed that the following be agreed as the path forward for the questions above and the corresponding LS reply be sent to SA2:
1. It shall be possible to apply different rates and charging models to the redirected traffic. The charging actions shall be pre-configured in the PCRF e.g. separate Rules may be provided per redirected uplink traffic and per the downlink traffic of the application its uplink was redirected to the Controlled Address server as well as for the downlink traffic from the Controlled Address. 

2. It shall be possible to support Redirect re-authorization trigger from the OCS and inform OCS in case redirection to the Controlled Address is performed by also providing Redirect Controlled Address to where the traffic was redirected by the PCRF. 

3. It shall be possible to inform OFCS about Redirect by also providing Redirect Controlled Address to where the traffic was redirected by the PCRF.

