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1
Decision/action requested

Agree to the pseudo CR in clause 4.
2
References
[1]

S5-122780
Pre-SA5#86 stand of MUPPET Super CR to 32.501 V11.0.0 

Abbreviations:

CA

Certification Authority

FQDN
Fully Qualified Domain Name

SEG
SEcurity Gateway

3
Rationale

DNS based solutions for PnP require an FQDN for several entities which are involved in the PnP procedure. These entities are:

· CA server

· Security Gateway

· Configuration server

4
Detailed proposal

It is proposed to accept the following changes to TS 32.501 and to collect them in the draft Super-CR (latest version was [1] ) to this specification:

	First change (new clause)


4.3.4
FQDNs for Plug and Play

DNS based solutions for PnP require an FQDN for several entities which are involved in the PnP procedure. These FQDNs shall be used by the new eNB during PnP.

The FQDN of the SEG is defined as:
 “seg.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org”

The FQDN of the Configuration Server is defined as “vendor<VID>.configserver.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org”
The FQDN of the CA server is defined as:
“caserver.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org”. 
In case there is no operator specific SEG or Configuration Server or CA server, then mnc and mcc in the above FQDNs are not evaluated by the DNS.
[Editor’s note: These FQDNs need to be captured in TS 23.003 “Numbering, addressing and identification“.]

	End of changes











































































































































































































