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1
Decision/action requested

Agree to the new requirements
2
References
[1]

S5-122780
pre SA5#86 stand of MUPPET Super CR to 32.501 V11.0.0 
3
Rationale

Requirements for MUPPET are not yet complete.
4
Detailed proposal

It is proposed to accept the following changes to TS 32.501 and to collect them in the draft Super-CR (latest version was [1] ) to this specification:
	First change


5.2
Business Requirements for Multi-Vendor Plug&Play eNB connection to network
REQ_PnP_CON_1 
Plug and Play for an eNB´s connection to the network shall use standard protocols.

REQ_PnP_CON_2 
VPN tunnels needed for Plug and Play for an eNB´s connection to the network shall be set-up automatically.

REQ_PnP_CON_3 
The complete key management during Plug and Play for an eNB´s connection to the network shall be a full automatic secure procedure, based on procedures defined by 3GPP SA3.

REQ_PnP_CON_4 
After Plug and Play for an eNB´s connection and potentially additional self-configuration of the eNB it shall be possible to bring an eNB into service

REQ_PnP_CON_5 
As a result of Plug and Play for an eNB´s connection to the network and potentially additional self-configuration of the eNB, the newest software and parameter settings as defined by the network operator shall be used in the eNB.

REQ_PnP_CON_6:
It shall be possible to perform the MvPnP procedures using secure protocols and procedures between the eNB and OAM.

REQ_PnP_CON_7 

eNB shall be able to get its own IP addresses and EM IP address without manual configuration.

REQ_PnP_CON_8 

The EM IP address shall not be publicly readable during the PnP procedure, but only for authenticated eNBs.
REQ_PnP_CON_9 

The initial and final configuration of the eNB (or the information how to retrieve them) shall not be publicly readable during the PnP procedure, but only for the authenticated eNB.
	End of changes











































































































































































































