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1
Decision/action requested

Agree a Use Case for the PnP process
2
References

[1]
S5-122166, Post-SA5#84 Stand of MUPPET Super CR to 32.501, 
Nokia Siemens Networks

3
Rationale

This contribution defines a Use Case for the MvPnP process.
4
Detailed proposal

We propose to accept the following changes to TS 32.501 for use in the draft Super-CR [1] to this specification:

	First change


6.4.3
Use case Multi Vendor Plug&Play eNB connection to network

6.4.3.1
Connection to an Operator External Transport Network

	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	After physical installation, the eNB shall be connected to the DM and the CN, to the extent that it is ready to carry traffic and be managed by the DM.
	

	Actors and Roles (*)
	FFD.
	

	Telecom resources
	The Non-Secure Operator Network, the Secure Operator Network, the External Network, the DM, IP Infrastructure nodes, the Core Network, Field personnel.

	

	Assumptions
	The IP Infrastructure nodes are properly configured to accept eNBs being connected to them, for the purpose of MvPnP deployment.


	

	Pre conditions
	The eNodeB is physically installed and physically connected to an IP network.

	

	Begins when 
	The eNB is powered-on by field personnel.

	

	Step 1 (*) (M|O)
	[PP1]: The eNB finds the correct VLAN to start communicating on.
[PP2]: The eNB requests and receives IP address(es) and basic network configuration for communicating with the Non-Secure Operator Network or the External Network. The eNB gets the IP address to a Security Gateway from resolving a pre-configured DNS name.
[PP3]: The eNB sets up an IPSec tunnel to the Security Gateway in order to contact the Registration Authority, to contact the services for updating software and obtaining initial configuration.

[PP4]: Using the IPSec tunnel, the eNB performs certificate enrolment towards the Registration Authority, optionally downloads new software and upgrades, and downloads its initial configuration. This step corresponds to Phase 1 in section 4.3.2.
[PP5]: Using the downloaded configuration, the eNB sets up IPSec tunnels to the Security Gateway or Gateways protecting the Domain Manager and the Core Network. This step corresponds to Phase 2 and 3 in section 4.3.2.

	

	Ends when (*)
	Ends when all steps identified above are successfully completed or when an exception occurs.

	

	Exceptions
	FFS.

	

	Post Conditions
	Secure IP network connections exist from the eNB to the Domain Manager and to the Core Network. The eNB is ready to carry traffic or awaiting a change of administrative state to carry traffic.

	

	Traceability (*)
	
	


	End of changes























