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Decision/action requested

Discussion on the Proposal
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Rationale

There are many use cases that can be discussed with respect to Network sharing. However the primary use case impacting the RAN is the MOCN use case discussed introduced in 32.851. 

From 32.851 for reference:

---------------------------------------------------------------------------------------------------------------------------------------------

4.1.3
Fault Management impact

Alarms raised by the 3GPP nodes are generally associated with equipment, resources on the node etc and are alarms that all operators sharing the RAN resources would need to know.

However, there can be alarms raised when resources allocated on a PLMN basis or application that is PLMN specific needs attention. In those cases there may be need to filter alarms based on PLMN when delivered to the NM, particularly if the alarms are operator sensitive information. 

Example: CAC (Call Admission Control) failure alarm. 

Several options for addressing the above are explored here.

Option 1: Introduce information in alarm (a new attribute) that identifies the PLMN. The parameter can be optional. This attribute will not be applicable to a large category of the alarms. 

Option 2: Introduce the PLMN identification in the additional text or additionalInfo attributes in the alarm. This implies a vendor specific string.

Option 3: Change the NRM to introduce an <<InformationObjectClass>> or <<supportIOC>> for representing the PLMN. The alarm raised that is PLMN specific can be identified by the DN in the alarm. The exact modeling will be explored later.

Option 4: No changes. There is really no need to identify the alarm specific to a PLMN.

Option 5: Add an attribute to each monitored entity to identify the PLMN. 

--------------------------------------------------------------------------------------------------------------------------------------

This paper explores options described above. Option 5 is not explored here.
4 Detailed proposal
In order to identify alarms as being raised on a per PLMN basis one of the proposals is to identify the PLMN in the alarm. 

Example: CAC (Call Admission Control) failure alarm. 

This is needed for the ability for any management systems (DM, NM) to identify PLMN specific problems, filter appropriately to notify the PLMN. Options are explored here in the context of LTE nodes as a start.
The starting assumption here is we need to do something to identify the PLMN in the alarms. Therefore, rules out Option 4.
As it is today:
· The eNB can create an alarm for a PLMN specific alarm (example CAC violation). eNB knows which UE belonging to which PLMN could not be admitted.

· When Agent gets the eNB created alarm, Agent knows it is an alarm (knows it is a CAC violation alarm). But Agent would not know which PLMN subscriber had a problem.
 

The Agent will have no way to determine how to filter the alarms/send the alarms to the appropriate Manager (for scenarios where the NMS is owned by two different Operators). ( i.e. if the alarm should be sent to Manager-A (who is responsible for alarms of PLMN-A) and not to Manager-B (PLMN-B) in the case where two operators of two PLMN IDs are sharing the RAN).
Now suppose we say, let Agent and eNB redefine/enhance their private protocol so that Agent "would know" this information.

 

Then this following ’problem’ needs a solution.

a) How could a manager (receiver of alarms) know if the received alarm is CAC violation on PLMN_A and not PLMN_B?
 

We can define the following solutions

a) Put the needed info in AdditionalInformation (kind of vender extension)

b) Define a new parameter for alarm (to indicate the PLMN ID)

However,

Solution a) is not really a standard mechanism and not in the spirit of the NGMN/NGCOR needs.

Solution b) is quite disruptive.

A third solution would be the following:

Define a new IOC (or Support IOC)

This is from 32.762 Figure 6.2.1.1: Cell view of E-UTRAN NRM


In the following figure, the ENBFunction and EUtranGenericCell are same as those in the above figure.

The pattern for sharing is “A name-contain B” where A is the resource-being-shared and B is the sharer identity. 

In this following case, the resource-being-shared is EUtranGenericCell (its derivative) and the sharer identity is expressed using PLMN ID.

So if cell-2 and cell-4 are shared by two organizations (each with its unique PLMN Id, say "AAA" and "BBB"), then

A) the cell-2 will name-contain two SharedParty instances where one instance.pLMNId is "AAA" and the other instance.pLMNId is "BBB";

B) the cell-4 will name-contain two SharedParty instances where one instance.pLMNId is "AAA" and the other instance.pLMNId is "BBB".
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When ENBFunction detects CAC violation on EUtranCellTDD=2 by organization-A (represented by PLMN Id “AAA”), it creates an alarm whose objectClass/objectInstance is

"…ENBFunction=12,EUtranCellTDD=2,SharedParty=2" where the SharedParty instance.pLMNId is "AAA".

Advantages using this model design pattern:

a) No need to modify alarm notification structure (no new parameter for notifyXyzAlarm such as notifyNewAlarm).

B) Use of <<SupportIOC>> does not require class instantiation. For example, Bulk CMIRP Manager cannot see these instances.

The SharedParty would also have information to indentify the operator.

A variation to this solution is instead of a supportIOC we would define it as an IOC. This will enable us to have configuration parameters for SON related policies that may be per PLMN/operator or include rules for sharing MDT/CT etc.


[image: image2]
Based on the above:

A viable standards based proposal for RAN sharing scenario could be to define a new IOC. This will exist only if the RAN is in a RAN sharing scenario.

The new IOC can be a support IOC or an IOC.

The above proposal is for discussion. Currently this is addressing only LTE model but can be easily extended to other RATs. 

	End of modifications
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(from TS 32.622)
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