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1
Decision/action requested

Charging triggering for deferred IPv4 addressing is proposed to be added in TS32.251.
2
References
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 [3]
3GPP TS 29.274 3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3
3
Rationale

1) P-GW could allocate, renew and release IPv4 address and deferred IPv4 addressing is one of the functions of P-GW described in TS23.401, 

5.3.1
IP address allocation
“The EPS UE may indicate to the network within the Protocol Configuration Options element that the UE wants to obtain the IPv4 address with DHCPv4:

-
the UE may indicate that it prefers to obtain an IPv4 address as part of the default bearer activation procedure. In such a case, the UE relies on the EPS network to provide IPv4 address to the UE as part of the default bearer activation procedure.

-
the UE may indicate that it prefers to obtain the IPv4 address after the default bearer setup by DHCPv4. That is, when the EPS network supports DHCPv4 and allows that, it does not provide the IPv4 address for the UE as part of the default bearer activation procedures. The network may respond to the UE by setting the PDN Address to 0.0.0.0. After the default bearer establishment procedure is completed, the UE uses the connectivity with the EPS and initiates the IPv4 address allocation on its own using DHCPv4. However, if the EPS network provides IPv4 address to the UE as part of the default bearer activation procedure, the UE should accept the IPv4 address indicated in the default bearer activation procedure.
-
if the UE sends no Address Allocation Preference, the PDN GW determines whether to use DHCPv4 or not based on per APN configuration”
5.3.1.2.4
IPv4 address allocation, renewal and release and IPv4 parameter configuration via DHCPv4
“When the PLMN allocates an IPv4 address, it is the PDN GW responsibility to allocate, renew and release the IPv4 address.

When external PDN allocation is used, the PDN GW functions as a DHCPv4 server towards the UE. The PDN GW may act as a DHCP Client when interacting with a DHCPv4 server in the external PDN in order to obtain, renew and release the IPv4 address and to obtain the configuration parameters. Or, if RADIUS or Diameter is used towards the external PDN as described in TS 29.061 [38], the IPv4 address and the requested configuration parameters can be obtained, renewed and released as part of these procedures.
If dynamic policy provisioning is deployed, and the PCRF was not informed about the IPv4 address at IP-CAN session establishment, the PDN GW shall initiate an IP-CAN Session Modification procedure to inform the PCRF about an allocated IPv4 address. If the IPv4 address is released, the PDN GW shall inform the PCRF about the de-allocation of an IPv4 address.

…
NOTE:
If the PDN type is IPv4v6 the release of the allocated IPv4 address does not mean that there is no allocated PDN address for the PDN connection, as the IPv6 prefix still remains allocated to that PDN connection.”
5.3.2.1 E-UTRAN Initial Attach
…

[image: image1.emf] 

3. Identification Request  

1. Attach Request  

new MME  

Old  

MME/SGSN  

Serving  GW   PCRF  

HSS  

3. Identification Response  

PDN GW  

2. Attach  

Request  

eNodeB   UE  

4. Identity Request  

   

4. Identity Response  

   

5a. Authentication / Security   

   

17. Initial Context Setup Request  / Attach Accept  

First Uplink Data  

19. RRC Connection Reconfigura tion Complete  

18. RRC Connection Reconfiguration  

20. Initial Context Setup Response  

24.  Modify  Bearer Response  

23.  Modify  Bearer Request  

First Downlink Data  

25. Notify Request  

26. Notify Response  

(B)  

(A)  

16.  Create  Session  Response    

12. Create  Session  Request  

8. Update Location Request  

9. Cancel Location  

11. Update Location Ack  

9. Cancel Location Ack  

10. Delete  Session  Request  

   

10. Delete  Session  Response  

13. Create  Session  Request  

15. Create  Session  Response  

7. Delete  Session  Response  

7. Delete  Sesion  Request  

First Downlink Data (if not handover)  

(C)  

EIR  

5b. ME Identity Check  

   

   

5b. Identity Request/Response  

   

 

10. PCEF Initiated IP - CAN  Session Termination    

 

7. PCEF Initiated IP - CAN  Session Termination    

 

14. PCEF Initiated IP - CAN Session  Establishment/Modification     

6. Ciphered Options Request  

6. Ciphered Options Response  

23a.  Modify  Bearer Request  

23b.  Modify  Bearer Response  

(D)  

21. Direct Transfer  

22. Attach Complete  

(E)  

(F)  


Figure 5.3.2.1-1: Attach procedure

In description of step 15:
…
“If the PDN has been configured by the operator so that the PDN addresses for the requested APN shall be allocated by usage of DHCPv4 only, or if the PDN GW allows the UE to use DHCPv4 for address allocation according to the Address Allocation Preference received from the UE, the PDN Address shall be set to 0.0.0.0, indicating that the IPv4 PDN address shall be negotiated by the UE with DHCPv4 after completion of the Default Bearer Activation procedure. For external PDN addressing for IPv6, the PDN GW obtains the IPv6 prefix from the external PDN using either RADIUS or Diameter client function.”
TS29.274 also describes how IPv4 address is transferred in several procedures,
“For deferred IPv4 address allocation, if the MME/S4-SGSN receives the PDN address "0.0.0.0" from PGW during "eUTRAN Initial Attach", "PDP Context Activation", "UE requested PDN Connectivity", then the MME/S4-SGSN shall include this IPv4 address "0.0.0.0".”
2) For “RADIUS or Diameter is used towards the external PDN” case, TS29.061 has described Charging triggering for deferred IPv4 addressing in subclause 16.3a.1
Authentication, Authorization and Accounting procedures
…
“For PDN type IPv4v6 and deferred IPv4 addressing, when the IPv4 address is allocated or re-allocated, the accounting session that was established for the IPv6 prefix allocation shall be used to inform the accounting server about the allocated IPv4 address by sending RADIUS Accounting-Request Interim-Update with the Framed-IP-Address attribute and its value field containing the allocated IPv4 address.
…
For PDN type IPv4v6 and deferred IPv4 addressing, when the P-GW receives a message from the UE or the network indicating the release of the IPv4 address (e.g. receiving DHCPRELEASE) or decides to release the IPv4 address on its own (e.g. due to DHCP lease timer expiry or P-GW assigned IPv4 address), the P-GW shall inform the accounting server about the deallocation of the IPv4 address by sending RADIUS Accounting-Request Interim-Update without the Framed-IP-Address attribute.”
Since P-GW could allocate, renew and release IPv4 address and deferred IPv4 addressing is one of the functions of P-GW , charging triggering for deferred IPv4 addressing shoud also be considered between P-GW and offline charging gateway which is similar to “RADIUS or Diameter is used towards the external PDN” case.
4
Detailed proposal

We propose to add charging triggering for deferred IPv4 addressing in TS32.251. 
For PDN type IPv4v6 and deferred IPv4 addressing, when the IPv4 address is allocated, re-allocated or released, charging should be triggered with the IP-Address attribute and its value field containing the allocated IPv4 address.
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